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Summary

Operating under the guidance and support of the Bureau of Justice Assistance (BJA), Office of Justice Programs (OJP),
 U.S. Department of Justice (DOJ or “Department”), the Global Justice Information Sharing Initiative
 (Global or “Initiative”) Advisory Committee (GAC or “Committee”) held its fall 2007 meeting on 
October 31, 2007.  The GAC is a Federal Advisory Committee to the highest-ranking justice officer in the nation—the U.S. Attorney General (AG)—on justice-related information sharing issues.  

The event took place at the Hyatt Regency Bethesda Hotel, One Bethesda Metro Center, Bethesda, Maryland.  The meeting was called to order at 8:30 a.m. by 
Chairman Robert Boehmer, GAC member representing the National Criminal Justice Association (NCJA).  Colonel Bart R. Johnson, GAC member representing the International Association of Chiefs of Police (IACP)—Division of State and Provincial Police and the Criminal Intelligence Coordinating Council (CICC), presided as the Committee Vice Chair.
The GAC meets twice a year, in the spring and fall, in the Washington, DC, area.  These events are open to the public and announced in the Federal Register.

Chairman Boehmer invited GAC representatives and proxies to introduce themselves, extending a particular welcome to new members and proxies.
  
The day’s program
 contained the following items, recommendations, and action items.  In the interest of document structure and report comprehensibility, the order of events described herein does not necessarily mirror the agenda.  However, the content is reflective of meeting activities and resolutions.

Opening remarks and keynote addresses were delivered as follows:

Chairman Boehmer began the substantive portion of the meeting by outlining expectations of Committee members.
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Chairman Boehmer emphasized the survey document included in all attendees’ packets, explaining that this instrument was drafted by the Global Outreach Working Group for two purposes:  1) soliciting information regarding Global communications (e.g., how do the majority of interested parties learn about Committee news, recommendations, and deliverables) and suggestions to improve Committee outreach efforts, and 2) soliciting feedback regarding the GAC meeting and suggestions for improving these biannual events.  

Chairman Boehmer enumerated recent Global successes, which he noted can be evidenced in a variety of ways:  For example:
· The success of a strong justice leader committed to advancing Global activities—This type of executive-level prioritization of the GAC is  exemplified by Ms. Mary McQueen, President, National Center for State Courts (NCSC).  President McQueen’s leadership, vision, and belief in Global enables NCSC delegates such as Tom Clarke, Ph.D., GAC member representing NCSC, to volunteer substantial time and expertise to the Initiative, and in turn, advances Global efforts by great strides.  (Consider Dr. Clarke’s extensive GAC involvement:  he leads the Global Infrastructure/Standards Working Group [GISWG]; develops and promulgates Global standards [Global Justice XML Data Mode, or GJXDM, and National Information Exchange Model, or NIEM
]; and shepherds the Justice Reference Architecture (JRA) effort.)  Additionally, the agency’s dedication to Global has yielded such strong volunteers as Mr. Paul Embley, Chair of the XML Structure Task Force, and Mr. Scott Fairholm, key player on the GISWG and JRA project.  Thanks were given to President McQueen, Dr. Clark, and all the NCSC professionals who donate valuable resources.
· Success of a Working Group:  The Global Outreach Working Group—This group was formed in January 2007.  In less than a year, the team (led by Chairman Ronald Hawley, GAC member representing SEARCH—The National Consortium for Justice Information and Statistics [SEARCH], and Vice Chairman Steven Correll, GAC member representing Nlets—The International Justice and Public Safety Network [Nlets]) has established a membership roster of committed volunteers and documented a strategic plan, but, more important, has initiated and/or completed key deliverables.  The survey highlighted by Chairman Boehmer is one such effort, as well as the Global 101 training held the preceding day.  (Additional outreach resources and efforts are highlighted in more detail in the Global Working Groups section of this summary.)
· Success of a specific event—The BJA-sponsored Global Justice Information Sharing Users’ Conference, held August 20–23 in Chicago, Illinois, convened more than 300 stakeholders.  Attendees learned about the most recent NIEM and GJXDM advances, best practices, and lessons.  The conference—which took on a baseball theme—was highly praised by participants and speakers alike.  Conference presentations are available on the Global Web site.
  
· Success of a Global resource—The Privacy Policy Development Guide and Implementation Templates
 is not only being used by the wider justice community, but has served as the fundamental resource in targeted privacy policy training and technical assistance efforts to states and fusion centers.  (Additional details of these efforts are highlighted in the Global Working Groups section of this summary.)

Chairman Boehmer concluded by stating:  “These successes couldn’t be done without two things:  the leadership of both our federal supporters and Global Working Group Chairs, and mutually beneficial information sharing:  information coming from the field to the Global committees as well as delivery of information from Global to the field.”  This relationship between the Initiative and justice practitioners is a unique—and successful—paradigm that helps sustain the Global momentum.  

The Honorable Domingo S. Herraiz, BJA Director, thanked GAC members for their ongoing involvement in the Committee, appreciating the fact that representatives volunteer time above and beyond their daily duties and careers.  He welcomed back former GAC members:  Mr. Gerry Wethington, Vice President, Security and Justice & Public Safety Programs, Unisys Global Public Sector, formerly GISWG Chairman and GAC Vice Chairman; and Mr. Melvin Carraway, General Manager for Field Operations, Office of Security Operations, Transportation Security Administration, U.S. Department of Homeland Security (DHS), formerly Global Intelligence Working Group (GIWG) Chairman and GAC Chairman. 
Director Herraiz reiterated Chairman Boehmer’s charge to GAC members:   a primary responsibility of Committee membership is informing the represented constituencies about the importance of the Initiative and the opportunities and resources available as a result of Global efforts.  Attendees were charged with “…infusing that knowledge and information back to other [community] staff members….”  Director Herraiz noted, “This takes a concentrated effort, so I encourage you to figure out ways you can do that.”  The Global Highlights newsletter was again mentioned as an excellent outreach tool.  He also contributed his own unique measure of Global success:  while the National Criminal Intelligence Sharing Plan
 (NCISP) has become a widely recognized and utilized resource, it may have even more far-reaching influence than originally thought—mention of the NCISP and its tenets appear in Criminal Justice Today:  An Introductory Text for the 21st Century, a textbook currently being used by colleges and universities in their criminal justice classes.  The textbook credits Global and the GIWG with development of the NCISP, an indication of just how prominent the NCISP has become in the criminal justice world.  

Director Herraiz focused his remarks on funding issues.  He listed a number of BJA-supported information sharing activities which, he stressed, fundamentally rely on resources and recommendations developed by the GAC.  These efforts received monies via a competitive process, with criterion including “contribution toward the greater good of justice information sharing”:  the discrete projects are seen as pieces that will connect to form a stronger whole.  Selection is also driven by “good public policy, based on sound direction from the GAC and the good work of Global.”  
BJA-supported information sharing projects and activities include:
· The Alaska Law Enforcement Information Sharing System (ALEISS)
· Florida Department of Law Enforcement statewide electronic warrant system 
· South Carolina Department of Motor Vehicles vehicle titling information system
· Massachusetts cybercrime information sharing project 
· The Wisconsin Justice Information Sharing (WIJIS) Program
· Association of State Correctional Administrators information sharing project
· Delaware Information Analysis Center/Delaware State Police fusion center
· BJA's Targeting Violent Crime Initiative, which assists jurisdictions in responding to violent crime by expanding the use of intelligence-led policing (ILP) among state, local, and tribal agencies as they collect and analyze information to identify threats; develop tactics and partnerships to respond to violent crime; and measure the effectiveness of their responses.  A major objective of this effort is the establishment of data-driven, multijurisdictional responses to violent crime.  Director Herraiz noted that in addition to the emphasis on ILP, “we created 20 percent set aside for information sharing in each of the grants, so there’s going to be great links to the work of Global.”  

While these efforts build on the recommendations and successes of the Global Initiative (as Director Herraiz previously noted), BJA wants to institutionalize a process to ensure that Global attribution is correctly assigned to information sharing activities.  Per a proposal made by Director Herraiz to GAC leaders (and unanimously supported), standard operating procedure will now be as follows:  for a BJA-funded project to be labeled as “Global,” it must first receive express Global Executive Steering Committee (GESC) support for application of the moniker.  Director Herraiz noted that this represents an important “shift in thinking” and will ensure that Global members drive the efforts under their express purview.  
Director Herraiz concluded by pledging his support in facilitating completion of projects (e.g., piloting GISWG-related efforts) through allocation of discrete pockets of money, as necessary.  “To me, it’s important to be able to finish something, and it’s important that we [at BJA] remain strong to our commitment….There are various sources [of funding] for pilots or implementations, because these things show the great value of Global ideas….”
Mr. Bill Ford, Program Manager, National Institute of Justice (NIJ), noted that as the scientific research arm of DOJ, NIJ looks forward to advancing justice information sharing (including GAC recommendations) by delivering cutting-edge technologies to the field.  His comments focused on the reorganization of NIJ business processes, refined to support a “by the field, for the field” approach.  NIJ system centers will now be divided:  existing centers will continue to concentrate on regional outreach support, while the new “centers of excellence” will focus on specialized outreach.  To facilitate Global communication, Mr. Ford invited the Committee to use NIJ’s JUSTNET Web site
 and TechBeat quarterly newsletter as additional vehicles to “spread the word” to the 85,000 justice community members using these resources. Complementary NIJ/Global areas of emphasis are forensics information sharing (e.g., National Missing and Unidentified Persons System) and information quality.  Mr. Ford pledged to continue coordinating intersecting efforts with Global by “taking the information that you generate and directing good technological advancement by the field for the field.”
Mr. Vance Hitch, Chief Information Officer (CIO), DOJ, and GAC member representing that department, provided an update on related federal activities.  He iHjbegan by expressing appreciation for Global:  as the DOJ CIO for the past five and a half years, his areas of responsibility—enterprise architecture, investment management, information technology (IT) security, privacy, IT standards, and facilitation of law enforcement information sharing on the national scale—are aligned with and complementary to GAC areas of emphasis.  Simply, Global and DOJ efforts enjoy a mutually beneficial relationship.  CIO Hitch stated:  “Because it’s so important, I certainly encourage my staff to be as active as possible in Global.  It’s not ’extra,’ but instead vital work to DOJ.  What we do requires the input of the greater justice community, and that’s what Global represents.”  He also emphasized that technology is no longer the impediment to information sharing:  all the capabilities currently exist (or are imminent) to allow for the free exchange of data “that we all see on TV.  The only thing that will prevent us from carrying out that vision is an inability to partner and to share, and [a lack of] the policies that foster sharing.”
Mr. Hitch discussed complementary DOJ efforts focused around the NIEM and Law Enforcement Information Sharing Program (LEISP). 

· Regarding NIEM, both DOJ and DHS have mandated that all agency applications be NIEM compliant (e.g., DOJ’s litigation case management system).  CIO Hitch recognized Ms. Donna Roy, Director, DHS Enterprise Data Management Office, as integral to this pursuit.  DHS has approximately 30 Information Exchange Package Documentations (IEPDs) under development, which will benefit not only communication with DOJ, but law enforcement data exchange across the country.  The department is also ensuring that grants from DOJ and integral partners (e.g., DHS, Office of Community Oriented Policing Services [COPS Office]) include NIEM compliance as a condition of funding.  The NIEM sphere of influence continues to expand, including international interest from the United Kingdom, Canada, and Mexico.

· The LEISP is DOJ’s strategy to ensure that law enforcement information collected by the department is shared comprehensively and routinely with local, state, tribal, and federal law enforcement partners through integrated systems and agreed-upon standards (i.e., NIEM).  In support of this strategy, the Deputy Attorney General (DAG) chairs the LEISP Coordinating Committee (LCC), a policy group including executive representatives from each of DOJ’s major law enforcement organizations and the U.S. Attorneys’ Office.  This group steers actions and next steps in support of the LEISP.  Per instruction from the DAG and resolution by the GESC, Global has secured a voice on the LCC through representation by Mr. Hitch (a standing LCC member) as well as the LEISP CC delegate to the GAC (currently Mr. Anthony Placido, U.S. Drug Enforcement Administration [DEA]).  
The LEISP promotes the core concept of “One DOJ,” which establishes DOJ-wide policies, operations, services, and technical standards; ensures consistency of DOJ information to meet the needs of law enforcement stakeholders; pursues standardization across the various DOJ-affiliated law enforcement agencies;
 and provides a single entry point for DOJ law enforcement information, regardless of where the information resides.  Mr. Hitch anticipates nationwide LEISP coverage in approximately two years.

Two complementary tools/systems that support the LEISP are:  
· R-DEx (Regional Data Exchange), which was created to address DOJ’s interface with developed/developing regional intelligence centers across the nation.  These regional systems are grant-funded and locally hosted and maintained, adhere to national standards, and implement a standard interface, facilitating access to DOJ data.  R-DEx implementations already exist (e.g., the Law Enforcement Information Exchange [LInX] system in the Northwest), and the LCC anticipates launching an additional 15 sites within the next few years.  Plans call for implementations in Los Angeles, California; Washington, DC; and Texas, among others.  

· N-DEx (National Data Exchange) will be the “card catalogue, telling users what incident-level information structured data is available within DOJ and law enforcement agencies across the United States.”  N-DEx is federally funded; is federally hosted and maintained (through the Federal Bureau of Investigation [FBI] Criminal Justice Information Services [CJIS] Division); and provides multiagency (local, state, and federal) data to the authorized user.  The first release of N-DEx is slated for February 2008.    
To outline for the field how these complementary systems “fit together perfectly,” DOJ and the FBI/CJIS Division are drafting an explanatory white paper, although eventually the differentiation between N-DEx and R-DEx will be a moot point:  the systems will appear seamless and unified to end users.

CIO Hitch announced the departure of two key Global-associated personnel from the DOJ CIO’s Office:  Mr. Kshemendra Paul (formerly the DOJ Chief Architect and NIEM Program Manager), to become Chief Architect at the Office of Management and Budget, Office of E-Government; and Mr. Michael Duffy (formerly Mr. Hitch’s deputy), to become CIO of the U.S. Department of the Treasury.  Both gentlemen have contributed greatly to the GAC, and their advocacy for the Initiative will continue from their new posts—a great benefit for Global.  He noted the addition of Mr. Bob Chiaradio to the DOJ staff.  Mr. Chiaradio will play a key role in promoting R-DEx and N-DEx.  Mr. Hitch also introduced Ms. Jessie Liu, Counsel, Office of the DAG, emphasizing the “steadfast support” and partnership her office provides to Global and larger DOJ information sharing activities.
Global Business included the following:

Chairman Boehmer presented the spring 2007 GAC meeting minutes (summarizing the April 18 event) for Committee approval.  The document was distributed in advance for members’ review and comment; this GAC meeting summary review-and-approval process is a standing procedure.  
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Mr. Paul Heppner, GAC member representing the Criminal Justice Information Services (CJIS) Advisory Policy Board, was recognized as receiving the 2007 Gary R. Cooper Meritorious Service Award.  This accolade honors a SEARCH member whose work in the field of criminal justice information systems, policy, or statistics has been outstanding.
Guest Presenters and Special Topics were as follows:


Mr. Steve Ambrosini, Director of Operations, the IJIS Institute,
 provided an update
 on his organization and recent activities.  By way of background, the mission of the IJIS Institute is as follows:  Joining the resources of industry with the interests of government to improve the systems that provide critical information to the justice and public safety professionals that protect and serve our communities.  
IJIS Institute specifically facilitates GAC activities by:

· Promoting  industry volunteerism

· Providing technological expertise on major national issues

· Aligning industry and government

· Focusing programs on advancing Global’s highest priorities in a number of ways, including constructing the unique, supportive system of complementary IJIS Advisory Committees (enumerated in the following diagram)
	Global Committees/WGs 
	IJIS Industry Representation
	IJIS Advisory Committees 

	Global Security WG 
	1 National Representative 
	Security & Privacy 

	GSWG Privacy Task Force 
	1 National Representative 
	Security & Privacy 

	Global Privacy/Information Quality WG 
	1 National Representative 
	Security & Privacy 

	GISWG XSTF 
	2 National Representatives 
	XML Advisory 

	GISWG Services Sub-committee 
	1 National Representative

2 Technical Representatives 
	Info Sharing Architecture

Emerging Technology 

	GISWG Services Interaction 
	2 National Representatives 
	Info Sharing Architecture 

	GISWG Mgt & Policy SC 
	1 National Representative 
	

	Global Committees/WGs 
	IJIS Industry Representation
	IJIS Advisory Committees 

	Global Outreach WG 
	2 National Representatives 
	NIEM Comm/Outreach

Emerging Technology 


IJIS Industry representation supports eight Global committees and Working Groups and three NIEM Operational Committees, volunteering millions of dollars worth of time and expertise.  GAC members applauded this trusted, longstanding, and invaluable partnership.

Ms. Erin Lee, Program Director, Homeland Security and Technology Division, Center for Best Practices (“Center”), NGA,
 informed GAC members that to encourage the use of NIEM, the NGA Center (with BJA funding) is awarding five $50,000 grants to select states to implement pilot projects benefiting public safety through improved information sharing.  These states/projects are:  Alabama—Sharing of Uniform Crime and Suspicious Activity Reporting; New York—Intrastate Criminal History (Rapsheet) Project; Pennsylvania—Court Case Event Messaging; Washington—Law Enforcement Access to Drivers License Photos; and Wisconsin—Exchanging Drug Case Investigation Information.
From November 2007 through May 2008, the five states will participate in a pilot implementation process, which will result in documentation of information exchanges that can help other states and localities implement similar projects to improve justice information sharing. In addition to funding support, NGA will provide project participants with customized technical assistance and conduct two policy academy workshops where states can share their experiences and best practices.

Ms. Kimberly Trapani, Program Director, Ohio Association of Chiefs of Police (OACP), and Mr. Brett Gerke, Technology Director, OACP, highlighted the Ohio Local Law Enforcement Information Sharing Network (OLLEISN),
 a secure, Internet-based system designed to facilitate information sharing among Ohio local law enforcement agencies.
  
Local agencies submit information to OLLEISN through a secure Internet pathway to the Ohio Attorney General’s Ohio Law Enforcement Gateway (OHLEG) Office.  To access OLLEISN data, law enforcement officers and approved support personnel (as determined by local policy) must obtain individual accounts directly from OHLEG.  Utilizing an OHLEG username, ORI, and password, an OLLEISN query may be submitted 24 hours a day, 7 days a week, through OHLEG via the Internet.  Some Computer Assisted Dispatch/Records Management Systems (CAD/RMS) providers have developed the means for their customers to query OLLEISN from within their CAD/RMS software.  The software identifies the user and automatically submits the required OHLEG credentials to allow access to OLLEISN.   Regardless of the means of access, an audit log is kept of all queries to OLLEISN, identifying user ID, date, time, and type of query submitted.  Depending on the information collected by a local agency, OLLEISN retrieves and shares multijurisdictional information about persons, locations, and property related to wants and warrants, incident data, and alerts.  Other types of locally collected information may also be available.  

OLLEISN was showcased as a “Global success story” for a number of reasons, including:

· Implementation of Global deliverables/recommendations:  A fundamental OLLEISN operating rule is the use of Global data standards (GJXDM, NIEM).  

· Benefit to the field:  OLLEISN improves officer safety (i.e., the more information about a suspect or situation, the greater the safety margin); provides information on persons of interest and any associated record of contacts with Ohio law enforcement agencies; provides information to confirm or disprove an officer’s hunches; and provides statewide information to supplement other investigatory tools. 

· Quantifiable metrics:

· Impressive adoption rate:  Of the approximately 900 law enforcement agencies in the state, 750 have voluntarily adopted the OLLEISN program.
· Impressive usage statistics:  The network receives approximately 25,000 queries a day and has approximately 35,000 participants.
Regarding the future of OLLEISN, Mr. Gerke outlined the project’s three prioritized activities:

· Adoption of the NIEM, to continue participation in FBI’s N-DEx program and facilitate the OLLEISN/NIEM “Super Exchange” (involving the creation of 20 exchange NEIM IEPDs)
· Reaching out to other states for data exchange 

· Michigan (Saginaw, Detroit) via OLLEISN 

· Florida State Highway Patrol via Federation 

· Others to follow 

· Reaching out to other justice systems for data exchange, such as the Ohio SARC (Fusion Center)  
Mr. Correll and Mr. James Gerst, Unit Chief, Requirements Management Unit, FBI, outlined a “Global success” exemplifying a central Initiative tenet:  partnering expertise and resources toward the great good.
  Their story was rooted in the aftermath of Hurricane Katrina and the challenges that natural disaster posed to their respective systems, justice information exchange, and continuity of service.  As a result of that event, Nlets and the FBI assembled their respective lessons learned, communicated and collaborated on solutions to the problems encountered, and acted on the recommendations to strengthen both agencies’ capabilities.  

The fundamental lesson learned?  National systems providing critical data services to the same set of customers need to work together.  Since Katrina, Nlets and the FBI found technical solutions and policy/procedures to provide redundancy for each other’s network.  Specifically:
· Florida, Texas, Louisiana, Massachusetts, Mississippi, Maryland, and New York—redundancy capability has been tested
· Arkansas, Georgia, Alabama, South Dakota, South Carolina, Tennessee, Delaware and Nevada—redundancy capability is scheduled for testing
Benefits gained from this collaboration are:
· Improved bilateral communication 
· Saved costs for the FBI
· Increased bandwidth for Nlets 
· Enhanced public relations with mutual customers
· Powerful network recovery/redundancy for all both Nlets and FBI customers
Continuing the momentum from post-Katrina cooperation, Nlets and the FBI are working together for mutual customers on a number of key information sharing issues and activities, including:
· GJXDM/NIEM

· Web services 

· Joint Task Force on Rapsheet Standardization

· Collaborating on 2007 ANSI-NIST biometric specification in XML
The presenters concluded by stressing two points:  the GAC played an important role in bringing the FBI and Nlets together to implement and pioneer the use of GAC national standards; and “collaboration, communication, implementation for a common goal” is essential if justice agencies truly want to assist the field.

In response to this briefing, Mr. Heppner commented:  “I want to emphasize the importance of this collaboration.  Speaking for the CJIS Advisory Policy Board, we put a lot of pressure on both parties to take advantage of the opportunity to collaborate, and we really appreciate Global’s influence [in that regard].  We heard earlier today [from DOJ CIO Vance Hitch] that the ability [or lack thereof] to form partnerships is much more of a barrier than technology.  This is a perfect example of the benefits that come from those willing to partner.”
Global working group reports are standard Committee agenda items.  Chairs of these issue-focused groups update attendees on activities since the last GAC meeting, distribute deliverables for review and comment, and request formal recommendations on proposals and/or materials from fellow representatives for delivery to the U.S. AG.  The fall 2007 meeting included guest speakers to supplement the security and intelligence updates.

Global Security Working Group (GSWG)—Chair Chelle Uecker, GAC member representing the National Association for Court Management, highlighted two key GSWG activities requiring GAC action:  the Global Federated Identification and Privilege Management (GFIPM) project and automation of privacy policies (addressed through the work of the Technical Privacy Task Team [in the GSWG section, “task team”]).  She thanked Mr. John Ruegg, Los Angeles County Information Systems Advisory Body, GSWG Vice Chair and task team chair; Dr. Alan Harbitter, IJIS Institute, GSWG and task team member; and Mr. John Wandelt, Georgia Tech Research Institute (GTRI), GSWG member, for their invaluable service to these efforts.  
Mr. Ruegg provided an update on the GFIPM project, which the GAC previously recommended as a scalable approach for development of standard, interoperable security functions for authentication and privilege management for information exchange among cross-domain justice information sharing systems.  Benefits of the model are expanded justice information sharing; single sign-on to a federation of information systems; improved security and privacy controls; and reduced system administration costs.  Participants in the ongoing GFIPM demonstration project, or “Federation partners,” include the Criminal Information Sharing Alliance network, Regional Information Sharing Systems (RISS) network, Pennsylvania Justice Network, and Los Angeles County Information Systems Advisory Body.  Plans for expanding demonstration of the model include county-to-county implementation 
(e.g., Los Angeles and San Diego counties), state-to-state implementation (the CONNECT Project), and a GFIPM/LEISP interfederation connection (federal implementation).  The GFIPM candidate credential has already been released (and slated for imminent posting on the Global Web site’s GFIPM page
).  Mr. Ruegg proffered a GFIPM executive summary
 for Committee recognition (further discussed in related Action Item).
Mr. Ruegg and Dr. Harbitter reported on the accomplishments of the task team.  The three specific areas of emphasis addressed by the task team, completed in a compressed (six-month) time frame, were:  finalizing privacy policy technical requirements, identifying and analyzing technical software, and identifying privacy policy metadata requirements (in consideration of the developing Global JRA).  


Dr. Harbitter began by enumerating the task team’s underlying principles and assumptions, or “ground rules”:

· Do not invent new technology

· Focus on the domain-specific components required for interoperability
(e.g., standards, specific metadata)

· At the present time, focus on access rather than collection

· Assume that there is a written policy in place

· The objectives are to:
· Identify technologies to translate written privacy policy in machine-readable form
· Define the pieces necessary to link justice information systems to that policy

Dr. Harbitter noted that, similar to Global’s infrastructure efforts, task team members understood how critical it is to divise a common vocabulary and framework as the starting points for addressing complex sharing problems, so “that’s the same approach we took with the privacy work:  we developed a technical framework for protecting privacy.”  He presented a use case illustrating how technology can be applied to automate existing privacy policies, introducing concepts such as Policy Enforcement Point (PEP) and Policy Decision Point (PDP).  

The results of the task team’s intensive efforts were presented to the GAC vis-à-vis submission of Implementing Privacy Policy in Justice Information Sharing: A Technical Framework.
  (An accompanying executive summary
 was also produced.)  This report and accompanying recommendations were previously vetted by other Global Working Groups and industry representatives.  Although the task team is slated to be sunsetted because their charge is completed, additional work will further automation of privacy policies:  pending GAC approval and federal support, next steps include privacy policy pilot projects, continued integration with the JRA, and maturing the metadata efforts and integrating with relevant information sharing models (i.e., NIEM/GJXDM/GFIPM).
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Chairman Boehmer thanked GSWG leaders, noting that in addition to the unanimously supported work products, he appreciated the group’s example of assembling a small, specialized team to efficiently, effectively, and successfully complete a project in short order.  This task team model is already being replicated in a number of other Global activities.  

Before moving to the next Working Group report, Chairman Boehmer and Director Herraiz—on behalf of Committee members, federal sponsors, and the larger justice community—expressed sincere appreciation for Ms. Uecker’s commitment to advancing the goals of the GAC.  Ms. Uecker will resign her Global position in the new year, and attendees gave her a round of applause for her contributions to the Initiative.
Global Intelligence Working Group (GIWG) and Criminal Intelligence Coordinating Council (CICC)—Chair Johnson provided the Global intelligence updates.  He opened with an ongoing emphasis on promotion of fusion centers
 and improvement of their operation, particularly through intelligence-led policing (ILP).  (ILP enables law enforcement to operate on a less reactive, more proactive basis during daily operations.)  To that end:

· In June, the CICC sponsored a meeting with federal stakeholders, local law enforcement leaders (sheriffs and chiefs of police), and representation from state police agencies and academies.  The purpose:  to enumerate the necessary components of ILP to “set the framework structuring where Global, the CICC, and GIWG are going in the future, and to ensure we continue to build the structures and programs that are going to benefit the cop on the street.”
· In November, strategic partners (including BJA, IACP, DHS, FBI, COPS Office, Office of the Director of National Intelligence [ODNI], and Program Manager’s Office—Information Sharing Environment [PMO-ISE]) will collaborate to hold an Intelligence Summit, further exploring ILP issues such as definitional agreement and adequate provision of resources and programs.  
· The National Strategy for Homeland Security, released by the White House prior to this meeting, prominently features ILP as part of the strategy for homeland security.  Colonel Johnson remarked that this “is very gratifying, to see that the White House grasps and wants to further that notion.”  
· Global has partnered with the Commission on Accreditation for Law Enforcement Agencies, Inc. (CALEA) on a program to institutionalize ILP frameworks, moving these issues into a “position of prominence” within the law enforcement community.

In addition to ILP-related activities, Global’s intelligence efforts include:

· Planning for the 2008 National Fusion Center Conference,
 to be held 
March 18–20 in San Francisco, California.  The target audiences for this second annual event are fusion center directors and senior leadership; homeland security directors; officers within intelligence units and senior leadership; local, state, tribal, and federal law enforcement; and senior analysts.
· Continued efforts towards facilitation of presidential guidelines and requirements supporting the ISE, particularly Guideline 2, “Develop a Common Framework for the Sharing of Information Between and Among Executive Departments and Agencies and State, Local, and Tribal Governments, Law Enforcement Agencies, and the Private Sector,” and Guideline 3, “Standardize Procedures for Sensitive But Unclassified Information.”   Associated activities include:
· Maintain involvement with the National Fusion Center Coordination Group, which hosts monthly meetings to further the guidelines’ concepts and ideas.
· Ensure designation of a single fusion center within a region or state as the primary focal point for the ISE.  “It’s that center’s responsibility to link the other centers in that region or state, and to develop their own strategy.” 

· Survey for baseline capabilities to evaluate and facilitate sustainment, training, and assessment of technological capabilities.  

· In coordination with the Governors Homeland Security Advisors Council (sponsored by NGA), solicit nominations for local, state, or tribal officials for one-year fellowships at the Interagency Threat Assessment Coordination Group (ITACG), housed within the National Counterterrorism Center (NCTC).
· Standardize procedures for classifying (and handling) controlled unclassified information (previously “sensitive but unclassified”)
· Enhancement to the FBI’s National Crime Information Center (NCIC) Violent Gang and Terrorist Organization File (VGTOF), to serve as an information gathering tool.
· Collaboration with the FBI on the E-Guardian program, to deploy suspicious activity reporting to the fusion centers, for ultimate delivery to the FBI.
· Establishment of a master intelligence training calendar, housed on the National Criminal Intelligence Resource Center (NCIRC) Web site,
 where events have been self-certified (by the person posting the information) as complying with the minimum criminal intelligence training standards (further discussion following).  

With assistance from Mr. Thomas O’Reilly, Senior Policy Advisor, BJA, Colonel Johnson proffered three intelligence-related deliverables for Committee consideration and action:

1. Tips and Leads paper, outlining a process for fusion centers to retain information that is potentially useful but that does not yet rise to the level of reasonable suspicion:  someday, these bits of seemingly innocuous, incongruous activity may be the critical pieces of data to thwart terrorist activity.  

2. Data call concerning 28 Code of Federal Regulations (CFR) Part 23, the guidelines for law enforcement agencies operating federally funded multijurisdictional criminal intelligence systems.  These guidelines address issues such as data retention and privacy.  Data call findings of significance include the statistic that 87 percent of those responding—whether or not they have a federally funded system—voluntarily choose to follow 28 CFR Part 23.  Colonel Johnson noted, “That’s a great thing, because it recognizes the significance that law enforcement places on privacy controls and security.”  The data call report also includes recommendations for updating and enhancing the guidelines, including deleting the concept of  “imminent danger” in deference to the protracted planning cycle of terrorist activities, and—for similar reasons—expanding the five-year-retention rule to ten years. 

3. Updating the Minimum Criminal Intelligence Training Standards
 in response to an evolving intelligence landscape, which—since the first issuance of training standards—now includes emphasis on fusion centers and ILP and has seen the establishment of the ODNI and activities of the PMO-ISE.  However, as with the first edition, the focus remains on standards to develop a core competency as opposed to a curriculum, allowing for agility and responsiveness to changes in the field. 
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In accordance with a parliamentarian decision by Chairman Boehmer (with no objection from the Committee), the intelligence action items were acted upon without a motion or second; instead, an absence of dissention by GAC members served as the formal vote. 


Chairman Boehmer welcomed Mr. John Cohen, Senior Policy Advisor, PMO-ISE, as a guest speaker on Global-related intelligence efforts.  Specifically, Mr. Cohen distributed the National Strategy for Information Sharing,
 which he termed “hot off the press,” noting that “right now, as we’re speaking, a meeting is being held in the situation room in The White House…to discuss and to officially release the President’s National Strategy for Information Sharing.”  Per the report’s introduction:

While improved information sharing has been an Administration priority since the September 11 attacks, this Strategy reflects the first time the Administration has articulated the full contours of its vision in a single document. Memorializing the Strategy in a single document not only provides information to others about the Administration’s plans and outlook, but also guides our efforts as we continue to implement many programs and initiatives designed to advance and facilitate the sharing of terrorism-related information.

This Strategy will assist the Administration in ensuring that Federal, State, local and tribal government employees responsible for protecting our Nation from future attacks or responding should an attack occur understand the Administration’s expectations and plans for achieving improvements in the gathering and sharing of information related to terrorism.

Accordingly, while this Strategy describes the vision that has guided the Administration for the past six years, it also sets forth our plan to build upon progress and establish a more integrated information sharing capability to ensure that those who need information to protect our Nation from terrorism will receive it and those who have that information will share it. We will improve interagency information sharing at the Federal level, while building information sharing bridges between the Federal Government and our non-Federal partners.

In addition to outlining the report’s contents, Mr. Cohen noted that the effort over the past five years to promote local, state, and tribal involvement in anti-terrorism efforts—and for the federal government to recognize the import of these contributions—is coming to fruition, evidenced not only by the tone and tenor of the National Strategy for Information Sharing, but by concrete actions such as the development and operation of fusion centers and local, state, and tribal representation in NCTC activities.  Mr. Cohen concluded by lauding the Committee:  “Let me just say in conclusion:  this [National Strategy for Information Sharing] would not have been possible without Global and the various working groups within Global.”  The Global Initiative is expressly mentioned in the report.


Committee members, led by Chief Harlin McEwen, GAC member representing the IACP, thanked Mr. Cohen for his commitment to this issue, for his resolve to involve local, state, and tribal participation in the intelligence sharing and anti-terrorism dialogue, and for providing strong federal leadership on these issues.  Chief McEwen emphasized the importance of this last quality:  “The state and local governments are already strapped to try to do what they need to do to keep the holes in the road patched…and all the other things involved in running local government.  They don’t have a lot of resources, and we all know that….  We have to continue to be strong advocates for the fact that if we are going to have a national policy, it has to have federal support.  Without it, it just isn’t going to happen.  So, we want to thank you again for your strong support.”  

Global Infrastructure/Standards Working Group (GISWG)—Dr. Clarke delivered the update and attendant request for GAC action.  His report focused on the maturing JRA, the genesis of which began in September 2004 with unanimous GAC-member support for a Service-Oriented Architecture (SOA) approach to justice information sharing.  Dr. Clarke noted that since that time, SOA has gone from “bleeding edge to mainstream in a number of ways.”  For instance, in 2004: 
· There was no international standards body that had any SOA standards.

· Now there is. 

· Very few private industry enterprises had implemented SOA in any way.

· Now, most Fortune 500 companies have successfully implemented SOA projects. 

· No major government agency had SOA as its official strategy.  Global (and, by extension, DOJ) were among the very first. 

· Now, many federal agencies have officially adopted SOA as their design strategy for sharing information. 

In pursuing the JRA, GISWG efforts are addressing two business cases:

1. To enable local, state, and tribal agencies to develop information sharing solutions faster, cheaper, and better.

2. To create standard information sharing services to improve interoperability and business flexibility.

In support of these business cases, the JRA library is evolving and will contain resources such as tools, guidelines, standards, and specifications.  
Dr. Clarke presented three deliverables for GAC recommendation:  the JRA Specification, version 1.4 (“a top-level architectural document”), and Web Services Service Interaction Profile version 1.1 and ebXML Service Interaction Profile version 1 (“more technical pieces of the architecture”).  He explained the somewhat delayed release of the 1.4 versioning of the JRA specification as a decision to ensure adequate maturity and sufficient value-adding prior to widespread distribution.  Several states (including Pennsylvania, Maine, and Utah) are already referencing the JRA specification in their framework designs, and the interaction profiles are being used as well.  As such, Dr. Clarke stated GISWG members “…feel fairly confident that, with version 1.4 of the architecture, people can realize business value.”  Dr. Clarke stressed that the JRA—much like NIEM or GJXDM—is often applied in real-world settings as an 80 percent solution:  an excellent starting point, with the ability to modify per agency’s specific business needs.  (“We hope to be at about 80 percent [maturity of the JRA] by the spring, but even as a 60–70 percent solution, this can save millions of dollars over the years.”)  States that have incorporated this JRA approach are seeing returns vis-à-vis Business Case 1 (i.e., faster, more efficient development of products), and these successes—combined with Global’s good reputation—should help drive JRA adoption.  
Moving forward, to address Business Case 2 (i.e., create standard information sharing services to improve interoperability and business flexibility), BJA has tasked the IJIS Institute and NCSC to begin work on a set of reference JRA services, prioritizing fusion centers and fingerprints as the areas to receive initial treatment.  Throughout all efforts, GISWG is diligent to align and map to federal initiatives such as the ISE, LEISP, and fusion centers.  Dr. Clarke anticipates delivering several JRA-related guidelines and best practices documents for Committee review at the spring 2008 GAC meeting.  He concluded by thanking BJA for its support in this sometimes “esoteric” project, commending the agency as “nothing short of visionary.”
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Global Privacy and Information Quality Working Group (GPIQWG)—Chair Wicklund provided the update.  Cueing off previous GSWG recommendations regarding automation of privacy policies, he stressed the fundamental need to first develop written policies.  Global’s Privacy Policy Development Guide and Implementation Templates was created expressly to facilitate this process.  

He outlined GPIQWG activities and deliverables in progress, including:

· Top 10 Privacy Considerations, a one-page summary focusing attention on the importance of developing a privacy policy.
· Ongoing attention to issues of information quality (IQ), including accurate and consistent definitions of IQ dimensions in the justice context.  These fundamental steps will inform two deliverables:

· IQ Self-Assessment Process

· IQ Program Development Guidebook
· Drafting of privacy- and IQ-related issue papers, covering topics such as IQ and biometrics, and IQ aspects associated with geospatial information.
· Ensuring that all previously developed GPIQWG deliverables are responsive, relevant, and effectively disseminated to the juvenile justice system, which poses some unique information sharing considerations.
· Privacy policy training in conjunction with the four regional fusion center meetings, using a workbook (based on the Privacy Policy Development Guide and Implementation Templates) developed specifically for this audience.  Mr. O’Reilly added that this is a good example of Global products delivering real value to the field:  facilitated by the “backbone” provided by GPIQWG groundwork, with supplemental input from Mr. Ken Mortensen, DOJ; Alan Carlson, Esquire, Justice Management Institute (JMI); Mr. Russ Porter, Iowa Department of Public Safety; and staff at the Institute for Intergovernmental Research (IIR), all 43 primary fusion centers have been challenged with developing a privacy policy by the March 2008 National Fusion Center Conference.  Mr. O’Reilly noted, “This resource has been very well received, and it’s taken what—from a fusion center operational perspective—could be fairly overwhelming in terms of the various sources and references that need to be incorporated and made it a very achievable activity.  I think it’s working well, and we’ll see some significant accomplishments over the next 60 to 90 days.”  The joint DOJ and DHS Fusion Process Technical Assistance Program is providing this assistance, utilizing the Global products as a foundation.  
· BJA is partnering with several of its technical assistance providers to offer assistance with privacy policy development to states expressing interest, using the Privacy Policy Development Guide and Implementation Templates as the foundation for the assistance.  Arizona is currently receiving this assistance, with other states to follow soon.
· With the support of BJA, GPIQWG work is being leveraged to facilitate development of federal privacy guidelines in coordination with the PMO-ISE. 
· In partnership with DHS, SEARCH, JMI, and IIR, GPIQWG is concentrating on providing consistent, comprehensive privacy training and technical assistance across the country.  As an alternate delivery mechanism, this group of technical assistance providers is exploring electronic delivery of a “privacy 101”/introductory session via the Global Web site (and other online addresses).  The NCSC has been suggested as an excellent resource for assistance in automating the training.

GPIQWG-related comments and suggestions included the following:  
Mr. Robert Riegle, GAC member representing DHS, noted the 911 Commission Act of 2007 calls for more stringent and ongoing DHS privacy policy evaluation, validation, annual assessments, and progress reporting.  He suggested this might be an area to which Global could lend valuable expertise.
Mr. Gerry Wethington conveyed:  “I’ve had three different justice entities approach me and ask what about the privacy implications of implementing NIEM, and of migrating from GJXDM to NIEM.”  He suggested that GPIQWG consider crafting a formal statement in response to this topic to prevent privacy concerns from becoming an inhibitor to NIEM adoption.  

Global Outreach Working Group (GISWG)—Chair Hawley delivered the update.  Since the spring 2007 GAC meeting, the Outreach Working Group has accomplished the following: 
· Through a competitive process, assembled a motivated team of Global members, justice professionals, and industry experts (including several participants expertly versed in justice-related marketing and communications).
· Drafted the Global Outreach and Communication Framework.  This document resulted from discussions at the inaugural outreach meeting in July; was presented to the GESC in rough format in August; and—per Working Group and GESC feedback—was refined for Global leadership review and agreement.  (The GESC unanimously approved of the approach).  The Global outreach approach and tenets include the following key points:
· Recommendations and document creation will still largely be the purview of Working Groups, task teams, and subject-matter experts.
· The Outreach Working Group will provide assistance with the distribution and promotion of Global document recommendations, to include facilitating drafting of promotional messages (e.g., press releases) that advance message delivery.

· To turn this document into a more strategic tool, the outreach team plans to include specific objectives under the “Global Goals” (aka Guiding Principles) section of the report.  This will be part of a larger effort to assist each Working Group/task team/subcommittee in articulating its resources’ value propositions and tailoring an outreach approach specific to the group (and its products and objectives).  
· Identified and prioritized action items, and accepted assignments from Global leadership.  These tasks include:
· Increasing awareness of/knowledge about the GAC and the Initiative’s activities, both within the Global membership (“inreach”) and throughout the larger justice-interested community (outreach).  To tackle this ongoing challenge, the outreach team created Global 101 Training as an orientation session for new GAC members, a refresher course for existing representatives, and a primer for any interested person (e.g., federal official, justice practitioner, industry representative, other citizen).  The training was piloted on October 30 and met with unanimously positive feedback.  Not only did attendees have a chance to learn about Global and its products, but they had the opportunity to network with key people associated with the Initiative:  GESC members, the Global Designated Federal Official and other primary federal officials, and the Executive Director of the IJIS Institute.  The course will be refined per suggestions from the associated Global 101 survey (further discussion following), held prior to the next GAC meeting (at a minimum; other opportunities to present this training are being considered), and ultimately captured and translated into an online training-and-resource package for anytime access.  Additionally, the Global Highlights newsletter has been enhanced in terms of content (e.g., interviews with GAC and Working Group members, profiles of Global-member agencies) and slated for more frequent production (five to six times per year).
· Level-setting.  Another key action item from both the July Outreach Working Group and August GESC is level-setting and deconfliction among the Global Working Groups.  To that end, Global staff developed a matrix identifying main activities/projects per group, facilitating identification by Global leaders and/or staff of duplicative efforts (or areas primed for redundancy).  This matrix will be enhanced further and ultimately housed on the Global Web site.
· Global Roadmap.  This issue was assigned to the Outreach Working Group by the GESC. 
· Global surveys.  As noted in Chairman Boehmer’s opening remarks, all GAC meeting attendees received a Global survey.  A similar instrument was distributed at the Global 101 training.  These surveys were designed for two primary purposes:
· Determining baseline awareness:  The results should provide a snapshot of which sectors of the justice-interested community are receiving word about Global, how that message is being delivered, and what people associate as “Global” (i.e., specific products, such as the NCISP? The Initiative?  Both?)  
· Training/meeting improvement
· Improving Global’s Web presence.  The number-one outreach priority, as assessed by the outreach team (and long-requested by GAC members and leaders alike) is revamping the Global Web site.  To that end, a Global Web Site Task Team was formed, met in August, and outlined a list of suggested improvements for implementation by the BJA/Global staff Web team.  These updates are under way and will be debuted at the spring 2008 GAC meeting.  A large-scale campaign promoting the launch of the redesigned site will accompany the release.
In conclusion, Chairman Boehmer thanked Committee members, program officials, presenters, and guests for their participation and expertise.  He reviewed the dates of the upcoming Global Working Group meetings.
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Having no further business and hearing no further questions, Chairman Boehmer adjourned the fall 2007 GAC meeting at 4:00 p.m. on October 31, 2007.
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· Presentation and recommendation of the revised Minimum Criminal Intelligence Training Standards for Law Enforcement and Other Criminal Justice Agencies in the United States
    Thomas O’Reilly, Senior Policy Advisor, BJA
2:15 p.m.—Update and presentations; 2:50 p.m.—Questions, discussion,

and formal votes 

Special Address:  Shaping the Way We Do Business—Release of the National Strategy For Information Sharing
John Cohen, Senior Advisor
Office of the Program Manager –Information Sharing Environment, 
Office of the Director of National Intelligence    

3:00 p.m.—Update; 3:15 p.m.—Questions and discussion


	3:20 p.m. – 3:50 p.m. 
	Global Outreach Activities
Ronald Hawley, Global Outreach Working Group Chair 
· Working Group Update
· Global Survey:  Measuring Awareness, Improving Communications, and GAC Meeting Improvement 
3:20 p.m.—Update; 3:35 p.m.—Questions and discussion; 3:40 p.m.—Survey 

	3:50 p.m. – 4:00 p.m.
	Concluding Roundtable, Next Steps, and Wrap-Up

GAC members and Chairman Boehmer, Moderator

	4:00 p.m.
	Adjourn
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ACTION:  Global representatives are extended the following privileges and charged with the following responsibilities associated with Global membership:


An agency seat at the by-appointment-only Committee table.


Attendance at biannual Committee meetings where GAC business is conducted, recommendations are ratified or revised, and members are briefed on the latest Global activities and complementary information sharing efforts.


The opportunity to vote on important recommendations to the U.S. AG that advance information sharing across the justice landscape, at all levels of government.


Invitation to join any Global working group, task team, or subcommittee, facilitating application of talents and interests in a more “hands-on” environment.


Promotion of Global recommendations and resources to colleagues.  The GAC relies on members to:


Be the voice of their agencies on Global (“pulling up” input and expertise from the various member constituencies).  “We want to hear from practitioners, from you, and from your associations so that our products and recommendations are the best and most informed recommendations possible.  Also, reach down into your constituencies, discover your own Global successes, and document these:  share these with the larger community, and show our funding agencies that their allocations are wise, well-spent, and productive….”


Be the voice of Global within their agencies by supporting and promulgating (i.e., “pushing down”) the GAC’s good works informally (through networking with colleagues) and formally (at scheduled agency briefings and conferences and via appropriate publication and delivery mechanisms, such as linking agency and Global Web sites).  The Global Highlights newsletter (� HYPERLINK "http://www.it.ojp.gov/documents/Fall_2007_newsletter.pdf" �http://www.it.ojp.gov/documents/Fall_2007_newsletter.pdf�) is an easy-to-use tool in facilitating promotion of the Initiative and helping GAC members become “Global ambassadors”; all attendees were encouraged to distribute the newest edition electronically (linking to or posting on their agencies’ Web sites) or in hard copy throughout their constituencies.





ACTION:  Mr. Correll moved to ratify the spring 2007 GAC meeting minutes without change.  Mr. Carl Wicklund, GAC member representing the American Probation and Parole Association (APPA), seconded.  The motion was brought to a vote and passed unanimously.  The document will be posted on the Global Web site and provided in hard-copy format by request (contact Global staff at � HYPERLINK "mailto:drinehart@iir.com" �drinehart@iir.com� or 850-385-0600, Extension 285). 





ACTION:  Chair Uecker concluded the GSWG presentation by proffering the following three items for formal Committee action:





1) 	Formal recommendation (from the GAC to the Attorney General, designees, and/or federal officials for further action/support) of Implementing Privacy Policy in Justice Information Sharing: A Technical Framework, to include support of these attendant recommendations:


Adoption of the Privacy Policy Technical Framework


Adoption of the common set of standards and metadata that are specific to the justice domain and aligned with current initiatives


Development of a transition strategy for moving to enterprise electronic policy service


Identification of the Implementing Privacy Policy in Justice Information Sharing: A Technical Framework Executive Summary flyer as a recognized resource for the justice-interested community


Identification of the Global Federated Identity and Privilege Management Executive Summary flyer as a recognized resource for the justice-interested community





Mr. Dave Steingraber, GAC member representing the National Governors Association (NGA), moved to accept the recommendations in toto; the Honorable Paul Fitzgerald, GAC member representing the National Sheriffs’ Association, seconded.  The motion was brought to a vote and passed unanimously.  








ACTION:  In support of the GIWG and CICC efforts, the following items were unanimously approved by the GAC for formal recommendation (item a) and acceptance as recognized resources (items b and c):


The revised Minimum Criminal Intelligence Training Standards for Law Enforcement and Other Criminal Justice Agencies in the United States


Tips and Leads Issue Paper


28 CFR Feedback Tool Final Report


 








ACTION:  The following was presented for formal Committee action:��The GISWG recommends that the GAC adopt the Justice Reference Architecture (JRA) as the justice-specific framework for Service-Oriented Architecture, based on the following (see � HYPERLINK "http://www.it.ojp.gov/topic.jsp?topic_id=242" �http://www.it.ojp.gov/topic.jsp?topic_id=242�):


Global JRA Specification version 1.4 and 


Two Service Interaction Profiles


Web Services Service Interaction Profile version 1.1


ebXML Service Interaction Profile version 1.0





Chief McEwen moved to accept the recommendation; Mr. Wicklund seconded.  The motion was brought to a vote and passed unanimously.  








ACTION:  The spring 2008 GAC meeting will be held on April 10, 2008.  





Also, the Outreach Working Group will again be presenting the well-received Global 101 training on the preceding afternoon, April 9, 2008.  Anyone is welcome.





Members were asked to mark their calendars for these events and spread the word about Global 101 to interested colleagues. 











� 	More information on OJP, which houses the Bureau of Justice Assistance, National Institute of Justice, and Office for Victims of Crime (among other entities), is available at � HYPERLINK "http://www.ojp.usdoj.gov" ��http://www.ojp.usdoj.gov�. 


� 	More information on the Global Initiative is available at � HYPERLINK "http://www.it.ojp.gov/global" ��http://www.it.ojp.gov/global�. 


� 	Online access available at � HYPERLINK "http://www.gpoaccess.gov/fr/index.html" ��http://www.gpoaccess.gov/fr/index.html�. 


�  Please see Attachment A for a roster of GAC members and proxies in attendance at the October 31, 2007, event. 


� 	Please see Attachment B for a copy of the agenda. 


� 	NIEM is a partnership among Global, DOJ, and DHS, designed to develop, disseminate, and support enterprise-wide information exchange standards and processes that can enable jurisdictions to effectively share critical information in emergency situations, as well as support the day-to-day operations of agencies throughout the nation.  NIEM enables information sharing, focusing on exchanges among organizations as part of their current or intended business practices. The NIEM exchange development methodology results in a common semantic understanding among participating organizations and data formatted in a semantically consistent manner. NIEM will standardize content (actual data exchange standards), provide tools, and manage processes. NIEM builds on the demonstrated success of the GJXDM.  Stakeholders from relevant communities work together to define critical exchanges, leveraging the successful work of the GJXDM. 


�  Please see � HYPERLINK "http://it.ojp.gov/topic.jsp?topic_id=253" �http://it.ojp.gov/topic.jsp?topic_id=253� for Users’ Conference presentations.


�  Located at � HYPERLINK "http://www.it.ojp.gov/documents/Privacy_Guide_Final.pdf" �http://www.it.ojp.gov/documents/Privacy_Guide_Final.pdf�. 


�  Located at � HYPERLINK "http://www.fas.org/irp/agency/doj/ncisp.pdf" �http://www.fas.org/irp/agency/doj/ncisp.pdf�. 


�  Please see � HYPERLINK "http://www.nlectc.org/justnet.html" �http://www.nlectc.org/justnet.html�. 


� Including FBI, DEA, U.S. Marshals Service, Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF), U.S. Attorneys, and Federal Bureau of Prisons.


� For more information on the IJIS Institute, please see �HYPERLINK "http://www.ijis.org"�http://www.ijis.org�. 


� Mr. Ambrosini’s PowerPoint presentation is located at �HYPERLINK "http://www.it.ojp.gov/topic.jsp?topic_id=69"�http://www.it.ojp.gov/topic.jsp?topic_id=69�. 


� For more information on NGA, please see �HYPERLINK "http://www.nga.org"�http://www.nga.org�. 


� For more information on OLLEISN, including success stories, please see �HYPERLINK "http://www.olleisn.org/"�http://www.olleisn.org/�. 


� The OLLEISN PowerPoint presentation is located at �HYPERLINK "http://www.it.ojp.gov/topic.jsp?topic_id=69"�http://www.it.ojp.gov/topic.jsp?topic_id=69�. 


� The Nlets/FBI PowerPoint presentation is located at �HYPERLINK "http://www.it.ojp.gov/topic.jsp?topic_id=69"�http://www.it.ojp.gov/topic.jsp?topic_id=69�.


� Located at �HYPERLINK "http://it.ojp.gov/gfipm"�http://it.ojp.gov/gfipm�. 


� Please see �HYPERLINK "http://it.ojp.gov/documents/GFIPM_flyer.pdf"�http://it.ojp.gov/documents/GFIPM_flyer.pdf�. 


� Located at �HYPERLINK "http://it.ojp.gov/documents/Privacy_Report_Final_v_1_0_10-31-2007_with_cover.pdf"�http://it.ojp.gov/documents/Privacy_Report_Final_v_1_0_10-31-2007_with_cover.pdf�. 


� Located at �HYPERLINK "http://it.ojp.gov/documents/Privacy_policy_flyer.pdf"�http://it.ojp.gov/documents/Privacy_policy_flyer.pdf�. 


� Currently, there are approximately 58 fusion centers across the country.


� For more information, visit � HYPERLINK "http://www.iir.com/registration/fusioncenter/" �http://www.iir.com/registration/fusioncenter/�.


� Located at � HYPERLINK "http://www.ncirc.gov/" �http://www.ncirc.gov/�. 


� Located at � HYPERLINK "http://www.it.ojp.gov/documents/minimum_criminal_intel_training_standards.pdf" �http://www.it.ojp.gov/documents/minimum_criminal_intel_training_standards.pdf�. 


� Located at � HYPERLINK "http://www.whitehouse.gov/nsc/infosharing/index.html" �http://www.whitehouse.gov/nsc/infosharing/index.html�. 


� 	Global events are listed on the OJP Information Technology Event Calendar, located at �HYPERLINK "http://it.ojp.gov/topic.jsp?topic_id=5"�http://it.ojp.gov/topic.jsp?topic_id=5�. 
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