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EXECUTIVE SUMMARY

In October 2011, the Los Angeles County Sheriff’s Department (LASD) embarked on a
significant expansion of fixed infrastructure surveillance cameras in Custody Division
with a primary emphasis on Men’s Central Jail (MCJ) and the Twin Towers Correctional
Facility (TTCF). This enhanced fixed infrastructure surveillance camera system was a
key component that has assisted in fostering a higher level of accountability and
professionalism in the Sheriff's Custody Division. Depending on the location of an
incident and the mounting location of fixed surveillance cameras, recorded video can be
a valuable tool in conducting investigations and can assist in supporting or refuting
reported inmate and/or employee conduct.

As important as the fixed cameras have become, they are not a comprehensive
solution. The fixed cameras lack audio recording capability and due to the
predetermined perspective of fixed infrastructure surveillance cameras, numerous
events in the LASD jail system may not be recorded. Often times, significant events
occur out of view of the fixed surveillance cameras. As a result, the Board of
Supervisors (BOS) requested that the LASD explore the use of Personal Video
Recording Devices (PVRD) or body worn video cameras. The use of these devices was
also encouraged by the Citizen’s Commission on Jail Violence (CCJV).

To help organize the task at hand, the LASD Fiscal Assessment Unit (FAU) considered
three primary categories of PVRD deployment options. The first, Deployment Type, is
where PVRDs would be deployed. This consideration was further divided into two
categories, Full Deployment and Strategic Deployment. A Full Deployment would
include nearly all line personnel at a given facility. Strategic Deployment, as the name
implies, involves focusing on particular areas of a given facility. Such key areas could
be identified as a result of high-risk activities and job functions where use of force
concerns are paramount. Strategic Deployments are broken into Phase |, Phase Il and
Phase Ill Deployments for locations and job positions which have been identified as
having historically high uses of force or high liabilities. The Phases are identified as
follows:

e Strategic Deployment Phase | PVRDs deployed in the 25% most critical high
liability positions.

e Strategic Deployment Phase Il PVRDs deployed in the 50% most critical high
liability positions.

e Strategic Deployment Phase Il PVRDs deployed in all critical high liability
positions.



Next, FAU considered Activation Type or when the PVRD would be activated. This was
also segregated into two sub categories, Constant On or Event Based. Constant On
dictates the PVRD is activated at the onset of a shift and left recording throughout the
duration. The PVRD would then be turned in and downloaded at the shift’'s conclusion.
In this deployment, the PVRD could only be turned off when a PVRD user was not
involved in the course of their official duties (i.e. break, restroom, etc.). This method of
use would create the maximum amount of recorded media, would potentially be the
most cost prohibitive and potentially have the greatest resistance from Unions and other
advocates for privacy issues.

Event Based activation dictates the PVRD is activated only in instances dictated by
policy or if the PVRD users feels it would be a benefit to the Department. This
activation method greatly reduces the amount of recorded media that would need to be
stored and proportionally decreases costs for storage. Event Based activation provides
the greatest ability for PVRD users to ensure privacy concerns are mitigated due to the
ability for the user to turn the PVRD on/off as required. The disadvantage to this
method is that it relies upon the PVRD user to consciously activate the PVRD as
needed. When events suddenly occur, the user may be distracted and forget to activate
the device and/or have the inability to turn it on. As a result, some incidents may not be
fully captured on the PVRD.

Lastly, FAU considered video storage. The most significant costs of ownership in a
PVRD deployment have been identified as costs for requisite infrastructure, video
storage and supporting personnel, not necessarily the PVRD device itself.
Comparatively, infrastructure costs are the most significant although the cost to
purchase enough PVRDs for the entire Custody Division may be significant as well.

Storage of Video can be divided into three categories. The first is Network Storage
Infrastructure. This is a storage medium similar to what is being used to store the video
from the cameras at MCJ and TTCF. The second is Non-Network Storage
Infrastructure. FAU determined that many law enforcement agencies use DVDs as their
primary storage medium. Non-Network Storage can be cost effective when only
designated video is saved, such as a use of force or significant event, rather than
saving all routine video. Lastly Cloud Storage Infrastructure was considered. However,
this solution is potentially cost prohibitive in larger deployments and potential security
concerns still need to be addressed.



In response to the recommendation made by the BOS, LASD conducted a test and
evaluation (T&E) of representative forms of PVRDs within MCJ and TTCF in order to
assess the feasibility of implementing a larger scale deployment of PVRD technology at
LASD. Due to the prevalence of numerous PVRD solutions, all PVRDs were grouped
into two primary categories defined as “All-In-One PVRDs” or as “Modular PVRDs.”
Detailed descriptions of these PVRD categories can be found in Chapter IV of this
analysis.

A representative PVRD was evaluated from each of the categories for a period of six
months. The purpose of the evaluation was to help define LASD specifications for a
potential PVRD solution, define infrastructure costs and operational considerations.
Pursuant to an analysis of the PVRD evaluation, it was determined the disparity in
pricing of different PVRD device solutions was minimal as compared to infrastructure
and storage costs. PVRD devices are expected to cost from $500 - $2,000 per PVRD
unit.

One hundred eight deployment options have been identified for consideration. A
comprehensive description of each deployment option and corresponding costs are
detailed in Chapter X of this analysis. Deployment costs range from $618,400 for a
Strategic Phase | deployment at MCJ via a Non-Network Infrastructure to $86,668,017
for a Full Deployment at each custody facility for all line level personnel via a Cloud
Storage solution.> Options are identified via the following table:

PVRD DEPLOYMENT OPTIONS ‘

DEPLOYMENT ACTIVATION | VIDEO STORAGE

TYPE TYPE INFRASTRUCTURE
FULL CONSTANT

DEPLOYMENT | ON NETWORK STORAGE
STRATEGIC EVENT

DEPLOYMENT | BASED NON-NETWORK STORAGE

- - CLOUD BASED STORAGE

Based upon the studies and subsequent suggestions provided by the CCJV, the LASD
Commander Management Task Force (CMTF), the BOS and other entities with a
variety of expertise: this analysis recommends a deployment of PVRDs at MCJ due to
its prominence, historically higher liability operation, hazardous inmate classifications
and overall impact such a deployment would have on the entirety of Custody Division.

1 . . . . .
*All costs are estimated for comparison purposes only. Actual costs will be determined via a procurement process.



This recommended Deployment is identified as:

e OPTION #1ai - Strategic Deployment / Event Based / Phase | utilizing
Non-Network Infrastructure. Approximate cost: $618,400

This deployment would encompass MCJ personnel working in high liability, historically
problematic assignments. PVRDs would be activated during significant incidents and all
recordings would be stored on a DVD medium. Option #1ai can be deployed, with
existing infrastructure and minimal capital expenditures, within a six to eight month
period (Refer to Attachment #87 for details). During that time frame, it is expected
LASD will meet with Unions to help solidify policy and concurrently partner with the
Internal Services Department (ISD) to procure a requisite quantity of PVRDs for
deployment.

Like much of today’s modern video technology, PVRDs are not a perfect solution. They
have limitations such as battery life, video storage capacity and reliability. Yet, without
guestion, PVRDs use in LASD has the potential to capture video and audio recordings
of high liability and rapidly unfolding events that may occur within our custody facilities.
The presence of video evidence has the potential to increase agency transparency,
thereby increasing community trust and positive public perception of law enforcement.
Additionally, video evidence has the potential to increase officer professionalism and
accountability, mitigate citizen complaints against officers, reduce civil liability, increase
efficiency in the handling of many types of cases and deter criminal activity.

The LASD has produced a comprehensive PVRD report through an examination of
LASD T&E results, LASD user input, review of empirical research, interviews with law
enforcement agencies across the United States who are currently using or are
considering the use of PVRD technology in patrol and/or custody environments, as well
as numerous other metrics. The information captured and analyzed may be used to
assist in the decision making process regarding establishing standards, best practices
and deployments of PVRD technology and will further assist in capitalizing on the
benefits of PVRD technology while minimizing potential pitfalls.
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CHAPTER I: INTRODUCTION

The Los Angeles County Sheriff's Department (LASD) is one of the eminent law
enforcement agencies in the nation with 18,000 budgeted employees. These
employees include over 9,000 deputy sheriffs (sworn) and 7,700 civilian personnel
(professional staff). Additionally, the LASD operates one of the largest jail systems
in the nation. Traditionally, when deputy sheriffs graduate from the Los Angeles
County Sheriff's Academy, they are assigned to a custody jail facility for a period of
one to five years. After this initial custody assignment, deputy sheriffs may transfer
to one of twenty-three Sheriff's patrol stations in order to provide policing services to
over four million residents of Los Angeles County.

It is the mission of the LASD Custody Division to serve the interests of Los Angeles
County by providing a secure and safe custodial environment, and to ensure that
these custodial facilities are in full compliance with all state and federal laws, rules
and regulations. This mission is accomplished through a commitment to excellence,
the embodiment of the “Department's Core Values”, “Code of Ethics”, adherence to
LASD Policy & Procedures and all applicable laws.

The Los Angeles County Sheriff's Department jail system is comprised of eight
separate custody facilities housing approximately 18,000 inmates per day.® The
average length of stay for an inmate in the Los Angeles County jail system is
approximately 39 days.*

The inmate population in the LASD jail system is generally composed of individuals
charged with crimes and awaiting trial, persons convicted of crimes and sentenced
to one year or less in county jail, and individuals awaiting transfer to state prison
upon conviction. Approximately 70% of the inmates incarcerated in the Los Angeles
County jail system are documented gang members®. The eight LASD custody
facilities are identified as:

1. Men’s Central Jail MCJ

2. Twin Towers Custody Facility TTCF

3. Inmate Reception Center IRC

4. Century Regional Detention Facility CRDF

5. East Facility PDC - East
6. North County Correctional Facility NCCF

* Inmate average population was collected in 2012 from an LASD report titled: “Average Daily Inmate Population”
issued by the LASD Custody Support Services Unit

*The average length stay for an inmate was provided by LASD Custody Support Services Unit on 10/07/2012

> The percentage was provided by Operation Safe Jail (OSJ) Sergeant, Larry Mead, on April 07, 2010.
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7. South Facility® PDC - South
8. Mira Loma Detention Center MLDC

Problem Statement

The LASD jail system is a dynamic and fast paced environment housing inmates
incarcerated for crimes ranging from drunk driving to murder. Additionally, there are
a high percentage of active gang members incarcerated for violent criminal offenses.
This environment creates a unique setting where attacks may be precipitated
against inmates and staff personnel with little to no warning. The danger of violent
attacks is further compounded by the prevalence of jail-made weapons such as
“shanks” or “shives” (jail-made knives).

Deputy personnel are at times required to use force to “control, restrain or overcome
the resistance” of an inmate.” Pursuant to LASD’s Manual of Policy and Procedures
(MPP), department personnel are “authorized to use only that amount of force that is
objectively reasonable to perform their duties” and which is in accordance with the
LASD Force Options chart. Additionally, deputy personnel have a duty to protect the
lives of fellow employees and inmates alike. Refer to Attachment #1 (MPP 3-
01/025.00 Use of Force).

If a deputy sheriff or custody assistant uses force on an inmate, he or she is required
to immediately notify a supervisor (rank of Sergeant or above) regarding the
application of force. The deputy or custody assistant is then required to articulate
the force and the legal justification for the force he or she used.? Unfortunately, in
many incidents the actual event is not documented by way of audio and/or video
recorders. Therefore, the majority of the force investigations regarding an incident
are based on the statements of deputy personnel, inmate witnesses, and the
involved inmate(s).

Due to the sudden nature of violent attacks in custody facilities, custody personnel
are often involved in dynamic and rapidly evolving confrontations. These attacks
often occur in areas that are isolated and where a deputy could be at a perceived
disadvantage. These same areas may not be covered with infrastructure mounted
video surveillance also referred to as Closed-Circuit Television (CCTV) systems.
Additionally, CCTV systems have numerous limitations, to include a fixed mount

® As of March 2010, PDC North Facility no longer operates independently and is now incorporated under South
Facility Command. The old North Facility is referred to South Annex

’ LASD, Manual of Policies & Procedures, 3-01/025.00

8 LASD, Manual of Policies & Procedures, 5-09/430.00
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position and permanent predetermined viewpoint. As a result, CCTV systems
cannot capture and record every area or location where an event may take place. It
would not be cost effective to place CCTV systems throughout the jail system to
capture every isolated area due to the required infrastructure to support such a
system. These CCTYV limitations have identified a need for a more cost effective
technology to augment the existing surveillance system.

The Solution - Personal Video Recording Device (PVRD)

Sheriff Lee Baca created the Commander Management Task Force (“CMTF”) with
the goal of establishing numerous enhancements to policies, procedures and best
practices for the Custody Division environment. At the recommendation of Sheriff
Lee Baca and the Los Angeles County Board of Supervisors (BOS), the CMTF
identified the potential need for a Personal Video Recording Device technology
(PVRD) to be evaluated by LASD custody line personnel.

PVRDs are capable of providing a limited view video and audio recording from the
perspective of the involved personnel wearing a PVRD during an incident. This
limited “first person” perspective may be critical when utilizing recorded video to
substantiate an application of force or to provide a first person perspective of
occurrences within a given incident. This perspective should be considered “limited”
or “partial” as a body worn camera captures a “tunnel vision view” perspective of the
event. Sights not within the viewpoint of the camera are not captured and a PVRD
user may hear sounds which are not clearly picked up by the PVRD microphone. As
a result, the PVRD may capture a limited scope of an incident while not documenting
critical areas that provide an understanding of the incident as a whole.

As an example, numerous police agencies utilize in-car-video whereby a video
camera is mounted to the dashboard of a police car. This video provides a recorded
limited viewpoint of the occurrences directly in front of the police car. In instances,
where such a police car has been involved in a traffic collision, this solitary viewpoint
often does not record critical events occurring outside of the viewpoint of the
camera. Such critical events may include the presence of withesses, actions of
traffic to the sides of the vehicle, the status of a traffic signal, sounds heard prior to
the crash, etc. In such a scenario, the limited viewpoint provided by an in-car-video
camera may not provide the overall contextual understanding as what is
experienced, seen and heard by someone seated in the driver’s seat of the same
vehicle.
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The analogy above can clearly be applied to the use of PVRD systems by law
enforcement officers. A PVRD provides a single recorded viewpoint, which may not
provide context to the totality of the circumstances, sights and sounds experienced
by a peace officer.

Although the viewpoint of a PVRD has limitations, the benefits often outweigh its
detriments. A narrow “first person” recorded video perspective can still provide
context, corroborative evidence, detailed video imagery and an audio recording of
the series of events. This evidence may be a critical factor in winning criminal and
civil cases. Stationary infrastructure mounted surveillance cameras rarely have all of
these combined capabilities and may, at times, have limited probative evidentiary
value.

Equipping custody personnel with PVRDs may ensure a video camera is present
and potentially used in numerous significant incidents involving LASD personnel and
inmates in Custody Division. PVRD recording devices are generally small, robust
and relatively easy to use. The use of these devices can potentially be used to
augment the existing infrastructure mounted video surveillance camera systems
throughout a custody facility environment.
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CHAPTER II: EMPIRICAL RESEARCH

In recent years, many agencies have begun to consider the adoption of Personal
Video Recording Devices (PVRDs), also known as Body Worn Video Cameras.
New technologies have exponentially increased the potential capabilities of law
enforcement agencies and video evidence is rapidly becoming one of the most
important evidentiary tools for peace officers. Police agencies can utilize recorded
video to increase the public’s understanding of police work, reduce frivolous claims,
allegations and lawsuits against their peace officers. In addition to its role in risk
management, video evidence may potentially save law enforcement personnel’s
time, and thus save agency’s valuable resources in terms of time and personnel
costs. PVRDs also have the potential to be used as a training tool, which may
provide valuable feedback. Peace officers would have the ability to see, from a third
party perspective, their positive actions as well as identify areas for improvement.
The deployment of PVRDs also has the capability of increasing officer accountability
through reviews, training and oversight.

In August of 2012, PoliceOne® conducted a survey of 313 law enforcement officers
throughout the country regarding the use of police video, including in-car-video
cameras, body worn cameras and other types of video devices. Of the 313 officers
surveyed, 49.5 percent of the officers stated that their agency uses in-car cameras,
while 33.1 percent stated that their agencies do not use any type of video solution.
Additionally, 12.4 percent of officers reported using both in-car and officer worn
cameras, while only 5 percent of law enforcement officers reported that their agency
utilizes officer worn cameras exclusively (“P1 Survey: Police Video,” 2012).

(See table 1)

° PoliceOne is an online resource focused on information pertaining to law enforcement. www.policeone.com
http://www.policeone.com/police-products/body-cameras/articles/5908468-P1-Survey-Police-Video/
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POLICE ONE SURVEY QUESTION: What type of video solutions does your
agency currently use?

Officer Worn Cameras i 5.0%

Both e 124%

Does not apply: My agency
does not have a video... — 33.1%
In-car/dash cameras “ 49.5%

0.0% 20.0% 40.0% 60.0%

Table 1: Type of Video Solutions Police Agencies Use

Of the agencies represented in the survey that do not currently utilize an officer worn
camera solution, 60.3 percent are not considering its use or deployment™®
(See Table 2).

POLICE ONE SURVEY QUESTION: Is your agency considering/evaluating an
officer worn camera solution, if it currently does not have one?

B No

M Yes

i Does not apply. Agency already
has an officer worn camera
solution.

Table 2: Police Agencies Considering Evaluating Officer Worn Camera

% The Survey did not provide information as to why the 60.3 percent of the agencies are not considering body
worn camera.
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In the same survey, Law enforcement officers were asked about the potential
timeframe for their agency to deploy an officer worn camera solution. Of the
responding officers, 69.3 percent reported that their agency did not plan to deploy an
officer worn solution in the near future (“P1 Survey: Police Video,” 2012).

(See Table 3)

POLICE ONE SURVEY QUESTION: If your agency plans to deploy an officer worn
video solution, what is the timeframe?

7-10 Months i 3.6%
4-6 Months - 5.8%

1-3 Months 9.0%

1 Year or Later - 12.3%

We are not planning to deploy in the
near future

Table 3: Agencies' Timeline to Deploy Officer Worn Video Cameras

In 2002, the International Association of Chiefs of Police (IACP) was commissioned by
the United States Department of Justice Office of Community Oriented Policing
Services (COPS) to evaluate the impact of in-car-video camera systems (video
recording devices mounted inside police vehicles) in state police and highway patrol
agencies. The IACP surveyed more than 3,000 law enforcement officers to determine
what impact, if any, video evidence had on the criminal justice system. In 2004, the
IACP published the results of their study, entitled “The Impact of Video Evidence on
Modern Policing.” Although the IACP study focused on in-car-video, many of the
principles, concepts, best practices and research are applicable to the deployment of
Personal Video Recording Devices. Through empirical research acquired from the
IACP study as well as numerous other sources, information was gathered regarding the
following subjects: Transparency, Professionalism and Accountability, Complaints,
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Increasing Efficiency, Deterrence, Judicial Process, Data Management and Storage,
and Unintended Consequences.

Transparency

The utilization of PVRD technology can illustrate to the public that law enforcement
agencies are striving to improve transparency. Creating policy that encourages law
enforcement officers to record significant contacts with citizens in patrol or inmates
in a custody environment often makes officers more aware of their behavior and the
tactics they use while at work. The willingness to record a law enforcement officer’s
contacts with inmates or the public can assist in sending a message that the
employing police agency values transparency and encourages public scrutiny.

Professionalism and Accountability

Body worn cameras can also be utilized as mechanisms of self-critique as well
as tools for training new peace officers. Although PVRDs generally capture
objective videos that depict incidents from the viewpoint of the responding law
enforcement officer, the PVRD video does not always capture the totality of the
surrounding environment and actions leading up to the event.

Reviewing recorded videos helps peace officers, with varying levels of
experience, determine whether their actions were appropriate or whether there
was a need for improvement (IACP, 2004). With PVRD technology, supervisors
may also have the ability to periodically audit recorded videos and therefore have
the ability to demonstrate that their officers adhere to policy and procedures as
established by their agency. These audits may assist in potentially identifying
areas and actions, which can be improved upon by officers. By forcing officers to
pay more attention to relevant protocols, video evidence has the potential to help
to increase professionalism and performance (Harris, 2010). The IACP (2004)
found that officers who believed their supervisors were auditing their recorded
videos were more likely to be courteous (p. 23).

Although video evidence can potentially be used as an effective training tool, the
presence of a recording device does not guarantee extra consideration or
modification of behavior on behalf of the officer or other involved parties. First,
effectiveness of video evidence is predicated on the fact that the officer has
turned on or activated the recording device. Secondly, the presence of the
PVRD does not necessarily mean that officers will behave any differently. In the
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2004 IACP study, 89 percent of officers indicated the cameras had no effect on
the discretion they used while handling potential use of force situations (p.16).

Complaints

Potentially reducing complaints and meritless allegations against officers can be
a significant benefit realized through the use of PVRDs. The IACP in-car camera
system study examined the impact of video evidence in law enforcement. More
than 3,000 law enforcement officers were surveyed in the IACP study. When
asked how the availability of video evidence affected the number of complaints
against officers, the IACP found that “in cases where video evidence was
available, the officer was exonerated 93 percent of the time; in 5 percent of the
cases the complaint was sustained.” (p.15)

Outcomes of Investigations Based On Videotape
Evidence
100% 93%
80%
S
o T 60%
8 o
S 5 40%
e 2
9 U 0%
a < ° 5% 2%
0% , | , .
Exonerated Sustained Other
Outcome of Complaints

Table 4: Outcomes of Investigations Based on Videotaped Evidence

Without video evidence, the justice system often relies on statements given by
involved parties and witnesses. With the presence of a video recording,
however, law enforcement officers may no longer have to rely solely on the word
of those involved. Video evidence can provide an enhanced perspective and can
act in the capacity of an unbiased witness, to augment interviews and
investigations. The 2004 IACP study found that at least 50 percent of the time,
complaining citizens withdrew their complaint when they were made aware of the
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presence of the recording during a police encounter (p.15). The same study also
found that in the presence of a camera, 48 percent of citizens would be less likely
to file a complaint (p. 21). The use of PVRD recordings may help hold not only
officers, but citizens accountable for their actions and statements.

Increasing Efficiency

Any citizen or inmate complaint that is resolved through the review of a video
recording may mean less administrative paperwork for involved officers and their
supervisors. As a result, agencies may save a significant amount of time and
resources that would have otherwise been spent investigating complaints and
interviewing involved parties and witnesses. The City of Plymouth, United
Kingdom, began using body worn cameras in its police force in 2006 and have
experienced a 14.3 percent reduction in complaints of excessive force and
discourtesy as well as a 22.4 percent reduction in the amount of time officers
spent doing paperwork when an incident was recorded. (City of Spokane, Office
of the Police Ombudsman, n.d., p. 3)

By recording evidence in real time, law enforcement agencies are able to
increase efficiency in record keeping which can potentially lead to decreased
court time for officers as well as prosecutors, and ensure swift resolution of cases
(Harris, 2010, p. 7). David Harris (2010), Pittsburgh School of Law, asserts that
“evidence of what the suspect and the officer did appearing in an unrehearsed,
spontaneous recording will, without doubt, prove superior to any other kind of
post-hoc report, which by its nature would contain only the word of the officer” (p.
8). Providing a video and audio recording of an event as it unfolds can
potentially put the viewer in the mindset of the officer and enable them to better
understand the officer’s actions as well as the emotional state of both the suspect
and the officer. In addition to the paperwork done by the involved officers
themselves, the IACP (2004) found that video evidence lead to an increase in the
number of cases that were resolved at the first line supervisor level, rather than
being forwarded to Internal Affairs sections for formal investigations (p. 15).

Deterrence

According to Professor David A. Harris (2010), implementing a PVRD program
has the potential to deter criminal activity that might have otherwise occurred (p.
18). The Urban Institute Justice Policy Center, in cooperation with the United
States Department of Justice, conducted a study of public surveillance in three
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cities in order to evaluate the use of video surveillance for the purposes of crime
control and prevention. The results were published in September of 2011 and
can be applied to surveillance and video evidence in general. (Dwyer et al,
2011)

Three cities, Baltimore, Chicago and Washington D.C., implemented public
surveillance systems with the intent of deterring crime (Dwyer et al, 2011). In
Baltimore neighborhoods, the crime reduction varied from zero to 35 percent and
in Chicago neighborhoods, the reduction ranged from zero to 12 percent.
Results did not show a marked change in the crime rate that could be attributed
to the surveillance cameras deployed in Washington D.C. The authors of the
study partially attributed the variance to the saturation of cameras in certain
areas. Areas with a higher concentration of surveillance cameras experienced a
larger reduction in crime than areas where the cameras were less concentrated
(Dwyer et al, 2011). It may be inferred, that with the proper saturation of
cameras, law enforcement may potentially realize a reduction in criminal activity.
However, there is a variance in findings of the deterrent effect as it relates to
video surveillance. In a separate meta-analysis conducted by the Constitution
Project Staff for the Office of the Information and Privacy Commissioner of
Alberta, Canada, researchers found that the consensus among empirical studies
examining the effects of video surveillance was that video surveillance has little
effect on violent crime (Beech et al, 2007).

In a 2008 study of existing literature regarding the use of Closed Circuit
Television (CCTV), prepared for the California Research Bureau, researchers
measured the effectiveness of video surveillance as reported by 44 agencies
worldwide (Cameron et al, 2008). Forty-one percent of the agencies reported a
statistically significant reduction in crime, 43 percent reported no effect, and 16
percent showed a statistically significant crime increase (Cameron et al, 2008, p.
4). The researchers noted, however, that “many violent crimes may be motivated
by passions, which make individuals less rational, more impulsive, and therefore
less influenced by the risk of detection or apprehension” (Cameron et al, 2008, p.
16). The researchers warn potential users of video surveillance technologies to
“not presume that crime reduction or prevention will occur automatically”
(Cameron et al, 2008, p. 53). Of additional importance, a separate researcher
found that some other locations using CCTV technologies that experienced an
initial deterrent effect saw a diminishing of the effect over time (Phillips, 1999, p.
141). A conclusive study of offenders’ views and motivations as it relates to
deterrence has yet to be conducted.
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Although researchers have not proven definitively that the use of surveillance
technology, including body worn cameras, will absolutely deter crime, some
argue that the potential for deterrence is present in certain environments. Doug
Wyllie (2012) suggests that in a custody setting, “getting a body camera to the
scene early can help to de-escalate a situation” and if an inmate is made aware
early in a confrontation that he or she is being recorded, they will often “cease
their acting out behavior” (para. 6). Also, Hayes and Ericson (2012) assert that
“the use of a camera system, whether in-car or body-worn, can deter violence or
other negative behavior and help to convict a person who would choose to attack
an officer” (p. 6). Some PVRDs have the ability to capture the events
precipitating a violent confrontation, via a pre-recording capability, which can
further help the viewer to gain insight into what the officer may have been
experiencing at the time of the incident. As the use of body worn cameras by law
enforcement agencies is still an emerging technology, the impact, whether
positive or negative, has not yet been definitively established.

Judicial Process

The International Association of Chiefs of Police (IACP) has performed studies
on camera usage with respect to in-car camera systems. Much of this information
can be extrapolated to PVRDs. The study measured the impact cameras have
had on the judicial process. Done as a collaborative effort with the National
District Attorneys Association (NDAA) and the American Prosecutors Research
Institute (APRI), the study found that of the prosecutors surveyed, an
overwhelming number (91 percent) have used video evidence in court that was
captured from an in-car camera. They reported that the presence of video
evidence enhances their ability to obtain convictions and increases the number of
guilty pleas prior to going to trial. The majority of the prosecutors (58 percent)
reported a reduction in the time they actually spent in court, although when video
evidence was used, 41 percent of prosecutors reported an increase in their case
preparation time. (Hayes & Ericson, 2012, p. 3)

As stated above, of significant note is the potential increase in workload due to
the use of recorded video evidence. Not only may a prosecutor have to increase
case preparation time due to the integration of video evidence, all levels in the
“chain of evidence” may be affected. An arresting officer will have to download
and book video related evidence. If the video recording is utilized during the
preparation of a criminal report, the transcription and review process will add
considerable time to the preparation process of the report. Detectives, handling
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a respective criminal case, may increase the amount of time spent by reviewing
video evidence for each case as well as the amount of time spent managing the
video evidence by technical staff and/or evidence custodians.

Data Management and Storage

One of the most significant findings was that appropriate technology,
infrastructural preparedness, and encompassing policies and procedures can
make the difference in the implementation of an effective PVRD program. The
IACP (2004) suggests, “When it comes to purchasing technology, police
executives must avoid the temptation to settle for an off-the-shelf technology
solution when that solution may not meet an agency’s needs” (p. 29). Video
solutions should be carefully assessed based on the needs of the agency
because a video solution that is effective in patrol environment, for example, may
not be effective in a custody environment.

The storage and management of PVRD recordings is one of the largest and most
underestimated obstacle agencies will face. According to the IACP, “The
purchase, acquisition, duplication, and storage of recorded media requires
personnel time commitment, space, and resources that the majority of agencies
are not prepared to deal with” (IACP, 2004, p. 36). When various agencies were
surveyed, the IACP (2004) found that agencies often were unprepared to handle
“key back-end components such as storing, filing and retrieving video evidence”
(p. 2). Many of the agencies surveyed had not done enough research into the
costs of ownership and long-term maintenance and policy considerations prior to
implementation of the program (IACP, 2004, p. 2). The National Institute of
Justice recommends, “The amount of time required to extract and maintain data
versus the cost of a unit should be strongly considered prior to purchase” (p. 12).
They also suggest that training and logistical operations plans should be in place
prior to implementation.
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Unintended Consequences

Research also suggests that the
implementation of PVRD programs
may have some unintended
consequences. Law enforcement
agencies should be prepared for
situations in which recordings verify
citizens’ complaints (Harris, 2010).
Although video evidence will serve
mostly to protect officers and the
police agencies they represent, there
will be occasions where the video
actually substantiates a citizen
complaint and police agencies must

“The purchase, acquisition,
duplication, and storage of
recorded media require personnel
time commitment, space, and

resources that the majority of

agencies are not prepared to deal
with” (IACP, 2004, p. 36).
L |

be prepared to deal with those instances. Professor David Harris (2010) also
suggests that “the devices may raise expectations of citizens,” meaning that
citizens may learn to only trust an officer’s word if there is supporting video
evidence, making law enforcement entities “prisoners of the technology” (p. 9).
This trend is also referred to as the “CSlI effect,” which creates unrealistic
expectations in the mind of juries and, in the absence of video footage,
influences their verdicts (Dwyer et al, 2011, para. 7).
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CHAPTER Ill: FIXED INFRASTRUCTURE SURVEILLANCE CAMERAS (CCTV)

The Los Angeles County Sheriff's Department operates eight separate custody
facilities housing up to 20,000 inmates. In September 2011, the LASD initiated a
campaign to procure and install 1,559 fixed infrastructure surveillance cameras
(CCTV) in several key custody facilities (Refer to Attachment #2 for details). The
table below reflects the described LASD fixed infrastructure surveillance system
expansion:

LOCATION STATUS CAMERAS
MCJ Installed 705
TTCF Installed or in process 739
PDC East Facility Installed 121
PDC South Facility Installed 25

Table 5 Fixed Infrastructure Surveillance Camera Installations by Facility

Fixed infrastructure cameras are defined as video surveillance cameras, which are
installed on various items of infrastructure (walls, ceilings, poles, etc.) throughout a
facility for the purposes of recording events, which may occur. Fixed infrastructure
surveillance cameras generally produce recorded video of excellent quality from a
third party perspective, usually in an “over watch” or elevated position, but generally
do no record sound. As a result, key conversations, commands and statements,
which often provide critical context, are not captured. These cameras record a “fixed
viewpoint” and, based upon positioning, potential “blind spots” may not be recorded
by these cameras.

Fixed infrastructure cameras are typically
the preferred method of recording video in
key areas due to their stationary nature
and high positioning. This positioning
provides 24-hour surveillance at optimum
viewing angles, increasing the potential to ‘
capture an incident on video. -

W

In contrast, PVRDs cannot be continuously used for long periods of time and often
provide a segmented viewpoint of an incident which is only seen from the
perspective of the PVRD user. When a PVRD user is involved in a recorded
incident, the close proximity (arm’s length or less) to a subject or inmate often
produces PVRD video recordings that are of limited evidentiary value. In such
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instances, the camera lens of the PVRD is often too close to the subject or inmate
and only small segments of the person’s body is captured on video. PVRDs do not
have the capability to capture a distant or an aerial perspective of an incident while
fixed CCTV system does.

Many of the areas in LASD custody facilities, which have traditionally generated high
numbers of force and complaints, are now covered by fixed infrastructure
surveillance cameras. The true value of a PVRD deployment is the ability to
potentially provide recorded video and audio to augment the existing infrastructure
surveillance camera systems. Such a PVRD deployment would help “fill in the gaps”
versus being deployed solely as a “free standing” technology. Fixed infrastructure
surveillance cameras, PVRDs and other technologies must be viewed as integrated
systems rather than disparate, freestanding technologies.
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CHAPTER IV: PVRD TEST & EVALUATION

In September 2011, LASD Sheriff Lee Baca working in conjunction with the Los
Angeles County Board of Supervisors directed the initiation of a test & evaluation
(T&E) of Personal Video Recording Devices (PVRDSs) for use inside the Los Angeles
County jail system by LASD line personnel.

In February 2011, LASD initiated a T&E to review various types of PVRDs that are
offered to the law enforcement community. The project was undertaken with certain
key considerations: officer safety, evidentiary protocol (criminal, civil, and
administrative), product reliability, and risk management benefits. In the process,
numerous law enforcement and prosecutorial agencies were contacted regarding
their use of PVRDs in order to review their research data and to identify
strengths/weaknesses of the technology as well as the industry’s best practices.

As it pertains to personnel safety, LASD was concerned with any PVRD that may
threaten the safety of the user. Only PVRD systems that were lightweight, did not
conflict with end user’s duty equipment, and did not present themselves as a
possible weapon that could be used against a PVRD user in a use of force incident
were considered for the evaluation.

Personal Video Recording Devices (PVRD) — Categories

The video surveillance market is saturated with PVRD vendors and
manufacturers all of which are purporting to offer the “best” system in the nation.
This is further compounded by countless PVRD systems, which are
manufactured and then rebranded for sale through various distributors with
different names. Due to the expedited timeline for testing and evaluation (T&E),
the LASD elected not to test and evaluate every PVRD available on the market.
Such a T&E would conceivably encompass dozens of recording devices and
potentially lead to a time-consuming and costly evaluation process.

The purpose of the T&E process was not to test individual recording devices or
manufacturers. Rather, the purpose of the T&E was to develop information in
order to determine required PVRD specifications for LASD, the impact a PVRD
deployment would have on existing LASD infrastructure, establish best practices,
define the impact on staffing, and potential costs.

35



The LASD team created two primary categories for the T&E which represent the
majority of PVRD models. The two categories are identified as an “All-In-One”
PVRD System and a “Modular System.”

All-in-One PVRD System

An “All-In-One” PVRD solution is a PVRD system in which the recording
device, battery pack, activation mechanism and camera are integrated into
one self-contained unit. This type of system is generally equipped with a
mounting apparatus, which allows the unit to be attached directly to a
user’s belt, lapel and/or other area of a uniform. This system is generally
easy to set up and simple for the average user to understand.

Modular PVRD System

A “Modular” PVRD is constructed of two or more parts, connected
together to form a system. Often these PVRDs use an external camera
connected by a wired system to a battery pack and/or recording device.
This system is often more flexible by offering greater choices of mounting
options and configurations; however, this type of system is generally more
complicated to set up and manage.

Pursuant to the designation of the two above listed categories, the LASD
selected an all-in-one PVRD solution and a modular PVRD system to assist in
defining specifications and requirements for a potential PVRD solution. The
PVRD solutions tested, Taser Axon/Axon Flex (Modular PVRD) and the VieVu
PVR-LE2 (All-in-One PVRD), were used as representative samples of the two
differing categories. According to each manufacturer, the tested PVRD solutions
were designed specifically for use by peace officers in a law enforcement
environment. These two PVRDs were developed with a consideration towards
reliability, simplicity and evidentiary considerations.

Each of the body worn video surveillance systems, mentioned above, currently
have significant deployments with numerous law enforcement agencies in the
United States. Both body worn video surveillance systems record video footage
onto a digital medium, such as an internal memory card. The recording medium
or memory, in these two devices was designed to be internal and non-removable
by the end user, in order to strengthen the evidentiary value of the recorded
media. The LASD quickly identified this feature as a mandatory specification for
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an LASD based PVRD system, which would ultimately be instrumental in
preventing allegations of tampering with video evidence.

Both the Taser Axon Flex and VieVu PVR-LE2 systems were similar in nature in
that videos were recorded and stored internally on the PVRD. Once an incident
was recorded, each type of PVRD was connected via a USB cable to a computer
or other network infrastructure. Video management software, provided by the
PVRD manufacturer, was used to download the recorded video footage onto a
secure computer video storage server. The recorded media could then be
viewed and/or a DVD could be created for purposes of court presentation or
administrative investigations.

Each of the tested PVRDs was a self-contained unit with a rechargeable battery
and supporting software applications. The software application, depending upon
manufacturer, was designed to store and protect the integrity of recorded video
footage. Numerous technological safeguards were integrated into the recorded
video footage to ensure that the integrity of the video was not compromised.
Video management methods include but are not limited to watermarking,
date/time stamps and administrative permissions.

Taser Axon Flex - Modular PVRD System

The Taser Axon Flex PVRD system consists of a small surveillance camera
that also contains the recording medium for the system. This camera is
attached via a cable to a small battery pack, which contains the activation
buttons for the system. Depressing a small button on the system’s battery
pack activates the camera’s recording system. The camera can be worn in
several positions to include, but not limited to:

e Clipped to a lapel

e Clipped to a shoulder epaulet
e Worn around the collar

e Attached to a pair of glasses

The Taser Axon Flex system integrates a recording buffer feature, which
allows the system to continuously record video. The recording buffer records
for a set period of time (thirty seconds) and re-records over the same
recorded loop. Once the recording device is activated, the system saves the
previous thirty seconds of video. The device continues to record in live time
(video and audio) until the recorder is manually shut off. This capability is
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similar to a “TiVo” system for law enforcement PVRD recorders. The end
product is a video that contains the events captured after the user initiated the
recording as well as the thirty seconds preceding the activation.

The “recording buffer” functionality is critical in capturing events that
transpired thirty seconds before a deputy sheriff activates the recorder.
Recording the events preceding an application of force are often times more
important than recording the actual use of force. The events preceding the
application of force are critical as they may show the justification and/or legal
standing for the use of force.

Additionally, the Taser Axon Flex PVRD contains an optional viewing device
with an LCD screen with viewing capability via a wireless Bluetooth
connection. This viewing capability can be important to ensure accuracy and
consistency during an investigation. For example, this viewing capability can
allow a supervisor to review recorded video footage on the PVRD, as needed,
in order to expedite investigation. Refer to product brochure for details,
Attachment #3.

Vievu - All-In-One PVRD System

The VieVu PVRD recording system is a singular device approximately the
size and configuration of a pager. The device is an all-in-one design, which is
generally clipped onto the front of a uniform shirt. The user must slide a small
switch to activate the device, which in turn also exposes
the camera lens. The VieVu records up to four hours of
continuous video footage before the camera’s battery is
depleted. The device can then be connected to a
computer storage server, which would allow the user to
download the video as it simultaneously recharges the
device.

The strength of the VieVu PVRD is its simple and robust design. The device
has one activation method, in which the device can be activated via a slide
switch. The system’s detriments are that there is a maximum battery run time
of four hours, there is no “recording buffer” functionality and there is no
viewing capability in the field. Refer to product brochures for details,
Attachment #4.
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TEST & EVALUATION — METHODOLOGY

It was the intent of the Los Angeles County Sheriff's Department to conduct a test
and evaluation of body worn video surveillance systems at two LASD custody
facilities. The custody facilities were identified as Men’s Central Jail (MCJ) and Twin
Towers Correctional Facility (TTCF)

PVRDs were issued to line personnel at the above mentioned facilities, on a
voluntary basis. The purpose of the test and evaluation (T&E) was to identify the
strengths and weaknesses associated with the use of body worn video surveillance
cameras in a large-scale custody deployment. Additionally, the T&E identified the
strengths and weakness related to infrastructure integration and operational
considerations. Experiences gained in the T&E process assisted in the development
of potential specifications for the standardization of this type of technology.

The test & evaluation covered a period of six months, commencing on February 1,
2012 and concluding on August 3, 2012. Pursuant to procurement procedures
facilitated by the Los Angeles County Internal Services Department (ISD), each
manufacturer, Taser and VieVu, provided 15 PVRD devices to LASD for purposes of
testing and evaluation at no cost to the County of Los Angeles. Fifteen PVRDs of
one manufacturer was issued to MCJ while fifteen PVRDs from the other
manufacturer were issued to TTCF.

In order to better manage and document the T&E, each of the PVRDs were issued
to and retained by one specific deputy sheriff throughout the duration of the
evaluation. This method provided an enhanced method for tracking information and
helped develop a comprehensive analysis of the results.

Deputies who participated in the PVRD T&E were instructed to use the recording
devices, when safe to do so, in all uses of force and other potential risk management
incidents. PVRD users were instructed to document the following on a weekly basis
for purposes of T&E analysis:

e \What the user liked about the device and/or software
e What the user did not like about the device and/or software
e Potential issues pertaining to the device and/or software

Additionally, informal interviews took place with PVRD users throughout the
evaluation process. Information captured during the evaluation process and
subsequent interviews is synopsized in the section titled “User Input,” located in the
following chapter.
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PVRD Deployment

The two custody facilities selected for the T&E were MCJ and TTCF. Relevant
information concerning each facility is noted below:

MEN’s CENTRAL JAIL (“MCJ”)
e Rated capacity of 5,200 inmates
e Total sworn staffing: 580
e Highest sworn staffing per shift: 171

TwIN TOWERS CORRECTIONAL FACILITY (“TTCF”)
e Houses over 4,000 inmates
e Largest de facto mental health facility in the United States
e Total sworn staffing: 461
e Highest sworn staffing per shift: 129

Deployment and Use

In coordination with custody facility Unit Commanders, the Technical Services
Division (“TSD”) and Sheriff's Command Staff, the PVRD recording devices
were disseminated to training personnel at the above mentioned jail facilities.
The LASD jail training staff was tasked with the following:

e Coordination with TSD on maintenance of the supporting infrastructure

e Setting up an evaluation process/procedure in conjunction with
Administrative Services Division (ASD)

e Setting up and enforcing ad-hoc scenario based training sessions

e Developing a training plan for personnel

e Training all relevant personnel on the use of the PVRD recorders

¢ Inventorying and tracking all issued PVRD recording devices

e Ensuring evaluations were conducted by PVRD users

e Providing line-level maintenance and support

e Maintenance of the PVRD systems

Upon completion of the test and evaluation, all PVRDs were collected,
inventoried and audited by custody facility training personnel. Reports,
evaluations, and relevant documentation were collected and used to develop
research metrics, which was in turn, were analyzed and incorporated in this
report.
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Any malfunctioning or damaged recording devices were identified and
documented. Appropriate administrative procedures were followed to ensure
PVRDs were serviceable and used in an effective manner by deputy personnel.

Department Use of Personal Video Recording Devices

Other than the recent T&E project at TTCF and MCJ, PVRDs have been utilized by
LASD on sporadic basis in a patrol environment. Deputies in patrol have been
encouraged to carry personal audio recorders and utilize them when making contact
with the public such as on a traffic stop. Some deputies have taken it upon themselves
to use PVRD technology instead of audio recorders.

For example, in 2009, a small number of deputies from Palmdale Station individually
purchased Scorpion brand PVRDs for their personal use in patrol situations. The
deputies additionally purchased external hard drives to collect video data. The deputies
utilized the devices for field interviews and citizen contacts.

In 2010, Lakewood Station procured 20 Scorpion PVRDs for use in the city of Hawaiian
Gardens as a deterrent against frivolous complaints, to document a potential use of
force, and as method to increase professional behavior during citizen contacts.
Deputies assigned to the city of Hawaiian Gardens
wore the devices and identified the following
positive and negative attributes of the technology.
They determined that the PVRDs in use broke
easily and malfunctioned often. Currently, only five
of the fifteen devices are functional. The battery life
lasted approximately one hour if constantly \
recording. The batteries would last several days if
used intermittently. The video data was easily
downloaded and significant incident were stored

within the station’s server with permission of the

watch commander. Lakewood Station formulated a unit order to identify protocols for
use of the PVRD technology. For additional details refer to Lakewood Station PVRD
Station Order, Attachment #5
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Approximately five months ago, Santa Clarita’s Domestic Highway Enforcement Team
was issued six Scorpion brand PVRDs from funds acquired through the Los Angeles
Regional Criminal Information Clearinghouse (LACLEAR). Currently, three devices are
functional while three others are not functioning properly. They also received 3-4
external hard drives for video data storage. The total cost was approximately $2,000 for
devices and hard drives. The Team is currently using the devices for traffic stops and
citizen contacts.

To date there has not been a formal deployment of PVRD technology to include a
robust device and/or comprehensive LASD policy related to PVRD technology.

42



V. LESSONS LEARNED

® Since 1850




CHAPTER V: LESSONS LEARNED

Throughout the duration of this test & evaluation, numerous strengths, weaknesses,
issues and lessons were identified regarding the deployment of PVRD technologies.
The lessons learned through the PVRD T&E, include but are not limited to, the
following:

e User Input

e Training

e PVRD Camera Perspective

e Video Management & Storage
e Infrastructure

e Deterrence

e Patrol versus Custody

Details on the above listed factors are outlined below:

User Input

Numerous MCJ and TTCF line personnel were given the opportunity to evaluate
the VieVu PVR LE-2 and Taser Axon Flex in conjunction with a PVRD test
administrator.

Over the course of the test and evaluation period, twenty percent of the test
evaluators reported being involved in a use of force while wearing a PVRD
device. Twenty five percent of the PVRD users, who utilized force, stated they
were unable to activate the device in a use of force situation because the incident
was highly stressful and rapidly evolving.

Users indicated the VieVu PVR LE-2 and Taser Axon Flex PVRDs were
generally easy to operate and were reportedly user friendly. A number of the
LASD T&E users did not like the activation and deactivation method of the Taser
Axon Flex. In order to activate the record function on the Taser Axon Flex, the
user has to press a circular button located on the battery pack twice in rapid
succession. To deactivate the Taser PVRD, the user must press down and hold
the same button for three seconds. Using the same mechanism for activation
and deactivation of the device was confusing to new users under stressful
conditions.
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The battery pack was routinely carried on the user’s belt or inside of their uniform
pocket. When the device was activated properly, it produced an audible “beep”
and a red ring of light would glow from the center of the battery pack. Because
the battery pack was often kept in the users’ uniform pocket, some users
reported being unable to see the red indicator light signifying the device had
been activated. Many of the test evaluators believed a visible indicator light was
important for proper use because an audible beep can be missed. As a result,
evaluators were less than satisfied with the Taser Axon Flex’s recording
indicator.

In comparison, to activate the VieVu PVR LE-2, the user must slide the lens
cover straight down. When the lens cover is slid down and locked into place, the
PVRDs’ camera lens and a green backing is exposed. The green backing is
visible by the user and others in the general vicinity, and indicates the device is
recording. In addition, the VieVu PVR LE-2 has a LED status light affixed to the
top of the device. This light indicates the status of the PVRD and warns the user
when memory and or battery are running low.

The test evaluators also critiqued the VieVu PVRD’s mounting positions. Many
of the LASD test evaluators did not like the mounting position of the VieVu PVR
LE-2. The VieVu PVR LE-2 can only be mounted on the front of the uniform via
an alligator clip. This attachment position is very similar to the location many
deputy sheriff’s attach a radio microphone to the front of their uniform shirt.
Several of the test evaluators reported the PVRD interfered with their radio
microphone due to the proximity of the two devices.

Many evaluators of the Taser Axon Flex liked the variety of mounting options that
came with the device. The Axon Flex can be mounted on the users’ shoulder
(epaulet), on the collar, on a hat/helmet, or on a pair of Oakley glasses specially
designed for the Taser Axon Flex camera.
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PVRD Mounting Difficulties

B Users Experienced
Difficulties

B Users Did Not Experiece
Difficulties

Table 6 PVRD Mounting Difficulties

A distressingly common problem reported by LASD test evaluators was that both
PVRD devices routinely fell off during the course of the users’ shifts. Some of
the users reported that their devices fell off while searching inmates and
conducting cell searches. Of the two devices worn, 62 percent of the test
evaluators for the Taser Axon Flex and 66 percent of the test evaluators for the
VieVU PVR LE-2 reported their devices fell off, at least once, during the course
of their daily duties.
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PVRD Devices Returned for Repair

B Devices Serviced

Ml Devices Not Serviced

Table 7 PVRD Devices Returned for Repair

Several of the devices issued to evaluators during the test and evaluation period
had to be returned to their respective manufacturers because they were not
functioning properly. Some of the issues reported include PVRD batteries being
unable to hold a charge, PVRD cables/connectors breaking, PVRDs not “pairing”
or being recognized by the manufacturer’s software and users not being able to
download or view videos recorded on their PVYRDs. Within the six month T&E
time period, 40% of all PVRD users submitted their device for repair or
replacement at least once.
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Experienced Downloading Difficulties

B Experienced Downloading
Difficulties

B Did Not Experiencing
Downloading Difficulties

Table 8 Percentage of Users who Experienced Downloading Difficulties

One of the most time-consuming tasks of the PVRD test and evaluation process was
downloading video from the PVRD devices. LASD Test administrators encountered
issues with software from both manufacturers. Their software would often not
interface properly with computers at MCJ, which, on many occasions prevented test
evaluators from downloading and/or viewing the PVRD files. TTCF did not report
having any software issues, because TTCF has newer and more powerful desktop
computers than MCJ.
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Training

The PVRD T&E administrators and testers suggest a multifaceted training
program. The following components should be included in a PVRD training
program:

Policy and Procedures regarding the use of the PVRD
o When to activate and deactivate the device
o Precursors to a use of force: warning signs of a recalcitrant inmate
o Precursors to a need for evidence: identifying inmates who will
make false allegations
Scenario-based Redman training
Answering FAQs from inmates and the general public regarding the PVRD
Proper downloading, storing, and categorizing of files

Each PVRD user and county employee, who will be in regular contact with a
PVRD user, should know the general guidelines and policies governing the
device. This would help eliminate erroneous assumptions about the device and
clearly define the reasons for using the device. Training must emphasize legal
and policy considerations, especially regarding expectations of privacy. The
training should include, but not be limited to, a peace officer's exemption from the
right to privacy during his or her normal course of duties, recording of
supervisors, department policy and laws relating to privileged communication,
such as attorney-client conversations, etc.

Characteristics of recalcitrant inmates and precursors to a use of force should be
taught in conjunction with the use of a PVRD. Being able to identify these
precursors will aid in capturing video that records incidents from the beginning to
create the best possible video evidence. The training objective of this curriculum
would be to train deputies to immediately activate their PVRD upon contact with
an uncooperative inmate. Refer to Attachment #6 for the LASD recalcitrant
inmate policy.

In order to train deputies to appropriately and reflexively activate and deactivate
their PVRDs, the test evaluators suggest scenario-based Redman training. Such
training consists of a training staff member dressed in a padded Redman suit
playing the role of the inmate, and a custody line deputy sheriff or custody
assistant playing the role of the deputy who must deal with the inmate
appropriately. The scenarios are based on actual incidents involving recalcitrant,
hostile, or aggressive inmates in a custody environment.
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As an example, one Redman training scenario deals with a recalcitrant inmate,
who after appropriate non-physical prompting, complies with a deputy’s verbal
commands. Even though the role player is dressed in a padded red suit the
scenario does not require a use of force.

In another scenario, a recalcitrant inmate, unprovoked, turns and assaults a
deputy. Deputies are trained to use various force options in order to render
control over a given situation. The scenario can last anywhere from five seconds
to a minute. The Redman reacts to the deputy’s actions and safety monitors
decide when the scenario ends.

Scenario-based training will enhance a deputy’s confidence in working with a
PVRD system and help make activating the PVRD a conditioned response. The
custody training staff can also use the PVRD video as a training tool. They can
review the video with the concerned deputy and identify ways for the deputy to
improve his or her tactical thinking and actions when dealing with inmates.

The test users and administrators agree that scenario-based PVRD training
should be introduced to deputies in the Sheriff's Academy. By introducing the
device to recruits in the academy, the use of a PVRD will become second nature
and gain cultural acceptance in this new technology.

As a result of issues experienced during downloading of PVRD videos, “best
practices” and downloading methodologies need to continually improved and
refined. As these best practices are developed, IT personnel, line sergeants, and
deputies will all need to be trained to ensure the LASD PVRD system is an
effective resource for the Los Angeles County Sheriff's Department and the
County we serve.

PVRD Camera Perspective

The two PVRD systems tested by LASD shared several strengths and
weaknesses. A significant weakness to both PVRDs was the quality and
positioning of the video camera lens. The cameras are extremely small in size
and as a result do not provide the high quality resolution of a fixed infrastructure
surveillance camera.
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Additionally, it was discovered during the
LASD test and evaluation process that the
PVRDs offered little video evidentiary value
once a physical confrontation started. As
depicted in accompanying photograph, a
PVRD positioned at arm’s length primarily
provides a view of a person’s torso. This
field of vision is significantly less than what
is provided by a fixed infrastructure camera,
which offers an elevated overview
perspective of a given incident. The video
recording clarity, during a contact at arms PVRD Camera Perspective — 2 Feet
distance, is important because this is the
distance where the majority of force takes place.

Taser Axon Flex

Additionally, once a physical confrontation has started, it was the experience of
many users that the PVRD would become dislodged from the person of the
deputy and would fall to the floor. At that point, the PVRD camera would be
pointed in a direction (on the floor) which was not capturing the unfolding event.
In essence, under such circumstances, the PVRD would record only the sound of
an incident. Even though video may not be recorded in, in such circumstances,
audio is still recorded, which can provide corroborative evidence to the actions of
an officer.

While a PVRD video recording depicts visual information from the scene of an
incident, the human eye and brain are likely to perceive a situation differently than
that of a camera.'’ In effect, “Stress Reactions Relating to Using Lethal Forces,
by Dr. William Lewinski, (2002) discussed the affect stress has on officers during
a stressful situation. In the article, Lewinski stated, during a lethal force situation,
“62% of officers had a memory loss for parts of the event; 46% had a memory
loss for some of their actions; 21% had memory distortions in what they saw,
heard or experienced during the event. (Lewinski, 2002,p. 2) As a result, video
recordings may not reflect how the involved peace officer actually perceived the
event. Depending on the speed of the camera, some action elements may not be
recorded or may occur faster than the peace officer can perceive and absorb.
Cameras capture a two-dimensional image, which may be different from a peace
officer’s three-dimensional observation. Lighting and angles may also contribute

™ william J. Lewinski, PhD, documents behavioral factors law enforcement officers experience during stressful
situation. Refer to articles written by Dr. William J. Lewinski, including “New Developments in Understanding the
Behavioral Science Factors in the ‘Stop Shooting’ Response.”
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to different perceptions. It is important to understand that recorded video is only
one piece of evidence to be considered in reconstructing and evaluating the
totality of the circumstances. Some elements may require further exploration and
explanation before an investigation is concluded.

For various screenshots depicting the PVRD perspective at various distances,
please refer to and VieVu PVRD Camera Perspective, Attachment #7 and Taser
PVRD Camera Perspective, Attachment #8.

Video Management and Storage

The T&E PVRD users found the video management system for both
manufacturers to be time consuming and cumbersome. Some of the video
management issues that were identified are as follows:

e The Software the PVRDs used was frequently interrupted by the Sheriff’'s
Department’s firewalls

e Since the Sheriff's Department does not currently utilize a cloud based
storage system, the Sheriff's Department servers were often immediately
overloaded

e There was no set guidelines regarding which videos were to be stored or
which videos were to be deleted

e There was not a backup storage system in place

e There was insufficient personnel who had access or knowledge of how to
download PVRD files after a use of force occurred.

The test and evaluation managers at MCJ and TTCF reportedly dedicated 30 to
40 hours a week managing the PVRD project. A significant amount of time was
spent troubleshooting technical issues. One main issue identified was the need
for increased coordination with the County’s information analysts and the PVRD
technical support teams to resolve technical difficulties. Often, the help of the
Sheriff Department’s information system analysts was requested because the
PVRD technical teams needed administrator rights to fix the software issues.

Within two months of the PVRD project being launched at MCJ, the video
storage server which had been used to store all PVRD videos, reached its
storage capacity. The PVRD files were taken off the MCJ server and a new
computer was acquired, to accommodate the storage of all PVRD data on its
hard drive.
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The test and evaluation users believed a solution to the technical difficulties
encountered could be largely mitigated by establishing a video management
team. The video management team would have knowledge of the infrastructure
and all components relating to the PVRD devices, software, and storage of video.
For more information concerning the Video Management Team please refer to
Chapter 13, Video Management Team.

Infrastructure and Computers

The existing infrastructures at Men’s Central Jail (MCJ) and Twin Towers
Correctional Facility (TTCF) are insufficient to support a large-scale deployment
of PVRDs. Some of the issues with the current infrastructures as identified by
end users and project administrators are as follows:
e Neither facility has a dedicated area to charge their devices
e Neither facility has a secured area to store extra batteries and accessories
e Existing computers at Men’s Central Jail are currently antiquated and
incapable of correctly running the manufacture’s software
e There were not enough computers at MCJ to download data from the
devices
e Men’s Central Jail depleted their initial server storage space within two
months.
e Men’s Central Jail and Twin Towers Correctional Facility identified a need
to improve contact between Los Angeles County information analysts and
the manufacture’s technical support teams

During the test and evaluation of the PVRDs at MCJ and TTCF, several issues
arose regarding the charging of the devices and the storing of the supplies
related to this project. The PVRDs had to be charged at the end of each shift.
This took up several electrical outlets in the Watch Sergeants Office and Training
Office. Electrical wires from the various charging devices created a hazard on
the floor of the office. MCJ and TTCF did not have a dedicated area to store
accessories and devices delivered by the manufacture. The devices are
expensive and should be in a secure location while downloading recorded video.
Many times, users were not able to download be in a secure location with
sufficient space in order to organize and store them properly.

There were several technical difficulties with the computers in use at MCJ. The
computers at MCJ are five to six years old and were not capable of downloading
the recorded VieVu and/or Taser PVRD files. When the PVRD videos would be
downloading, according to both VieVu and Taser, the devices were taking two to
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three times longer than normal. A five-minute video, according to both
manufactures should be downloaded in two to three minutes. At the onset of the
PVRD test and evaluation, a 5 minute video, at MCJ, would take between 15 and
20 minutes. Oftentimes the video would not download at all.

Subsequently, a new computer was installed at MCJ in the Watch Sergeant’s
Office for the sole purpose of allowing participants in the T&E to download their
PVRD videos. Once the designated computer was acquired, MCJ was able to
download a five-minute video within two to three minutes as dictated by the
manufacturers. The single designated computer worked well for the small-scale
T&E. However, one designated computer will not be sufficient for a large-scale
deployment of PVRDs. For example, the designated computer was often
unavailable due to the watch sergeant’s office being used for closed-door
meetings.

Within two months of downloading PVRD videos at MCJ, the designated server
reached its storage capacity. The downloading of PVRD devices ceased for two
months and resumed only after a designated computer with 200GBs of local
storage and an additional 3.62TBs of network storage was acquired. For a large-
scale deployment the LASD will need to substantially increase and upgrade their
computers, memory, and network storage.

According to the T&E administrators at MCJ and TTCF, better communication
and coordination was needed between the Los Angeles County Sheriff
Department’s information system analysts and the technical support teams at
VieVu and Tasers. It was very difficult for both facilities and both companies to
coordinate with one another, implement the software, and keep it running
consistently. Both T&E administrators believe the difficulties can be resolved by
having a designated information system analyst serve as a liaison between both
facilities and both companies.

Operational Considerations

Test and Evaluation project managers encountered numerous operational issues
during implementation of the PVRD T&E program. From the onset, project
managers at MCJ were faced with technical difficulties stemming from the
facility’s lack of current technology. The computers available to the users of the
PVRDs and their supervisors were not equipped with software capable of
supporting either VieVu or Taser software. In addition to difficulties with individual
computers, MCJ network servers were not able to download and or playback
PVRD videos.
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MCJ network servers, also did not have the bandwidth to support download and
playback of PVRD files. After several months of testing, the MCJ network server
failed and a large number of PVRD videos were lost. IT personnel at MCJ were
not able to retrieve the data. Server storage was not large enough to archive the
hundreds of PVRD files that accumulated in the first eight weeks of the pilot
program. Policy will need to be established stating how long PVRD files must be
accessible before they can be overwritten by new files, and a server network will
need to be assembled to accommodate that volume of file storage and data
bandwidth.

The devices themselves also presented issues during the T&E. Several
components of both all-in-one and modular PVRDs broke or were rendered
inoperable. These issues could only be addressed through the respective
manufacturers via telephone. Broken devices were removed from the project
and project managers then had to wait for a replacement device, part or
accessory to be shipped before it could be utilized again. PVRD batteries were
found not to be capable of recording for an entire eight-hour shift. In the case of
the VieVu, the entire device has to be taken out of the field in order to charge the
internal batteries. For the Taser devices, extra batteries were available but were
not included in the price of the device.

The lack of personnel trained in using the software necessary to retrieve the
PVRD videos compounded the technical difficulties experienced at MCJ. On one
occasion, a PVRD video captured a use of force. Line supervisors, sergeants
and lieutenants on duty at the time, lacked operational knowledge of the device
and did not have access to the software necessary to retrieve, view, or duplicate
the video. During this particular incident, a project manager, who was at home at
the time, had to report to the concerned facility in order to retrieve the video for
the supervisors.

Another obstacle faced by project managers was the time it took to manage and
organize the PVRD files. The PVRD program was assigned to and overseen by
each facility’s training office. At MCJ, the training sergeant and one training
deputy were assigned to manage the PVRD files. At TTCF one training deputy
was in charge of managing the files. Downloading, managing, and auditing the
video files from the devices was so time intensive that a MCJ Training Deputy
had to spend the majority of his work week solely dedicated to the task. If
implemented on a large-scale, a facility Video Management Team would have to
be created in order to manage and maintain the PVRD devices and data.

An additional issue encountered by T&E project managers had to do with time
required at the end of each shift. PVRD users were forced to leave their
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assigned posts early in order to download their PVRD files in the Watch
Sergeant’s Office, and stow the devices to recharge the batteries. Allowing
personnel to leave their assigned posts prior to being relieved by the next shift's
personnel can pose a serious security concern. In order to resolve this issue,
multiple computers dedicated to downloading PVRD video files would have to be
assigned to each floor.

Deterrence

The majority of the PVRD evaluators believed the PVRDs had a positive effect
and acted as a deterrent when dealing with problematic inmates. Some users
reported that uncooperative inmates would cease their negative behavior as
soon as they were made aware they were being video recorded by a PVRD.
One PVRD user at MCJ reported an incident where an inmate accused him of
closing a cell gate on his finger. When the deputy informed the inmate he was
being video recorded via his PVRD, the inmate retracted his false accusation.

Numerous deputy personnel who tested and evaluated the PVRD during the T&E
period at MCJ and TTCF stated they felt that the PVRD provided a potential
deterrent value when dealing with inmates. They indicated the presence of a
PVRD on their person, at times, appeared to deter the behavior of a potentially
recalcitrant inmate because the inmate was aware of the presence of the PVRD
or believed that he was potentially being recorded on the PVRD camera.

Other deputies indicated they believed the presence of a PVRD on their person
seemed to antagonize the inmate and/or exacerbate the situation. Deputies who
experienced this phenomenon remarked that once an inmate saw the deputy
was wearing a PVRD, the inmate would start acting for the camera by becoming
verbally defiant.

PVRD evaluators further reported that on occasion, the presence of a PVRD had
a negative effect on inmates and caused inmates to “perform for the camera.”
This behavior included, but was not limited to, becoming recalcitrant, yelling,
making antagonistic threats, as well making potentially threatening movements.
Numerous evaluators stated they felt some inmates escalated their behavior
while in the presence of jail staff equipped with PVRDs, in attempts to provoke a
reaction from jail staff or instigate a physical confrontation. Several PVRD users
indicated they believed such actions were attempted in order to file a civil lawsuit
against the Los Angeles County Sheriff’'s Department. Several LASD PVRD
users provided this input during an assessment interview. To develop metrics,
which could statistically quantify a negative reaction from inmates to the
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introduction of a PVRD, would take an extensive period time. Such a study
would have to focus on a wide range of changes and factors in the jail system.
Additionally, such a study would have to attempt to delineate numerous specific
factors, which affect an employee and inmate’s behavior.

The deployment of infrastructure mounted surveillance cameras in conjunction
with PVRDs provides the potential capability to capture an irrefutable record of a
given incident. Additionally, the deployment of surveillance cameras may also
produce a deterrent effect on the behavior of inmates.

A significant potential issue is the concept of diminishing returns in reference to
the deterrent value of PVRDs. The greatest deterrent value of the PVRD is
expected to be experienced when they are first deployed. Once inmates and
department personnel become acclimated to the presence of PVRDs, there may
be a waning awareness of their existence and therefore a diminished deterrent
value. Once the use of PVRD technology becomes a new standard practice, the
deterrent effect and benefit experienced may fade. This phenomenon was
experienced by the Sedgwick County Sheriff’'s Department in Wichita, Kansas
where they discovered a diminished deterrent value over prolonged use of the
PVRD systems. Refer to Attachment #49 for details.

Patrol vs. Custody

The majority of PVRD manufacturers appear to market their systems towards law
enforcement officers in a patrol environment. Although PVRDs can be used in a
custody setting, there is a definitive difference in its application.

In a patrol environment, a law enforcement officer drives in a police car to a call
for service. Upon their arrival, the officer goes through a conscious set of
actions, which help ensure a PVRD is activated and recording prior to contacting
a citizen. As an example, the officer will stop the police car, turn it off and exit.
These conscious acts can help in conditioning the officer to activate the recording
device upon contacting person(s) in a call for service.

In a custody facility, a deputy sheriff is surrounded by inmates and/or potential
threats on a continual basis. This custody environment makes it much more
difficult to differentiate when a deputy sheriff should or should not activate the
recording device. As a result, it is conceivable that a recording device may not
be activated on the onset of an event due to the custody environment these
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personnel are working in. Activating the device for an entire shift is not practical
due to battery life limitations and privacy concerns.

Project Manager

The implementation of a PVRD deployment will require effective management to
ensure an operationally effective system. The Project Manager of the PVRD
deployment should coordinate directly with the Custody Division, Commander
Management Task Force and Technical Services Division to ensure effective
deployment and integration into the LASD cultural mindset.

The PVRD Project Manager will additionally coordinate with various entities to
include legal experts, force experts, policy experts, etc. to ensure consistency
with existing department policies regarding to the use of the devices. This
collaboration with various experts at LASD will ensure specific polices, legal and
operational issues can be identified, considered and revised to ensure
consistency and effectiveness throughout the process.

Implementing an effective project management mechanism is critical to the
successful implementation and integration of this technology at LASD.
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CHAPTER IV. OUTSIDE AGENCIES

As video recordings become an increasingly important form of evidence, law
enforcement entities have begun to embrace this still emerging technology. The
LASD contacted numerous law enforcement agencies across the United States
who have either used or tested Personal Video Recording Devices (PVRDs) in
order to determine the strengths and weaknesses of PVRD technology and
specific agency experiences on the VieVu PVR-LE2 and the Taser Axon Flex
devices. Outside agencies provided the following input regarding this
experiences with PVRD technology:

VieVu PVR-LE2

Current users of the VieVu PVR-LE2 include Union City Police Department,
Coeur d’Alene Police Department, East Bay Regional Parks and Brentwood
Police Department. Users of the VieVu found that the device was easy to use
and they liked the size and portability of the device. When activated, the green
window clearly displayed that the device was
recording, which was not only an indicator to
the user but also to the subject being
recorded. Recorded videos had good picture
and audio quality. Also, users appreciated its
stand-alone, wireless quality. VieVu’ s
proprietary software proved to be user
friendly, enabling users to easily download
and store recorded videos. The back-end
software was provided to purchasing/testing
agencies at no additional cost.

Users of the VieVu PVR-LE2 experienced
several problems during the testing and use of the device. Users from Coeur
d’Alene Police Department disliked the PVR-LEZ2’s lack of still photo capability
and users from East Bay Regional Parks disliked the PVR-LE2’s lack of in-field
viewing capability. The Lake Havasu Police Department, an agency that
ultimately decided not to deploy the VieVu PVR-LE2, reported poor video quality
due to the unstable uniform mount, as well as poor perspective causing constant
blockage from arms and weapons being raised in front of the camera. The most
common problem with the PVR-LE2 was its potential lack of durability. Most
users reported that the clips used to fasten the device to the user’s uniform front
was broken easily and had to be replaced often. Users also stated that the
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cases on the devices split apart and the charging mechanisms did not function
correctly. A representative from East Bay Regional Parks reported that at least
one-third of all devices tested had to be sent back to the manufacturer due to
product defects. Although most agencies found the back-end software easy to
use, East Bay Regional Parks lost a large quantity of videos in the process of a
software update.

The Union City Police Department also tested the VidMic and the VieVu-LE1
before standardizing on the VieVu-LEZ2 for their patrol units. The Coeur d’Alene
Police Department tested and considered the Taser Axon, Teamintel and Digital
Ally FirstVu before standardizing on the VieVu-LE2 for their patrol units.

TASER AXON FLEX

Users of the Taser Axon Flex included Aberdeen Police Department, Polk
County Sheriff’s Office, Edmonton Police Service and Lake Havasu Police
Department. Users of the Taser Axon Flex found the device easy to use. Users
appreciated the various mounting options available to users of the Axon Flex,
particularly those mounting options on the head, which offered a recording from
the officer’s perspective. Users of the Taser Axon
Flex felt that the video and audio quality as well as
company support was excellent. Perhaps the most
commonly noted feature benefit of the Taser Axon
Flex was its recording buffer capability. The
recording buffer capability allowed users to capture
the critical events that occurred just prior to the
activation of the recorder. In the case of Lake
Havasu Police Department, while wearing the Taser
Axon Flex device, one user was involved in the fatal
police shooting of a suspect. A representative from
Lake Havasu police stated that having the video
evidence enabled the County Attorney to make a
quick determination of justification in the shooting.
One issue experienced by other agency users of the Taser Axon Flex was the
durability of the wiring between the controller and the camera. Users did state,
however, that Taser resolved the problem quickly.

Of all agencies that tested PVRD technology, the Polk County Sheriff’s office was
one of the few agencies in the Nation using devices in a custody or correctional
setting. The Polk County Sheriff's Office experienced a death in their jail facility
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one year prior to implementation of their PVRD program where their agency was
unable to fully defend their actions. Existing stationary surveillance cameras,
without audio recording capability, did not provide an encompassing perspective
of the incident. The biggest issue Polk County faced during implementation of
the PVRD technology was training officers to make sure they turned on the
cameras during critical incidents. The Polk County Sheriff's Office feels that the
use of PVRD technology has not only provided invaluable evidence against
allegations, but it has also improved officers’ critical thinking and decision
making.

Lake Havasu City Police Department tested VieVu and Vidmic PVR technology
prior to testing Taser but felt Taser’s head-worn perspective and buffering
capability was an important consideration. Aberdeen Police Department tested
VieVu prior to standardizing on the Taser Axon Flex. Refer to Attachment #8, for
additional information on the VidMic PVRD.

One of the most important findings generated through consulting with other law
enforcement agencies was the initial underestimation of the necessary back-end
management system. A representative from Edmonton Police Service reported
experiencing significant problems with back-end processes to manage the data,
difficulty minimizing the time officers spent uploading and managing files as well
as maintaining appropriate security and chain of custody for those files.

Agencies that are currently considering or are in the process of procuring PVR
technology include Mesa Police Department, Montgomery County Department of
Police, San Antonio Police Department and City of Phoenix Police Department.

Other PVRD Technologies

In addition to the VieVu PVR-LE2 and the Taser Axon Flex, several other PVRDs
were tested and evaluated by other agencies. For examples, several agencies
tested the VidMic PVRD, including Lake Havasu City Police Department, Union
City Police Department, Coeur d’Alene Police Department and Greenwood
Police Department. One advantage of the VidMic device is its ability to take still
photographs. Lake Havasu City Police Department reported that the lack of a
recording buffer as well as the lack of proper back-end storage
led to the decision not to use the VidMic device. Coeur d’Alene
also noted the VidMic’s lack of supporting software as well as its
tendency to break frequently. One of the most important factors
in Coeur d’Alene’s decision not to use the VidMic was that on a
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few occasions, the Motorola microphone that interfaced with the officers’ radio
transmission interrupted the officer’s radio and altered the officer’s voice to the
point his or her dispatch could not understand the transmission. (See Attachment
#9, VidMic Brochure)

Edmonton Police Service is currently using Reveal
Media's RS3-SX along with the Taser Axon Flex.
The Reveal Media device has posed the same
problems with back-end data storage and
management as the Taser device, making it
difficult to minimize time spent downloading and
managing files. Refer to Attachment #10, for
additional information on the Reveal Media PVRD.

Coeur d’Alene Police Department also tested and evaluated Teamintel and
Digital Ally FirstVu PVRDs. The Teamintel devices, including the Rattler and the
Scorpion, were extremely low cost but fell apart during testing. The memory is
low (2GB) and the battery only sustained 30 minutes of
recording. Additionally, the audio and video quality was
poor. Coeur d’Alene also tested the Digital Ally First Vu
device, which was a cumbersome unit that the agency felt
was better suited for mounting on something like a bicycle.

Refer to Attachments #11-14 for details on the CopVu,
Scorpion, Digital Ally FirstVu and StalkerVue Brochures.

PVRD DEPLOYMENTS SPECIFIC to JAIL FACILITIES

The Los Angeles County Sheriff's Department contacted various law enforcement
agencies across the United States who are using, or have used, PVRD technology in
patrol and/or a custody/corrections environment. The goal of this inquiry was to identify
strengths, weaknesses, best practices and costs associated with deploying PVRDs.
Additionally, the LASD sought valuable insight into PVRD related policies and video
retention standards established by other law enforcement agencies. Of additional
interest to the LASD was understanding the overall costs of ownership which agencies
often only realized after a full PVRD deployment.
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Executive Director of the CCJV, Miriam Krinsky, contacted the LASD and identified
three locations within the United States, which were reportedly currently utilizing PVRD
technology in custodial environments. Those agencies were identified as:

1. Cook County Sheriff's Office (CCSO)
2. Miami-Dade Sheriff’'s Office
3. Ada County Sheriff’s Department in Idaho

The LASD also identified two additional agencies, Polk County Sheriff’s in lowa, and
Sedgwick County Sheriff’'s Office in Kansas, who are also using PVRDs in a custody
setting.

Executive Director of the Cook County Department of Corrections, Daniel Moreci,
confirmed that they have deployed 30 PVRDs in their correctional facilities. He believes
the devices are a strong deterrent against inmate assaults on staff. The CCSO utilized
a strategic approach when they deployed these devices. CCSO identified several
locations within their correctional facilities where there was a high concentration of use
of force incidents and allegations of force. When officers equipped with the PVRDs
were concentrated in those areas, force incidents and complaints dropped dramatically.

The CCSO has utilized an “Event Based” deployment strategy in relation to activation of
the device. This strategy directs staff to activate the device prior to contacting inmates
known for assaultive and antagonistic behavior or in situations where the officer
believes a significant event is likely to occur. Although staff is given discretion, they are
strongly encouraged to activate the system should they encounter a situation that may
need to be documented. This activation strategy has been effective in empowering staff
to utilize the device to its fullest potential. The CCSO has not identified any issues
related to data management and have not had to supplement staffing to manage their
video data at this point. Given their limited deployment, however, they cannot forecast
the infrastructure needs and costs that would be incurred in a large scale PVRD
deployment.

Another agency identified as using PVRD technology was the Miami-Dade County
Sheriff's Office. It was determined that they do not utilize the technology at this time.
Executive Director, Timothy Ryan stated, “We are still using hand held (video recording)
devices, but we are exploring the possibility of PVRD technology in the future.”

Ada County Sheriff’'s Office (ACSO) was also identified as using PVRDs. Ada County
Sheriff’'s Office is the largest sheriff’s office in the State of Idaho. In 2012, they began
testing and evaluating the Taser Axon Flex PVRD. They purchased two (2) units to be
worn by field personnel. Upon conclusion of their limited test and evaluation, the PVRD
project managers recommended to their Sheriff that they discontinue the use of PVRD
technology. When speaking with the ACSO'’s project manager, Lieutenant Rajeev
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Sahni, he stated that in his opinion, IT support of a large scale deployment of PVRD
technology was “Unmanageable and cost prohibitive.”

ACSO noted several issues with the device and citizens’ reactions to the technology. It
was determined that citizens actually became increasingly agitated when they
discovered they were being videotaped. The data revealed that complaints were more
likely to increase if the officers continued using the PVRDs. Their research also
revealed that they were not capturing quality footage of citizen contacts because the
lens on the PVRD had a propensity to point downward, preventing the device from
capturing video of suspect’s faces, etc.

An additional issue experienced by the ACSO was the difficulty in data management.
The ACSO was forced to hire a full-time IT professional to manage the data produced
by the two devices. They were getting frequent requests from the District Attorney’s
Office in Boise requesting video evidence of incidents and were forced to supplement
staffing to handle the requests. Even with only two devices, they saw a need for full-
time management of the devices and data.

The LASD identified two other agencies that are currently utilizing PVRD technology in
custodial environments. The first is the Polk County Sheriff's Department (PCSO). In
July 2011, they purchased 15 Taser Axon Flex PVRDs for exclusive use by their “Utility
Response Teams” within their detention facilities. The response teams are used for
problematic issues, which may arise in the county jail. Polk County Sheriff’'s
Department employs 456 personnel and houses approximately 800-900 inmates in their
detention facilities at any given time.

Lastly, the Sedgwick County Sheriff's Department (SCSO) initiated implementation of a
PVRD program in 2009 by deploying this technology in their detention centers. They
purchased 15 VieVu devices, which are deployed exclusively by supervisors. The
SCSO have concluded that the use of the devices by supervisors within their detention
center is invaluable and extremely cost effective. Supervisors found the device user
friendly and unobtrusive. Since deployment of the PVRDs, the SCSO has seen a
marked reduction in complaints against staff. The most important benefit was
determined to be the video evidence collected in assaults against staff, which has
helped to effectively prosecute these cases.

Outside Police Agencies — PVRD Deployments

Pursuant to this analysis, 36 law enforcement agencies, which have utilized, tested or
are currently deploying PVRDs, were queried. A matrix was prepared reflecting the
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Aberdeen Police Department

Ada County Sheriff's Office

Allen County Sheriff’s Office
B.A.R.T. Police Department
Brentwood Police Department
Burnsville Police Department
Campbell Police Department
Coer D'Alene Police Department
Cook County Sheriff's Office

10 Coronado Police Department
11.Danville Police Department
12.East Bay Regional Parks Police Depart.
13.Edmonton Police Department
14.Fort Worth Police Department
15.Greenwood Police Department
16.Johnson County Sheriff's Office
17.Lake Forest Park Police Department
18.Lake Havasu Police Department
19.Los Angeles Police Department
20.Marine Police Department
21.Mesa Police Department
22.Miami-Dade County Sheriff's Office
23.Modesto Police Department
24.Mountain View Police Department
25.0akland Police Department
26.Palm Beach Sheriff's Office
27.Phoenix Police Department

28. Pittsburgh Bureau of Police
29.Polk County Sheriff's Department
30.Post Falls Police Department
31.Rialto Police Department

©o N~ ®ODE

32.San Bernardino County Sheriff's Depart.

33.San Jose Police Department
34.Sedgwick County Sheriff's Department
35.Union City Police Department
36.Vallejo Police Department
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varied experiences of each agency (refer to Attachment #15). Reports reflecting
information on each agency are detailed in the following attachments:

Attachment #16
Attachment #17
Attachment #18
Attachment #19
Attachment #20
Attachment #21
Attachment #22
Attachment #23
Attachment #24
Attachment #25
Attachment #26
Attachment #27
Attachment #28
Attachment #29
Attachment #30
Attachment #31
Attachment #32
Attachment #33
Attachment #34
Attachment #35
Attachment #36
Attachment #37
Attachment #38
Attachment #39
Attachment #40
Attachment #41
Attachment #42
Attachment #43
Attachment #44
Attachment #45
Attachment #46
Attachment #47
Attachment #48
Attachment #49
Attachment #50
Attachment #51



District Attorney Offices — PVRD Deployments

Two district attorney offices, Dakota County and South Dakota State Attorney’s Office,
were contacted which have had experience with the use of PVRDs by law enforcement
agencies in their jurisdiction. Representatives from both district attorney offices
indicated they have been impressed with the introduction of video and audio evidence
introduced by the use of PVRDs. As an example, one prosecutor noted that a judge
stated that it was the “most powerful evidence” he has ever seen.

The South Dakota State Attorney’s Office stated there have been some problems with
the use of the PVRD. The video does not capture a lot of detail if the setting is dark. At
night, it is hard to discern the actions of some people. A significant problem for the
prosecutors has been that the PVRDs used only record 30 minute long videos, which do
not always capture the events in their entirety.

The South Dakota State Attorney’s Office representative, LASD spoke with, indicated
that she has never had defense counsel challenge her on the authenticity of the PVRD
recordings. This prosecutor stated that she has seen positive results in criminal
proceedings, especially those involving domestic violence. The recorded videos have
helped the victim recall the level of violence he/she encountered by their spouse during
the night in question. Accordingly, more plea deals are successfully completed prior to
atrial. She also recounted several instances where the PVRDs videos exonerated
police officers in civil litigation matters.

A detailed report of interviews with District Attorney Offices regarding the use of PVRDs
is listed on the following attachments:

e Dakota County Attorney's Office Attachment #52
e South Dakota State Attorney's Office Attachment #53
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CHAPTER VII: LEGAL CONSIDERATIONS

The implementation of a PVRD program should be vetted through numerous legal
channels to ensure the deployed system does not incur unwarranted or superfluous
legal liabilities. Although the LASD has deployed fixed infrastructure surveillance
systems for years, the added capabilities of the PVRD system creates additional
challenges.

Fixed infrastructure video surveillance cameras are set up to record a predefined view,
generally with the full knowledge of relevant staff. Additionally, the fixed surveillance
cameras are typically equipped with video capabilities and no audio, largely due to a
respect for privacy rights.

The deployment of PVRDs provides a unique capability by

which video and audio recordings are captured and eventually o
downloaded into department stir age servers. The capability /\

to capture audio provides the ability for the PVRD device to ' \
not only record video within the view of the cameras, but also /LL
provide audio recordings of an incident, which may be out of

view of the camera, and nowhere near the recording device. .
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Additionally, a PVRD device is generally located on the person of a user and is
frequently moved to new locales as the person walks throughout a facility. This
movement ensures that the view of the camera is constantly changing and makes it
nearly impossible for employees to be fully aware of when a PVRD recording device is
near them. Obviously, a reduction in the expectation of privacy in non-law enforcement
activities can result. Listed below are examples of potential areas of concern with
regards to privacy,

e HEALTH INSURANCE PORTABILITY AND ACCOUNTABILITY ACT (HIPAA) — The LASD
has an extensive medical and mental health department, which services up to
20,000 inmates. The use of video and audio recording devices in the custody
clinics and other medical areas could raise challenges for the medical community
relating to sensitive or confidential medical information.

e ATTORNEY/CLIENT PRIVILEGE — This is a legal concept that protects certain
communications between a client and his or her attorney and keeps those
communications confidential. Each custody facility has an “Attorney Room”
where attorneys meet with their inmate clients. All communications during this
scenario are privileged and confidential. During these meetings, deputies are
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tasked with providing security for the inmates and attorneys alike. With the use
of PVRDs, it is possible that a video and/or audio of an attorney/client
communication could be captured. It is probable that an attorney will then sue in
an attempt to have the recorded video and audio footage destroyed.

PASTOR/PENITENT PRIVILEGE - The priest/penitent privilege, also known as

the clergy privilege provides for the protection of privileged communication
between the clergy and a penitent. Numerous members of the clergy have
access to numerous areas in the custody facilities and interact daily with inmates.
Due to the mobile nature of PVRD employments, it is conceivable that a PVRD
device could capture incriminating information or confessions during a verbal
conversation between a member of the clergy and the penitent inmate.

LockER ROOM/RESTROOM — Due to the body worn configuration of the PVRDs, it
is highly likely the user will wear the PVRD system, when they enter a restroom
or locker room facility. In such cases, there exists a real possibility that a PVRD
may be turned on or left on inadvertently thereby recording the activities of a
person(s) while in the restroom. Obviously, such activities have no inherent
evidentiary value and it is extremely likely that the person(s) who are recorded in
such a compromising position will demand to have that portion of the recorded
video deleted from department video storage servers. Procedures and protocols
should be considered to provide the ability for a Watch Commander to document
and delete such portions of video.

DELETION OF VIDEO — There may be times when video is recorded, via the use of
PVRDs, which encroaches upon significant privacy issues. Such cases are
exemplified, in the examples listed above, such as inadvertently recording a
person in the restroom, privileged communication between an attorney and a
client, etc. Protocols should be set into place where a Watch Commander would
have the ability to review such videos, make a determination if they in fact
recorded a privileged or private communication/occurrence, document the
reasoning and delete only the portion of the recorded video in question. Without
this mechanism set into place, it is conceivable that there will be considerable
resistance and potential class action lawsuits from employees, unions, attorneys,
etc.

RECORDING EMPLOYEES — The use of the PVRD must be in compliance with all
state and federal privacy laws. California Penal Code Section 632 prohibits any
individual from surreptitiously recording any conversation in which any party to
the conversation has a reasonable belief that the conversation was private or
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confidential, however this penal section expressly exempts law enforcement from
this prohibition during the course of a criminal investigation. There may be
occurrences where a peace officer surreptitiously records another during a non-
law enforcement action/event while there is an expectation of privacy. Under
such circumstances, such a recording could be a policy violation and potentially a
criminal violation. A training regime must be established which identifies legal
and policy parameters for PVRD users.

RECORDING SUPERVISORS — With a large-scale implementation of PVRDs, line
level personnel will be wearing recording devices, which can be easily activated
as needed. It is possible that an employee may wish to active a PVRD recording
device while interacting with a supervisor. Under such circumstances,
surreptitiously recording a conversation with a supervisor may be a policy
violation and potentially a criminal act. However, in the future, an employee may
notify a Supervisor that they have a PVRD and it is their intent to record a
conversation. Such a scenario could occur during a verbal counseling session,
discipline, performance evaluation, etc. Policy and protocols will have to be
established which address such a scenario. The Miami-Dade Police Department
looked into the deployment of PVRDs; however, this agency elected not to
deploy this technology because the police unions wanted to have the ability to
record conversations with police supervisors. Refer to Attachment #37 for
details.
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CHAPTER VIII: POLICY CONSIDERATIONS

Personal Video Recording Device (PVRD) technology is currently deployed by
numerous law enforcement agencies with numerous disparate policies governing
their deployment and use. There are numerous issues and perspectives to consider
when creating and implementing policies for the use of PVRDs. Important
considerations include, but are not limited to, the perspective of affected employee
unions, voluntary versus mandatory wear, the creation of PVRD Quality Assessment
Audits and PVRD activation methodologies.

Unions

Due to the large-scale deployment of personally worn surveillance cameras, by
department employees, numerous unions should be consulted from the onset of
this project in order to reduce any variables, which may negatively impact its
successful implementation. The purpose of such discussions is to help reach a
consensus with affected unions and help ensure the unions become
stakeholders in the successful deployment of PVRDs. There are three primary
law enforcement unions affected (listed below) as well as at least six civilian
unions, which may request input in any potential polices and/or operational
procedures proposed in a custody environment.

Generally, unions representing involved law enforcement officers (PVRD end-
users) may want involvement in the creation of policies pertaining to the
deployment of PVRDs. Employee unions for non-sworn employees may interject
themselves into the development process due to potential privacy concerns for
their non-sworn union members. Issues may arise as to privacy expectations of
non-sworn personnel who are situated near a deputy video recording a routine
occurrence in the jail without the knowledge of the non-sworn party (for example:
two nurses having a personal conversation in close proximity to a deputy
equipped with a PVRD).

A strategic development of a PVRD deployment should involve communication of
all involved unions to include, but limited to the following:
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Affected Law Enforcement Unions

1. Association for Los Angeles Deputy Sheriffs — ALADS
2. Los Angeles Sheriff’'s Professional Association — LASPA
3. Professional Peace Officers Association — PPOA

Affected Non-Law Enforcement Unions

1. UAPD (Union Of American Physicians And Dentists)

2. AFSCME Council 36 AFLCIO American Federation of State,
County and Municipal Employees

3. Cape California Association of Professional Employees

4. International Union of Operating Engineers Local 501

5. Los Angeles County Building and Construction Trades Council
AFL-CIO

6. Service Employees International Union SEIU LOCAL 721

With the introduction of PVRD technology into the workplace, the LASD
Commander’s Management Task Force (CMTF) has been in contact with several
potentially affected unions, to include ALADS, regarding policy concerns.
Although unions do not write or dictate policy it is important to openly discuss any
concerns the union organizations may raise in order to coordinate a more fluid
PVRD implementation.

Pursuant to an initial meeting with ALADS, a representative of the Union
indicated ALADS was potentially not opposed to the use of PVRDs in Custody
Division. A significant concerns for ALADS was the lack of durability and/or lack
of ease of use in regards to the PVRD devices. ALADS indicated their concern
was that a deputy sheriff would attempt to activate a PVRD, under stress during
a use of force, and the PVRD would not be operational or has some type of
malfunction. Their concern was the deputy sheriff would be accused of
intentionally not activating the device prior to a significant event and then could
incur discipline. ALADS is currently preparing a letter to LASD dictating their
official position on the deployment and use of PVRD technology.
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Voluntary Versus Mandatory Wear

The previously described LASD PVRD T&E was conducted on a voluntary basis
for six months. All deputy sheriff personnel volunteered to utilize the PVRD and
wear it throughout the duration of their shift. During this time period, the ALADS
Union disseminated a Union bulletin to deputies at MCJ and TTCF emphasizing
that the use of PVRDs was strictly voluntary (Refer to Attachment #54 for
details). As a result, of this bulletin, large numbers of department personnel
opted not participate in the T&E of the PVRDs.

As a PVRD deployment is initiated and expanded, PVRDs will inevitably be
issued to department personnel who may not want to utilize or wear the device.
Policies and best practices will need to be established which address this issue.
This is a critical issue as identified by numerous law enforcement agencies,
which have deployed PVRDs in the past. Specifics of their experiences with
PVRD technology are detailed in Attachments #16-53.

Quality Assessment Audits (QAA)

The Los Angeles County Sheriff's Department prides itself upon its
implementation of the Core Values as a guiding principle in the way department
personnel interrelate to the County’s population. The Core Values specifically
designate respect, dignity, integrity and fairness as key traits for department
personnel.

Both the public and private sectors have long utilized audits and surveys to assist
in determining the effectiveness of their product and their personnel service as
perceived by their customers. Law enforcement agencies, including the Los
Angeles County Sheriff’'s Department, have used similar programs to measure
the quality of products and performance in their personnel’s daily activities.

Despite the fact that PVRD technology has been helpful in many instances, every
technology has limitations. The continuous value of the PVRD technology will be
dependent on maintenance of the device and an audit to ensure the device is
operating properly. Consideration should be given to implementing random
technology Quality Assessment Audits (QAA) to assess the functionality of each
device and its operational use.

Also, it is recommended that the PVRD policy dictate random personnel Quality
Assessment Audits take place by supervisors. Such arbitrarily reviews of
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recorded video would help ensure conformance with established policies,
procedures, legal statues, and the Department’s Core Values. The ability to
capture high definition video footage to support or refute action(s) taken by
personnel would be the goal of the QAA.

Internal audit managers should be responsible for assessing the content of the
PVRD. In addition to evaluating video capability, the assessments will monitor
personnel’s tactical communication, policy adherence, compliance with the Core
Values and force application in the custody facilities. The audit managers shall
be responsible for conducting audits and providing recommendations to
strengthen PVRD proficiency and improve the overall performance of LASD
personnel. The overall mission of the QAA shall be to address potential risk
management issues, improve tactics and appropriately monitor the custody
environment. A key component to the QAA is to extract feedback from operators
and supervisors. It will be the objective of the program to create an environment
that will elicit comments from personnel at various ranks in order to evaluate the
program from the perspective of the operator, supervisor and audit manager.
The audits should be random to ensure fairness and to avoid a predictable audit
assessment pattern. Policies should be developed to establish the parameters,
protocols and practices governing these audits.

PVRD Activation — Considerations

Activation of any law enforcement related technology requires consideration of
tactical necessities. The dynamic nature of force incidents requires split second
decision-making and confidence in the utilization of defensive equipment.
Utilizing a PVRD is a similar perishable skill that requires keen tactics and
optimum functionality of the device. Because of this, the PVRD policy, as with all
policies, should serve as a guideline, recognizing that there may be inadvertent
deviations from the policy due to unintentional reactions during dynamic high
stress situations and defective devices.

The PVRD policy must include application-of-force training with the device, to
ensure successful use of the PVRDs under stressful conditions such as use of
force situations in the jail. This training must be rigorous and ongoing in order to
develop muscle memory to help increase the likelihood of activation of the device
under sudden and dynamic conditions.

The PVRD policy must also take into consideration the limitations of the
technology, such as limited and easily-obstructed view, and reasonable
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limitations on the use of the technology, such as privacy considerations for the
wearer and the individuals who are recorded.

PVRD Activation — Use and Methodology Options

A strategic activation methodology of PVRDs is necessitated due to limitations in
technology, PVRD capability and infrastructure capabilities. The intent of a PVRD
deployment is to equip all relevant department personnel with PVRDs in order to
document high liability actions and to prove/disprove the veracity of allegations.
There are three distinct options, which may be utilized:

PVRD - Non-stop Recording of Entire Shift

Most PVRDs can be set to record continuously until they are shut off. This
method appears to be largely unfeasible due limitations in PVRD technology.
When considering an 8-hour shift as a baseline standard for a PVRD user,
power and video storage limitations of the PVRDs generally preclude this
method of deployment. Generally, PVRDs are designed to be extremely
compact in order to maximize comfort and long-term usability of the product.
As a result, PVRDs are limited in power and data storage capabilities.

Numerous PVRDs are designed to provide a maximum of four hours of
recording time due to battery and data storage limitations. After the battery
power is expended, the PVRD must be charged for a period of more than
three hours to ensure the device is serviceable for use. It would not be in the
best interest of LASD to require personnel to record only the first four hours of
their shift while leaving critical incidences unrecorded for the remainder of
their time on duty.

Other PVRD solutions may have the ability to record an eight hour shift,
however, the costs of video storage and infrastructure upgrades may exclude
this as an option. Storage and infrastructure costs are discussed in detail in
Chapter 12, “Cost.”

Of additional concern, is the operational impact to the affected unit. MCJ

employs up to 150 deputy personnel in one 8-hour shift. If all 150 MCJ
personnel recorded 8 hours of video, it would equate to 1,200 hours of video
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which must be downloaded to LASD video storage servers at the end of each
shift. If 150 deputies attempted to download 8 hours of recorded video
footage onto the LASD computer network simultaneously, it may have a
severely negative impact on the speed of network. Such a large amount of
video (1,200 hours), would take a minimum of 3 hours to download to
department servers. Additionally, PVRD users should be responsible for
ensuring the recorded material on each PVRD is downloaded to the secure
network storage facility prior to the end of their shift. The larger the video size
file, the more time a PVRD user will need prior to the end of their shift to
administratively download recorded material.

PVRD - Intermittent Manual Activation

All PVRDs researched, have the capability of being turned on and off
intermittently/manually by the individual deputy wearing the device.
Manual activation allows the PVRD user to extend the battery life of each
device to ensure the potential recording of all relevant incidences on
video.

Manual activation does have its drawbacks. Requiring a user to manually
activate the PVRD necessitates a person(s) to have the presence of mind
to activate the device PRIOR to any high liability action or act. Often
times, this can be done through appropriate training and/or changes in
policy. However, it is unrealistic to expect a user to always activate a
PVRD during sudden, highly stressful and rapidly unfolding events. For
example, if a suspect or inmate(s) attacks a peace officer, it may be
unrealistic and unsafe for the peace officer to activate the PVRD prior to
defending himself/herself. Additionally, under this same scenario, the
peace officer may activate the device AFTER the suspect or inmate had
attacked and conceivably the only video footage captured provide a
segmented and inaccurate representation of the events as they had
occurred.

PVRD - Recording Buffer Capability
All tested PVRDs have the capability to record continuously for up to four

hours and/or be used intermittently (via manual activation) throughout the
duration of an entire eight hour shift.
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Some PVRDs also have a capability referred to as a recording buffer. The
recording buffer operates under the same principle as TiVo television DVR
technology. Such PVRDs can be set to continuously record in a buffer
setting for up to thirty seconds on a temporary memory. This means such
a PVRD is continuously recording over itself for a thirty second period.
When a peace officer manually depresses the record button, the PVRD
saves the thirty seconds of video BEFORE the peace officer had
depressed the button and then continues to record in live time (video and
audio) until the unit is shut off. This capability is critical as it conserves
battery power, PVRD memory storage and infrastructure downloading
capabilities while still allowing the majority of potential force incidences to
be recorded in their totality regardless of whether the peace officer
activates the recording device before or after the event.

With the use of a recording buffer capability, a peace officer can be
unexpectedly attacked, defend himself/herself, place a suspect or inmate
in handcuffs and then turn on the PVRD recording device after the event
while still capturing the entire use of force and the critical incidences
preceding it. It is important to note, recording the events preceding a use
of force is often more important to record than the use of force itself. The
events preceding a use of force provide a peace officer the justification
and legal standing to utilize the appropriate level of force as dictated by
legal statutes, department policy and the level of threat posed by an
inmate or suspect.

Outside Agencies - PVRD Policies

There are many critical factors to consider when implementing PVRDs. The creation
and implementation of an encompassing policy is one of the most important.

Several police agencies that use PVRDs were surveyed regarding their agency’s
related policies. A total of 24 police agencies participated in the survey and provided
a copy of their PVRD policies. The police agencies which provided information
pursuant to the policy related questions are as follow:

a b ownhpeE
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Austin Police Department Attachment #55
Aberdeen police Department Attachment #56
Bainbridge Island Police Attachment #57
Chesapeake Police Department Attachment #58
Coer D’Alene Police Department Attachment #59



6. East Bay Regional Parks Police Department Attachment #60
7. Fort Worth Police Department Attachment #61
8. Lake Forest Park Police Department Attachment #62
9. Lake Havasu Police Department Attachment #63
10. Marine Police Department Attachment #64
11.Mesa Police Department Attachment #65
12.Modesto Police Department Attachment #66
13.Oakland Police Department Attachment #67
14.0Ocala Police Department Attachment #68
15.0wasso Police Department Attachment #69
16.Phoenix Police Department Attachment #70
17.Pittsburgh Bureau of Police Attachment #71
18.Polk County Sheriff's Office Attachment #72
19.Post Falls Police Department Attachment #73
20.Rialto Police Department Attachment #74
21.San Francisco Bay Area Rapid Transit Attachment #75
22.Sedgwick County Sheriff’'s Office Attachment #76
23.Union City Police Department Attachment #77
24.Vallejo Police Department Attachment #78

A matrix was created in which the below listed questions were asked of each
responding agency:

1.
2.

8.

9.

Does your agency have a PVRD policy?

Is your officer required to download every video or does the officer have
discretion as to which videos he or she downloads?

What is the video retention time frame for routine video or video without any
significant value?

What is the video retention time frame for videos of interest? These videos
include use of force and contacting a citizen who habitually files complaints
against police officers.

Do your officers decide which videos to retain?

Does your agency allow your officers to view the video prior to writing a
report?

What rank is allowed to view the video?

Does your agency allow for immediate discretionary deletions of video
recordings? If so, what rank approves the deletion?

What rank is allowed to delete recordings?

10. Does your agency require your officers to record all contacts with citizens?
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11. Does your agency perform audits of your officer’s video to ensure
professional conduct by your officers?

12. Does your agency allow the public to view officer’s video recordings upon
request?

The matrix consolidated all responses into one document. After analyzing other police
agencies’ polices, numerous patterns emerged from a variety of police agencies
nationwide. Refer to Attachment #79 for detalils.

The answers to the above questions varied from agency to agency. However, there
was a strong consensus surrounding one particular question: “Does your agency allow
your officers to view the video prior to writing a report?” Each agency indicated they
allow their officers to review their video prior to writing a police report.

Percentage of agencies allowing user
review of video

MYes No wuwUnspecified Withsupervisorapproval

49, A%

Table 9 Percentage of Agencies Allowing Users to Review Video

As mentioned in Chapter V in the section titled, “The PVRD Perspective”, during highly
tense and dynamic situations officers may not remember events clearly because of the
effect stress has on one’s brain. The phenomenon is thoroughly discussed in Chapter
XVIII, “The Human Factor.” Transparency is important but during stressful situations an
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officer can suffer from tunnel vision amongst other sensory symptoms and it is important
to recognize this and create policy which takes this into consideration. This is an
important policy to consider when creating PVRD policy.

Respondents to the survey indicated they allow the line level officer or deputy sheriff to
view recorded video. This information is referenced in the following table:

Rank permitted to view video

 User and above i Supervisor only u Unspecified

49%, 7

Table 10 Rank Permitted to View Video
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Respondents all provided information on their agency policies pertaining to the storage
and retention of routine video as indicated below:

Retention of Routine Video

More than 365~ “ndefinite

days
9%

Table 11 Retention of Routine Video

With the implementation of a PVRD deployment at LASD, a comprehensive LASD
policy needs to be implemented in order to provide guidance and establish parameters
in the use of PVRDs by department personnel. Sample verbiage for a potential LASD
PVRD policy has been created. Refer to Attachment #80 for details.

The current LASD video policy (5-05/100.00 Video Recording Procedures) does not
specifically address PVRD deployments. Refer to Attachment #81 for details.
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CHAPTER IX:INFRASTRUCTURE / VIDEO STORAGE CONSIDERATIONS

Storage of digital video evidence, recorded via the use of Personal Video Recording
Devices (PVRD), will be regionalized in order to reduce costs. This cost reduction will
be achieved by sharing infrastructure resources between LASD custody facilities that
are geographically adjacent to each other. Depending upon the size, scope and
retention policies for the PVRD deployment, the following Custody Division regional
video storage centers would need to be established:

1. Pitchess Detention Center — Video Storage Center
The Pitchess Detention Center, Data Center will provide PVRD video storage to
the following custody facilities
e NCCF - North County Correctional Facility
e PDC - East Facility
e PDC - South Facility to include the South Annex

2. Twin Towers Complex Video Storage Center
The Twin Towers Complex Data Center will provide PVRD video storage to the
following custody facilities:
e MCJ - Men’s Central Jail
e |RC - Inmate Reception Center
e TTCF - Twin Towers Correctional Facility

3. Century Regional Detention Facility Video Storage Center
Due to the remote geographical location of Century Regional Detention Facility
(CRDF), this facility will utilize its own data center.
e CRDF

4. Mira Loma Detention Center Video Storage Center
Due to the remote geographical location of the Mira Loma Detention Center, this
facility will utilize its own data center.
e MLDC

The peak numbers of personnel transferring recorded video data back to the regional
data centers were used to estimate the number of video storage servers needed to
process the information and manage the recording in the video storage media. The
video servers are required to index the data and manage the SQL database. The
amount of necessary storage capacity at each data center was calculated by estimating
the amount of video storage for a period of two years (24 months) from all custody
facilities within the regional area, which each data center would service.
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Although it is not recommended for larger scale use, some vendors offer “Cloud
Storage” solutions for video storage. The vendors have quoted a rate for storage of
video per year and an estimated cost for cloud storage was determined utilizing the
estimated storage requirements for custody facilities. In addition to storage fees
generated by the vendor(s), additional subscription costs of $4000/ month per site
would be necessary in order to provide enough bandwidth for data to be uploaded to the
vendor(s) cloud.

The data storage estimates reflected in this analysis include a cost for two different
sizes of data storage. Both types of storage are scalable and an effort was made to
meter the size of the storage solution as closely as possible to the projected storage
need. Because of scaling limits, the larger system, which is more costly was utilized for
storage needs of 360 terabytes and greater. The infrastructure to support the larger
storage solution was also scaled up to support the hardware needs which increased the
cost of the overall storage solution. In all instances where storage needs were
projected to be less than 360 terabytes, a smaller and more cost effective storage
solution was utilized. With the lower bandwidth necessary, the ability to reduce
infrastructure costs related to storage was maximized and a significantly lower overall
storage solution was utilized.

Due to the potential for civil litigation in federal court (i.e., personal injury causes of
action), the minimum retention period for surveillance videos is currently twenty-five (25)
months. This period of retention for the video may be extended if the County is
provided notice regarding any potential criminal or civil litigation regarding any matter.
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CHAPTER X: PVRD DEPLOYMENT OPTIONS

The deployment of any new technology within a public agency is often a challenging,
complicated and costly process. Countless factors need to be researched, policies
created and the operational impact must be considered. This analysis took into
consideration the eight LASD custody facilities, personnel assigned to Custody Division,
existing network infrastructure and numerous cost indexes in order to develop 108
PVRD deployment options for consideration. Each deployment option took into context
the following considerations:

e Type of PVRD deployment to be implemented
e When PRVD devices are to be activated

e Projected quantity of recorded PVRD hours

e Potential locations of a PVRD deployment

e How recorded PVRD video is to be stored

e Related costs

Three primary categories for a PVRD deployment were developed which dictate which
positions would be assigned a PVRD. Two categories were developed which would
dictate how or when the PVRD would be activated and three classifications were
developed which dictated where the recorded video would be stored. Varying
combinations of these three factors produced a variety of options. Numerous options
were developed and are presented below.

The three primary PVRD deployment categories that dictate where and/or which
personnel are issued a PVRD are Full Deployment, Strategic Deployment and a
Sergeants Only Deployment. Each category is defined as follows:

Full Deployment

A Full Deployment is defined as all relevant line personnel being equipped with a
PVRD device throughout the duration of their shift. A Full Deployment provides
the greatest saturation of PVRDs in use in a given facility but has the highest
cost due to the large number of PVRDs and requisite supporting infrastructure.
This deployment will encompass the following:

e Sworn Only — Refers to all line level Sergeants, Bonus Deputies and
Deputy Sheriffs working at the assigned Custody Facility.
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e Sworn & Custody Assistants - Refers to all line level Sergeants, Bonus
Deputies, Deputy Sheriffs and Custody Assistants working at the assigned
Custody Facility.

Strategic Deployment

A Strategic Deployment includes deputy sheriffs in key positions, custody
assistants in key positions and all line level sergeants. Key positions in each
facility were identified which have been identified as high liability and/or
historically produced high levels of force.

An analysis was conducted in areas within each LASD custodial facility that
recorded the highest numbers of applications of force during a five-year period
(Refer to Attachment #82). Although there may be many variables responsible
for an application of force, the data suggested that an inmate’s classification
and/or security level may be a significant indicator of the propensity to
necessitate the use of force. However, due to the constantly changing needs of
the individual facilities over the past five years, many modules, dorms, barracks
or pods may have been re-organized to house a different classification and/or
security level of inmates. Since most force application incident data was
correlated to a location in the jail (by module, dorm, barrack, or pod), but had not
been routinely tagged with the inmate classification or the current security level
assigned to that location at the time of the incident, it is extremely difficult to
statistically demonstrate such a correlation.

As a reference, the more recent force statistics, incorporating the time period
between June 2011 to June 2012 (Refer to Attachment #83), were utilized to
ensure more effective implementation of a Strategic Deployment. Of note is that
Attachment #82, which depicted the most applications of force from 2007-2012,
was very similar to Attachment #83 which is a more recent and smaller set of
metrics. Based on this analysis, it may be asserted that the locations in
Attachment #83, are those which are currently experiencing a high propensity for
applications of force, may best identify the department’s minimum needs in order
to reduce false allegations and manage risk due to applications of force.

An analysis was conducted which identified key positions in each custody facility,

which have historically displayed elevated incidences of force. These positions
were documented and noted in Attachment #84.
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In addition to the locations identified in Attachment #84, other key locations in
specific facilities have areas which may provide an added exposure to higher
liabilities based not only on use of force history, but also on high inmate traffic,
special housing of inmates with mental conditions, areas with high frequency of
public contact, high-profile inmate housing and other unique characteristics of
certain custody location.

The Strategic Deployment option is divided into three phases as follows:

e Strategic Deployment Phase | — Encompasses 25% of the most important
positions identified in Strategic Deployment Phase llI.

e Strategic Deployment Phase Il — Encompasses 50% of the most important
positions identified in Strategic Deployment Phase Il

e Strategic Deployment Phase Ill — Encompasses all line level Sergeant
positions, as well as all Deputy Sheriff and Custody Assistant positions which
have historically had high levels of force or are considered potential high
liability locations.

These areas were identified at the below listed facilities and additional PVRDs
are recommended to be deployed in order to supplement a Strategic
Deployment. These specific areas are listed in Attachment #85 and below:

Men’s Central Jail:

Although the application of force has declined dramatically in the past
couple of years in the MCJ main clinic, the hospital units, visiting and 1750
module, are areas of concern due to the various issues that have the
potential to arise in the future. The locations identified below at MCJ have
a high liability and history of uses of force:

e 2000 Hallway — Numerous applications of force occur due to the
declassification of inmates.

e Propria Persona (2500/2700 Module) — The inmates who represent
themselves in court without an attorney by order of the court have
historically been a risk management issue due to the high number
of complaints and allegations made.

e 3100/3300 Module and 3000 Hallway - K-10 (inmate who is
classified as a “keep away” from other inmates for security
concerns) inmates are housed on this floor in addition to the
numerous issues resulting from declassification measures.
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e 6000 Hallway / Clinic — A high traffic area and the location within
MCJ that inmates receive treatment, especially following an
application of force.

e Parole Hearing, Visiting Center, Front Lobby and Attorney Room
areas — MCJ had several significant incidents occur between staff
and attorneys and/or the public over the last couple of years, which
could have been resolved if there had been video and audio from
the incidences.

Inmate Reception Center:

Although the application of force has declined in the past couple of years,
the court lines and custody lines, at the old side of jail, are considered
areas with high inmate contact and thus have high potential for an incident
to occur. The areas identified below at IRC have a high liability and
history of uses of force:

e Booking and Reception — According to the IRC management, these
areas are most liable to an application of force due to the
“behavioral factor”. Inmates are unhappy due to being incarcerated,
an undesirable court outcome, etc. In addition, inmates processed
in these locations may have mental health issues.

Twin Towers Correctional Facility — Correctional Treatment Center:

Due to the nature and type of inmate admitted to the Forensic Inpatient
Program and their unpredictable and sometimes violent tendencies, it may
be important to manage risk here by equipping deputy personnel with
PVRDs to augment the fixed camera system already in place. The areas
identified below at TTCF have a high liability and history of uses of force:

e 171/172 Modules — According to TTCF management, the
inmates/patients with the most severe mental health conditions are
housed in this location and are unrestrained.

e 161/162 and 151/152 Modules - As the conditions of the
inmates/patients improve (per Department of Mental Health) they
are moved from the 7th floor to the 6th, 5th, etc. in a “step-down”
program.

e 132 - The inmates housed in this location are classified as having a
maximum-security level (8). This level is comprised of extremely
serious felony crimes.
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e CTC 342 — The Correctional Treatment Center also houses
mentally ill inmates/patients and includes services such as FIP (the
International Pharmaceutical Federation), which are provided by
the Department of Mental Health.

Century Regional Detention Facility:

The areas identified below at CRDF have a high liability and history of
uses of force:
= Booking and Reception — According to CRDF management, these
areas are most liable to an application of force due to the
“behavioral factor”. Inmates are unhappy due to being incarcerated
and returning after unfavorable court outcomes. In addition,
inmates processed in these locations may have mental health
issues.
= Discipline (1600 Module) — Inmates housed in this location have a
history of insubordination and/or assaultive behavior.
= Mental Health (2300/2region & 3100/3200 Module) — Inmates
housed here have been identified as having mental health issues.
For obvious reasons, the risks associated with mental health
patients in a custody environment warrant the use of PVRD’s.

Pitchess Detention Center - South Facility:

Both the Eddie and Adam compounds (inmate housing dorms) must be
considered due to the higher numbers of reported force and inmate-on-
inmate racial tensions, which have led to numerous riots in the past.

Sergeants Only Deployment

The Sergeants Only Deployment equips all line level Sergeants in Custody
Division with a PVRD recording device. Sergeants are tasked with directly
supervising all deputies, custody assistants and other civilian personnel in a
custody environment. Pursuant to MPP 5-05/090.05 (Handling Insubordinate,
Recalcitrant, Hostile, or Aggressive Inmates), personnel are required to summon
a Sergeant when dealing with inmates who are aggressive, resistive or defiant.
As aresult, Sergeants are often the first responders to incidents which could
develop into a violent confrontation. (Refer to Attachment #6)
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The Sergeants Only Deployment equips every line level Sergeant in Custody
Division with a PVRD. The Sergeants are expected to respond to potential
incidents and activate their PVRD as dictated by policy.

PVRD Activation Options

Two PVRD activation methods were identified as “Constant On” and “Event Based.”
These activation methods are defined as:

Constant On — This activation method dictates the PVRD is activated at the
onset of a shift and left recording throughout the duration. The PVRD would then
be turned and downloaded at the shift’'s conclusion. In this deployment, the
PVRD can only be turned off when a PVRD user is not involved in the course of
their duties (i.e. break, restroom, etc.). This method of use will create the
maximum amount of recorded media and will potentially be the most cost
prohibitive. Additionally, this method of activation will potentially create the
greatest resistance from Unions and other advocates for privacy issues.

Event Based — This activation method dictates the PVRD is activated only in
instances dictated by policy or if the PVRD user feels it will be a benefit to the
Department. This activation method greatly reduces the amount of recorded
media which will need to be stored and proportionally decreases costs for
storage. This activation method provides the greatest ability for PVRD users to
ensure privacy concerns are mitigated due to the ability for the user to turn the
PVRD on/off as required. The disadvantage to this method is that it relies upon
the PVRD user to activate the PVRD as needed. Additionally, this method may
not record suddenly evolving incidents which spontaneously occur. As a result,
some incidents may not be captured on the PVRD.

Policies would need to be created which clearly articulate when the PVRD shall
be activated and when it may be activated.
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Video Storage Options

Video recorded pursuant to a PVRD deployment must be retained on a video storage
medium. This recording medium includes Network Video Storage, Non-Network Video
Storage (DVD) and Cloud Video Storage as detailed below:

Network Video Storage

Network Video Storage refers to high capacity scalable storage systems and
processing solutions. Network video storage may also include supporting
infrastructure such as computer room air conditioning, servers to index data,
switches, etc.

Non-Network Video Storage

Non-Network Video Storage is defined as alternative storage media that does
not include network storage servers, cloud storage servers or local desktop hard
drives. Generally, this option dictates recorded PVRD videos of significance are
to be stored on a DVD. The DVD is then retained in a Unit case file or other
archiving method. This is the most cost effective method of storing small
amounts of recorded video.

Cloud Video Storage

Cloud Video Storage is a networked online storage system where video data is
stored offsite at a third party data center. Recorded video must be stored offsite
and a high bandwidth internet network connection is required. A high volume of
video data may negatively impact a local agency network. As a result, a cloud
storage solution often requires significant upgrades to local network
infrastructure and internet connections.
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PVRD Deployment Options

A total of 18 deployment options were prepared illustrating various methods of storage,
activation and levels of deployment. Each of the 18 deployment options has six
subsections for a total of 108 deployment options for consideration. Each deployment
method was assigned an option number for purposes of clarity. Due to the size and
scope of a proposed PVRD deployment, hundreds of different options could have been
prepared; however, the Fiscal Assessment Unit (FAU) prepared 108 of the most likely
options for consideration. Additional options can be prepared with a corresponding
calculated cost index upon request. Refer to PVRD Deployment Option Matrix,
Attachment #86 for details.

A detailed cost analysis of each deployment option is included in the following
attachments:

e Option 1-3 Strategic Deployments / Phase | Attachment #87
e Option 4-6 Strategic Deployments / Phase | Attachment #88
e Option 7-9 Strategic Deployments / Phase | Attachment #89
e Option 10-12 Strategic Deployments / Phase | Attachment #90
e Option 13-15 Strategic Deployments / Phase | Attachment #91
e Option 16-18 Strategic Deployments / Phase | Attachment #92

Non-Network Infrastructure refers to burning recorded video footage directly onto a DVD
medium. This type of deployment requires minimal infrastructure upgrades and/or
infrastructure purchases. Additionally, a Non-Infrastructure system is often the fastest
method of deployment since existing desktop computers are generally utilized to create
the DVD discs.

DVDs which are created would be retained in an administrative file, evidence locker,
secure location, etc. pursuant to established policies and retention periods. It should be
noted that burning large amounts of video files onto each DVD may take an inordinate
amount of time. As a result, personnel costs could rise due to the amount of time
required to create DVDs at the end of each shift. The Non-Network Infrastructure option
should be utilized if minimal data is to be recorded and saved per shift.
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CHAPTER XI: VIDEO MANAGEMENT TEAM

As indicated in Chapter IV section “Test and Evaluation-Methodology” when the
initial LASD PVRD test & evaluation (T&E) was conducted up to 15 PVRDs from two
different manufacturers (30 total) were issued to MCJ and TTCF. Deputies were
then each personally issued a PVRD and were assigned as the exclusive users of
that specific device throughout the duration of the testing period. The 30 PVRDs
obtained, acquired pursuant to the T&E, were not issued and reissued to other
personnel throughout various shifts.

As a result, each of the PVRDs used throughout the testing process were only
deployed for up to 40 hours per week. PVRDs utilized and exchanged amongst
different personnel on a shift to basis, could be used up to 168 hours per week in a
full deployment.

Even though each of the PVRDs were only used 40 hours per week, the
management of the video and PVRD devices required one fulltime deputy sheriff at
MCJ through the duration of the T&E. This deputy sheriff managed recorded video,
facilitated repairs and maintenance and provided ongoing training to PVRD users.

Throughout the T&E, it became apparent that additional dedicated staff would be
required to manage and facilitate a large scale PVRD deployment. Without such
dedicated staff, a large PVRD deployment could be destined for failure. Maximizing
the success of a PVRD deployment is intrinsically tied to effective project
management, including maintenance, rapid responses to project issues and ongoing
training regimes to assist in institutionalizing a cultural shift in the mindset of
personnel towards this new technology.

As an example Edmonton Police Department conducted a pilot of two (2) PVRDs for
their agency. The video management became such an issue that the agency
assigned one fulltime person to manage the video from just those two PVRD
devices.

This analysis offers 108 detailed PVRD deployment options for consideration. There
are numerous other options which can be created by combining various facets. A
Video Management Team would be required to properly maintain, train and manage
large PVRD deployments. In the interests of brevity, proposed Video Management
Teams for only two types of deployment are detailed: Full PVRD Deployment and
Phase | Strategic Deployment at MCJ only. Video Management Team scope and
costs are defined for each of the 108 deployment options in the following
Attachments #87-92.
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FULL PVRD DEPLOYMENT

For a Full PVRD Deployment, where every on-duty line level employee are issued a
PVRD, a Video Management Team would be necessitated as described below for
each of the four Video Storage Centers as described in Chapter IV of this document.
In a Full PVRD Deployment, the following Video Storage Centers would need to be
constructed to support the listed custody facilities:

1. Twin Towers Custody Facility (TTCF) Video Storage Complex
e Men’s Central Jail (MCJ)
e Inmate Reception Center (IRC)
e TTCF

2. Pitchess Detention Center (PDC) Video Storage Complex
e PDC East
e PDC South
e PDC South Annex
e North County Correctional Facility (NCCF)

3. Century Regional Detention Facility (CRDF) Video Storage Complex
e CRDF

4. Mira Loma Detention Center (MLDC) Video Storage Complex
e MLDC

Each of the four Video Management Teams will monitor the compliance of proper
protocol in and through the use of PVRDs. Their responsibilities would include
downloading and indexing of video recordings. They will also provide training,
operational assistance to employees and basic daily maintenance services for
PVRDs.

A Video Management Director at the rank of lieutenant will oversee the overall
operation of the use of Personal Video Recording Devices (PVRDSs) in the Los
Angeles County Sheriff's Department correctional facilities. The Video Management
Director will ensure a PVRD policy is formulated and disseminated to all appropriate
entities. The policy will direct the retrieval and review of video recordings,
formulation of a training program for the proper use of PVRDs, development of
proper protocol for the storage of video recordings and maintenance of equipment
and planning and review of the storage needs of all audio and video recordings. The
Video Management Director will also supervise the work of all Video Management
Teams.
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The Video Management Team will monitor the compliance of proper protocols in the
use of PVRDs. Their responsibilities will include downloading and indexing of video
recordings. They will also provide training, operational assistance to employees and
basic daily maintenance services for PVRDs.

Each Video Management Team should be comprised of up to one (1) Sergeant
(Sgt.), and one (1) IT Technical Support Analyst | (ITTSA 1), supported by one (1) to
four (4) Deputy Sheriffs (Dep.). Video Management Team staffing needs will
depend on the location of the correctional facilities, the number of PVRDs used per
shift, the volume of recordings to be downloaded for storage and the volume of
recordings to be retrieved for administrative reviews.

Each Video Management Team will be supervised by a sergeant. The sergeant will
oversee the operation, storage and retrieval of the PVRD audio/video recordings and
will ensure all evidentiary protocols are followed.

The Video Management Team Sergeant will be responsible for the following:

e Organize and evaluate training for all PVRD operators.

e Supervise the proper charging of batteries, storage and wearing of the devices,
and downloading of video recordings in an efficient, accurate and timely manner.

e Ensure the routine maintenance of the PVRDs

The Video Management Team Sergeant will be supported by deputy sheriffs in the
above duties. The deputies will also monitor the day-to-day operation of PVRDs in
correctional facilities and ensure the proper indexing and downloading of all video
recordings. The Video Management Team will also be staffed by an ITTSAI who will
devise proper protocol for the indexing of video recordings, provide technical support
in the maintenance of PVRDs and their software and firmware, and the storage and
retrieval of videos.

A total of four Video Management Teams will be required as follows:

Video Management Team 1 - TTCF

e To manage the Twin Towers Video Storage Complex
e Team to be comprised of 1 Sgt, 3 Dep., and 1 ITTSA |
Areas of Responsibility

Men’s Central Jail (“MCJ”)

e Rated capacity of 5,200 inmates
e Total Deputy Staffing: 580
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Total Custody Assistant Staffing: 163
Highest deputy staffing per shift: 139

Team 2 for Inmate Reception Center (“IRC”)

Over 165,000 inmates are processed annually
Over 800 inmates are released every 24 hours
Total Deputy Staffing: 251

Total Custody Assistant Staffing: 183

Highest deputy staffing per shift: 70

Team 3 for Twin Towers Correctional Facility (“TTCF”)

Houses 4,800 inmates

Largest de facto mental health facility in the United States
Over 2,500 inmates have been diagnosed with a mental illness
Total Deputy Staffing: 461

Total Custody Assistant Staffing: 219

Highest deputy staffing per shift: 80

Video Management Team 2 - PDC

e To manage the PDC Video Storage Complex
e Team to be comprised of 1 Sgt, 4 Dep. and 1 ITTSA |
Areas of Responsibility

Pitchess Detention Center East (“PDC EAST”)

Houses 2,000 inmates

Total Deputy Staffing: 129

Total Custody Assistant Staffing: 59
Highest deputy staffing per shift: 22

Pitchess Detention Center South (“PDC SOUTH”)

Houses 1,500 inmates

Total Deputy Staffing: 151

Total Custody Assistant Staffing: 81
Highest deputy staffing per shift: 31

Pitchess Detention Center North (“PDC SOUTH ANNEX”)

Houses 1,600 inmates
Total Deputy Staffing: 46
Total Custody Assistant Staffing: 15
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e Highest deputy staffing per shift: 28
North County Correctional Facility (“NCCF”)

e Houses 4,300 inmates

e Total Deputy Staffing: 252

e Total Custody Assistant Staffing: 68
e Highest deputy staffing per shift: 62

Video Management Team 3 - CRDF

e To manage the CRDF Video Storage Complex
e Team to be comprised of 1 Sgt, 1 Dep., and 1L ITTSA |
Areas of Responsibility

Team 4 for Century Regional Detention Facility (“CRDF”)

e Houses 2,400 inmates

e All female facility

e Booking facility for male/female inmates by Century/Compton Stations
e Total Deputy Staffing: 233

e Total Custody Assistant Staffing: 140

Video Management Team 4 - MLDF

e To manage the MLDF Video Storage Complex
e Team to be comprised of 1 Sgt, 1 Dep., and 1 ITTSA |
Areas of Responsibility

Mira Loma Detention Facility (“MLDC”)

e Houses 1,500 inmates

e Immigration Detention Facility

e Total Deputy Staffing: 80

e Total Custody Assistant Staffing: 130
e shift: 18
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Full PVRD Deployment personnel requirements as described above:

e Lieutenant 1
e Sergeants 4
e Deputies 9
o ITTSAI 4

The total cost for the operation of the Video Management Teams will be $2,772,000
comprising $2,478,000 for salaries and employee benefits for the eighteen (18) new
positions described above, and $294,000 for services and supplies. Please refer to
Attachment #92 for a detailed breakdown of the cost.

PHASE | STRATEGIC PVRD DEPLOYMENT = MCJ ONLY

A Phase | PVRD Deployment only at MCJ, would entail specific personnel and specific
positions to be provided a PVRD which would be utilized on “as needed” basis. For
such a deployment, a Video Management Team would only be necessitated for MCJ.
Duties for the Video Management team would be consistent with those described
above. This team would be comprised of the following:

Video Management Team — MCJ Only

e To manage the Twin Towers Video Storage Complex for deployment at MCJ
only
e Team to be comprised of 1 Sgt, 1 Dep., and 1 ITTSA |

Areas of Responsibility

Men’s Central Jail (‘MCJ”)

e Rated capacity of 5,200 inmates

e Total Deputy Staffing: 580

e Total Custody Assistant Staffing: 163
e Highest deputy staffing per shift: 139

The total cost for the operation of the Phase | Strategic Video Management Team
(MCJ only) will be $467,000 consisting of $398,000 for salaries and employee
benefits for the three (3) new positions described above and $69,000 for services
and supplies. Please refer to Attachment #87 for a detailed breakdown of the cost.
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CHAPTER XlI: COSTS

The implementation of an enterprise level PVRD deployment in the LASD Custody
Division must comprise cost considerations to include the following:

PVRD Devices
Infrastructure
Video Storage
Maintenance
Personnel

abrownhpeE

The cumulative costs of the above listed factors will make up the cost of ownership for
this technology. Costs listed on this assessment reflect generalized Manufacturer’'s
Suggested Retail Pricing (MSRP). The procurement of any PVRD systems, supporting
hardware and services will be purchased via proper protocols through the Internal
Services Department (ISD). PVRD systems procured may be acquired through a
competitive and open bid process. As a result, the actual purchase costs may vary from
any estimates as defined in this document. Cost breakdown defined:

PVRD Devices

These costs include the purchase price of a PVRD system, accessories, extra
batteries, parts, related software, etc. Costs related to PVRDs specifically
designed for a law enforcement application cost approximately

$500 - $2,000. The ultimate cost index for PVRDs will be defined via an open bid
process pursuant to specifications as defined by LASD. A medium cost of
$1,500 per PVRD unit will be utilized for all PVRD pricing estimates for the
purposes of this document. Refer to Attachment #93 for PVRD capability and
price index matrix.

Quantities of PVRDs required will be based upon a respective ratio of the highest
number of PVRD users per facility on the largest shift deployed (normally Day
Shift). The ratio of PVRDs required is one PVRD per user on the highest shift.
An equal amount of PVRDs will be required to be utilized by an upcoming shift.
This quantity is necessary as PVRDs which are utilized on one shift need to be
charged and have their video downloaded during shift change. An additional
20% increase in the quantity of PVRDs will be necessary to ensure sufficient
PVRDs can be supplied due to maintenance issues, fluctuations in staffing,
special events, etc.
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As an example, MCJ fields 171 deputies on the highest staffing shift. The below
reflects the quantities of PVRDs required for a Full Deployment for deputies only
at MCJ:

e Amount of PVRDs required for deputies on largest shift: 171
e Amount of PVRDs required for highest upcoming shift: 171
e PVRDs for maintenance issues & staff fluctuations (20%): 68

Total PVRDs required for MCJ: 342

Technical Infrastructure

Technical infrastructure costs include all costs related to the procurement or
purchase of computers, workstations, network switches, servers, cabling, etc.
required to operate a PVRD system. Computer workstation upgrade costs are
already encompassed in an LASD computer upgrade program tentatively to be
completed by December 2013. As a result, all cost calculations do not reflect
additional computer workstation costs to the County. Infrastructure costs are
included in price estimates reflected in Attachments #86-92.

Video Storage

Recorded video will be stored for a period of twenty-five months. Retention of
recorded video along with supporting infrastructure is often the most costly
expense in a PVRD or video surveillance deployment. All costs related to video
storage are reflected in Attachments #86-92. Video storage costs are estimated
based on the type and size of deployment as defined in Chapter Xll of this
document.

Maintenance

The success of an effective and long-term PVRD program will be contingent
upon the implementation of an encompassing maintenance program.
Maintenance costs will include PVRDs, infrastructure and video storage.
Industry standards for maintenance costs are 15%-20% of the purchase price,
each year. A factor of 20% was utilized as a baseline standard for purposes of
maintenance calculation for this document.
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Personnel

Personnel costs reflect the cost for dedicated personnel needed for the following
depending upon the scope of the deployment:

e Creation of a Video Management Team
e Management of the PVRD deployment
e Maintenance of the PVRD devices

e Management of recorded videos

e Training personnel

e Expansion of the PVRD deployment

Personnel costs are reflected in Attachments #86-92.

Costs — Synopsis

Costs for a PVRD deployment vary upon the scope of the project. Reflected below are
the costs per deployment with a video retention period of 25 months. Detailed
information of costs is reflected in Attachments #94-99.
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CHAPTER XIIl. THE HUMAN FACTOR
PVRD Activation

“Technology rarely solves the whole of a complex human problem.”(Harris, 2010. P.
13). Policy and Procedures can only do so much to ensure that interactions
between the public or inmates and law enforcement officers are recorded especially
during sudden, dynamic and rapidly unfolding events. Public agencies must have
the realistic expectation that there may be some degree of human error in the use of
PVRDs. As a result, PVRDs should be thought of as a supplementary evidence
gathering tool so as not to erode the
credibility of an officer's word. Any agency
considering the implementation of a PVRD
program should have policies and procedures
in place prior to implementation that dictate
specifically when devices are to be used as
well as how the recorded video data is to be :
stored, managed and distributed. (2010) L

Pursuant to the PVRD test and evaluation conducted by LASD, deputy sheriffs were
individually issued PVRDs and instructed to activate the recording device whenever
personnel were engaged in potential high liability actions and/or a potential use of
force. Additionally personnel were instructed to activate the recording device,
whenever possible, in an attempt to capture the critical events preceding a use of
force. Documenting the events preceding a use of force often provides an
irrefutable record of the legal standing justifying the level of force utilized.

With the current types of technology available, PVRDs can be activated via the
following methods:

e Manually turned on at the beginning of a shift and left on throughout the
duration

e Manually tuned on, on an “as needed” basis

e Manually turned on, on an “as needed” basis while utilizing “recording buffer”
technology to capture the thirty seconds prior to manual PVRD activation

In each case, the individual user must activate the PVRD in some fashion at some
point in anticipation of capturing a video recording, which may have value to the
employing agency. Although turning on a PVRD for the duration of a shift appears
to be a solution, it is fraught with technological issues, exorbitant video storage costs
and privacy issues.
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Peace officers undergo extensive training as well as recurrent training in how to
manage life threatening high stress events. During such dynamic and rapidly
unfolding incidents, peace officers revert to their level of training and become
immersed in handling the situation at hand. The more stressful the situation, such
as a physical confrontation, the less likely an individual peace officer will have the
time or presence of mind to conduct an administrative task (such as activating a
PVRD recording device) until the conclusion of the event.

As a result of current technology limitations, it is inevitable there will be high liability
situations or critical incidents, which are not captured or recorded on a PVRD due to
the requirement for human intervention in activating the PVRD. Until PVRD
technology advances to the level of sophistication where activation of the PVRD is
completely automated and controlled by the subconscious thoughts of the PVRD
user, the imperfection of the “human factor” under stress will continue to be the
Achilles’ heel of this or similar technologies.

Cognitive Distortion

Cognitive distortion is a term generally defined as “tunnel vision” in the law enforcement
community. It occurs during the periods of extreme stress and describes a lack of
correspondence between the way a stimulus is commonly perceived and the way an
individual perceives it under special conditions. (Novy, 2012, p. 62)

The phenomenon of cognitive distortion may demonstrate a disparity between the
details provided by personnel, solely relying upon memory for purposes of recollection
while reporting a use of force incident, than what is depicted in a recording created by
body worn video cameras. Numerous studies have shown that traumatic, unexpected,
stressful and serious threats to the well-being of an individual contain the potential for
loss of absolute clarity of the event.

These distortions can be both visual and auditory. The most frequent distortion is
related to the diminished capacity to identify sound. Studies have shown that this can
result in an aural distortion ranging from 42 percent to 82 percent. Concerning tunnel
vision, studies have shown a loss of visual perception ranging from 37 percent to 79
percent. (p. 62)
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Another distortion linked to these type events is the loss of subjective perception of
time. In essence, this manifests itself in the feeling of time moving slowly. Studies have
shown effects ranging from 34 percent to 67 percent. (p. 62)

Altered memory was reported in various forms such as memory loss for part of the
event was detected. Several of the above studies reported individuals remembering
events that did not happen or an event that happened very differently. (p. 62)

The relationship between cognitive distortion and PVRD use needs to acknowledged
and taken into consideration. Ongoing research has demonstrated that relying solely
upon a peace officer’s recollection to provide details, pursuant to a highly stressful event
such as a use of force, may be unrealistic and there should be an expectation of
disparities when comparing the events as recorded by a PVRD system of the same
event. Such cognitive distortions may result in litigation and pose a significant risk
management liability if there are contradictions between a recorded video and the
recollection of a peace officer.

Future Technologies

Like cellphone technology, PVRD technologies are advancing at an exponential rate.
As a result, many “required specifications” for an LASD PVRD solution are standard
capabilities of many PVRD systems offered by manufacturers. However, PVRDs
are still relatively new and developing technologies in the law enforcement market.
The LASD is interested in including new enhancements in PVRD technologies as
potential future mandatory requirements. Some of these new technologies include,
but are not limited to:

A. Wireless Video Download — This capability would automatically and wirelessly
upload recorded video to department storage servers. This method provides for
seamless transfer of video while minimizing the potential for compromise of the
recorded video footage.

B. GPS Integration — With the proliferation of GPS technology, this is a common
capability built into most smartphones. GPS integration would potentially provide
the exact location of the law enforcement officer during the recorded video.

C. Video Streaming — This is a common technology in use by current cellphones.
The integration of this capability would provide the ability for a PVRD to “live
stream” video footage directly to a command center or supervisor when
activated.
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CHAPTER XIV. CONCLUSION AND RECOMMENDATIONS

The implementation of a PVRD program within the Los Angeles County Sheriff’s
Department (LASD) has the potential to provide irrefutable video evidence depicting
events from the perspective of line level personnel assigned to LASD custody facilities.
Although, PVRD video can be a powerful tool, to provide increased and corroborative
evidence of an incident, the potential costs of an implementation can be significant.

Based upon the studies and subsequent suggestions provided by the Citizen’s
Commission on Jail Violence, the LASD Commander Management Task Force (CMTF),
the Board of Supervisors and other entities with a variety expertise, this analysis
recommends a deployment of PVRDs exclusively at Men’s Central Jail due to its
prominence, historically higher liability operation, hazardous inmate classifications and
overall impact such a deployment would have on the entirety of Custody Division. Due
to the potentially high costs of a large PVRD deployment at LASD, it is recommended
that an initial LASD PVRD deployment be manageable in size, scalable in scope and
should necessitate a minimal need for additional infrastructure upgrades. Such a
deployment would help establish best practices, help define long-term strategic goals
and assist in institutionalizing this technology into the LASD cultural mindset.

Based on the totality of factors discussed, it is the recommendation of this analysis to
implement the following deployment option:

e OPTION #1ai - Strategic Deployment / Event Based / Phase | utilizing
Non-Network Infrastructure. Approximate cost: $618,400

The scope of the PVRD deployment can be augmented and expanded as needed
utilizing the attached deployment option spreadsheets (Refer to Attachments #86-92 for
details).

Additionally, this analysis recommends the following issues be addressed prior to and/or
during an initial PVRD deployment:

1. Establish a partnership with representative Unions in order gain acceptance from
the implementation of this technology.

2. Develop and implement a PVRD policy.

3. Establish if this will be a Voluntary versus Mandatory wear program.

4. Implement a PVRD training program which includes “red-man” training scenarios,
establishes best practices and educates personnel on legal considerations.

5. Establish protocols for potential deletion of video as referenced in Chapter VIII.

6. Develop specifications for an LASD PVRD solution to include a non-removable
memory medium.
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7. Develop a defined cost model and options for network infrastructure versus cloud
storage solutions.

Overall, the potential benefit of Personal Video Recording Devices is huge. By
equipping officers with cameras to wear on their person, law enforcement
agencies may potentially reduce claims and allegations against officers, reduce
agency liability, deter criminal behavior, save in personnel costs incurred from
administrative investigations and increase officer accountability. Proper
consideration must be given to policy and procedures and potential complications
for a deployed system. In addition, law enforcement agencies must ensure that
they have adequate infrastructure in order to guarantee sustainability of a PVRD
deployment. Cost of ownership and long-term maintenance costs cannot be
underestimated and must be considered in order to determine the feasibility of
using this technology. Additional recommendations based on video surveillance
evidence studies include anticipating technology upgrades, starting small,
considering location and prioritizing training (Dwyer et al, 2011).

Although the concept of utilizing PVRDs is still an emerging technology, the use of
PVRDs by LASD personnel has validity. The use of PVRDs, when activated, will
generally provide an irrefutable record of the occurrences and actions of persons
involved in a given incident. Unfortunately, the effectiveness of the PVRD system is
compromised by video management staffing, infrastructure limitations, the need for
large-scale storage servers, a potentially prohibitive cost of ownership and other
technical considerations.
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ASD

BOS

CCTV

CMTF
COPS
IACP

LASD

LED

MCJ

MPP

PVRD
T&E

TASER

TTCF

TSD

List of Acronyms
(in alphabetical order)

Administrative Services Division
Los Angeles County Board of Supervisors
Closed Circuit Television

Commander’s Management Task Force
Community Oriented Policing Services
International Association of Chiefs of Police
Information Technology

Los Angeles County Sheriff’'s Department
Light Emitting Diodo

Men’s Central Jail

Manual of Policy & Procedures — LASD

Personal Video Recording Device
Test and Evaluation

Taser refers to a products manufactured by “Taser International.” Taser
International manufactures Electrical Incapacitation Devices (EID) as well
as PVRDs. Often, the term “Taser” is synonymous with EIDs versus
PVRD technologies.

Twin Towers Correctional Facility

Technical Services Division - LASD
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List of Definitions
(in alphabetical order)

Administrator rights- Person(s) who are granted unrestricted access to everything
pertaining to a computer program.

Alligator Clip-Device used to attach a PVRD to a uniform shirt.

All In One PVRD-The PVRD battery, lens, and storage device is all contained in one
piece. Example VieVu PVRD LE-2.

Application of Force — Any physical means by LASD personnel used to control or
restrain another, or to overcome the resistance of another.

Civilian Personnel — LASD personnel who are not sworn.

Custody Assistant — Civilian non-sworn personnel absent the authority of a deputy
sheriff but performing similar tasks/duties to ensure the maintenance of order and
security in the detention area of a facility. Custody Assistants assist sworn personnel in
the supervision of inmates within the County's jail system. Custody Assistants are
equivalent to "Custodial Personnel,” as described in the Minimum Standards for Adult
Local Detention Facilities, Title 15, section 1006, "Definitions."

Custodial personnel — Sworn and Civilian LASD personnel within a custody facility
responsible for the order, security and care of the facilities inmates.

Deployment - The assignment of PVRD technology to custodial personnel and the
logistical support infrastructure.

Deterrence- The prevention of inappropriate behavior through a strategic deployment of
technology.

End Users- Sheriff personnel who used the PVRDs.

Epaulet- An ornamental fringed shoulder strap worn as part of a law enforcement
uniform.

Event Based Deployment — Equip line personnel with PVRD recording 4 hours of
video/audio a day in all locations within a facility utilizing three different configurations of
personnel (Sergeant only, Sworn only, and a combination of Sworn and Civilian).
Additional incidents that would dictate a departmental interest in a video/audio recording
of an incident would be captured.

Firewalls- A specialized defense system for a computer network.
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Fixed Infrastructure Cameras- are video surveillance cameras, which are installed on
various items of infrastructure (walls, ceilings, poles, etc.) throughout a facility for the
purposes of recording events, which may occur.

Forensic In-patient Program — Inmates referred to the Los County Jail System who
are determined by the Criminal Justice System Not Criminally Responsible or Unfit to
stand trial.

Full Deployment — Equip line personnel with PVRD recording eight hours of
video/audio a day in all locations within a facility utilizing three different configurations of
personnel (Sergeant only, Sworn only, Sworn and Civilian).

Infrastructure — The local and remote servers, computers, charging devices and
software necessary to store, upload, download, secure and retrieve video data captured
by the PVRD.

Inmate Classification— The compilation of sufficient information on each inmate to
properly assign an inmate to a facility based on the following criteria:

e Inmate custody level,
o Facility security level,
« Facility and inmate needs

Line Personnel - Personnel assigned to a particular shift within a facility whose duties
involve direct contact with inmates and/or the general public.

Modified Strategic Deployment — Equip specific line personnel in designated high-
liability locations within a facility with PVRD recording 8 hours of video/audio a day
utilizing existing infrastructure and limiting the deployment to 50% and 75% of the
strategic deployment Personal Video Recording Devices.

Modular PVRD-The PVRD is made up of more than one component. Example Taser
Axon Flex.

Mounting Positions-Various ways to wear the PVRDs.

PVRD Pairing-Registering a PVRD to be specifically recognized by its downloading
software.

Recalcitrant Inmate- An inmate who is defiant of authority, uncooperative, or difficult to
manage.

Redman- A padded red suit used during training for protection.
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Scenario Based Training-Training based on past incidents that have occurred or can
occur in a custody setting.

Strategic Deployment — Equip specific line personnel in designated high-liability
locations within a facility with PVRD recording 8 hours of video/audio a day.

Sworn Personnel — LASD law enforcement personnel of the minimum rank of deputy
sheriff and above.

Tagging of Videos- Naming downloaded videos for proper identification.

Test Administrators- Personnel at MCJ and TTCF who oversaw the PVRD test and
evaluation.

Test and Evaluation- Period from February 22 to August 06, 2012, were PVRDs were
tested at MCJ and TTCF.

Test Evaluators- Sheriff personnel who used the PVRDs.

Test and Evaluation Managers- The management team that oversaw the PVRD test
and evaluation.
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Attachment #1

Manual of Policy and Procedures
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3-01/025.00 USE OF FORCE

This section reinforces the Department's Core Values concerning reverence for human
life.

Force is defined as any physical effort used to control or restrain another, or to
overcome the resistance of another.

Department members are authorized to use only that amount of force that is objectively
reasonable to perform their duties. "Objectively reasonable” means that Department
members shall evaluate each situation requiring the use of force in light of the known
circumstances, including, but not limited to, the seriousness of the crime, the level of
threat or resistance presented by the subject, or the danger to the community, in
determining the necessity for force and the appropriate level of force. Department
members maintain the right to self-defense and Deputy personnel have a duty to protect
the lives of others.

04/01/96 MPP
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Attachment #2

Camera Status Report
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CAMERA PROJECT STATUS REPORT

9/17/2012
mdCJ
MEN CENTRAL JAIL CAMERAS REQUIRED INSTALLED NEEDED
1750 FLOOR 42 42 0
2000 FLOOR 139 139 0
3000 FLOOR 146 146 0
4000 FLOOR 97 97 0
5000 FLOOR 42 42 0
9000 FLOOR 24 24 0
6000 FLOOR 25 25 0
7000 FLOOR 23 23 0
8000 FLOOR 29 29 0
PAROLE 36 36 0
OLD IRC 24 24 0
BASEMENT/KITCHEN 5 55 0
VISITING 23 23 0
TOTAL: 705 705 0
TTCF
CAMERAS REQUIRED INSTALLED NEEDED
TOWER 1
LEVEL 1 49 0 49
LEVEL 2 36 24 17
LEVEL 3 58 58 0
LEVEL 4 58 58 0
LEVEL5 58 58 0
LEVEL 6 58 58 0
LEVEL 7 58 56 >
TOWER 2 0
LEVEL 1 48 77 26
LEVEL 2 28 19 9
LEVEL 3 64 64 0
LEVEL 4 58 58 0
LEVEL 5 58 58 0
LEVEL 6 58 58 0
LEVEL 7 60 58 2
TOTAL TWIN TOWERS: 749 649 100
IRC
LEVEL 1 48 34 14
LEVEL 2 57 32 25
TOTAL IRC: 105 66 39
GRAND TOTAL 854 715 139
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Attachment #3

Taser Brochure
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About AXON Flex On-Officer Cameras from TASER International

e The new AXON Flex™ on-office video capture system brings the power of incident point of view
(POV) camera video to every law enforcement officer that seamlessly captures video evidence from
the officer’s perspective.

e EVIDENCE.com service is a hosted system that allows users to securely store, manage and retrieve
their evidence from anywhere in the world using a browser.

e Because the majority of what law enforcement officers do is away from the car TASER'’s Flex system
was designed for comfort, convenience and performance but most importantly to capture video from
the vantage point of the officer’s perspective.

e The Flex camera is worn on the body or the head, capturing 90% more coverage than dash cameras.
AXON Flex system’s ability to capture evidence from the officer's point of view helps protect officers
from false claims, enhance public trust, improve civilian behavior, decrease litigation and make
communities safer at a lower cost than in-car dashboard cameras or other video solutions

e With multiple mounting options, including a seamless integration with Oakley, Inc.'s Flak Jacket
eyewear, as well as collar, epaulette, ball cap, and helmet mounts

e AXON cameras provide officers with “legal body armor” with these key benefits:

®

Reduces the number of false complaints

Improves the behavior of suspects and the quality of evidence gathered

Enhances public trust and creates safer communities at a lower cost

Decreases litigation and increases cost savings for each agency (see case study here)

O O0O0oOo

e With Flex on-officer cameras and EVIDENCE.com service there’s an “end-to-end system” solution by
providing seamless yet secure management and storage of digital evidence, costing one-third the
price of dash cameras.

Statistics:

e U.S. law enforcement spends approximately $2 billion in settlements each year to resolve claims

e 70 percent of the 250 million Americans with cell phones have built-in cameras. These cameras don't
tend to record what an officer saw or the suspect’s actions until after an officer starts a use of force
incident which doesn’t show why the officer used force

e The landmark US Supreme Court case ruled in Graham v Connor the “reasonableness” of a
particular use of force must be judged from the perspective of a reasonable officer on the scene.
AXON systems accurately capture video from the officer’'s perspective.

e According an IACP report, in 96.2 percent of the time, the recording of a law enforcement event
exonerated the officer of the allegation or complaint

e According to TASER International, an agency with 100 sworn officers can expect to recoup start-up
costs within the first year and save millions of dollars or provide a 3-year net 131 percent return on
investment

© 2006-2012 TASER International, Inc. TASER" is a registered trademark of TASER International, Inc., registered in the U.S. All
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TASER AXON Flex™ Summary with Q&As
What is the TASER AXON Flex™ On-Officer Camera?
The TASER AXON Flex™ system is an on-officer camera designed to be worn by first responders such

as law enforcement and corrections officers, soldiers, and private security that seamlessly captures video
evidence from the officer’s perspective.

TASER Flex with Oakley, Inc.’s Flak Jacket® Eyewear

What is TASER International’s AXON Flex™ On-Officer Camera and what is the objective of this
device?

The TASER AXON Flex system is an on-officer camera designed to be worn by first responders such as
law enforcement and corrections officers, soldiers, and private security.

Why has TASER International developed such an advanced device?

First and foremost, law enforcement accountability is of utmost concern to TASER International. When
you combine our built-in dataport accountability features of the TASER® ECDs with a TASER CAM
recorders or on-officer camera system you have a win-win combination.

A survey found video recordings of an event exonerates officers of allegations or complaints 96.2 percent
of the time according to a 2006 International Association of Chiefs of Police report. By adding the TASER
AXON Flex capability you now can capture 90 percent of law enforcement action that is missed by the in-
car camera (San Francisco Chronicle, 2/3/04).

TASER International’s mission is to improve officer safety, accountability, and to “Protect Life.” Our
mission in 2006 was “to change the world by providing revolutionary life-saving non-lethal defense
systems” and “to be the technology and market leader in non-lethal defense systems.” We have now
expanded that vision “to Protect Life through safer force options” and “to Protect Truth through intelligent
systems that maximize effective and responsible use of force.”

© 2006-2012 TASER International, Inc. TASER®is a registered trademark of TASER International, Inc., registered in the U.S. All
rights reserved. TASER logo, AXON, Flex, and TASER CAM are trademarks of TASER International, Inc. Shaped pulse™ and the
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In 2006, we introduced the TASER® CAM™ recorder -- the most widely used on-officer camera in the
U.S. In 2009 we introduced our first point-of-view (POV) on-officer camera system called TASER
AXON™ on-officer cameras to improve officer safety, accountability, and to continue to Protect Life and
to now Protect Truth. This camera is worn above the ear of an officer or is mounted to a hat or helmet to
continuously record where an officer is looking. These unique cameras were the first true end-to-end
solution for law enforcement to record incidents with POV accuracy and the ability to securely upload the
videos using a Cloud solution.

In 2012, TASER introduced the next generation of POV cameras called the AXON Flex on-officer
cameras to provide awesome benefits for the agencies:

e AXON Flex saves agencies from fictitious complaints and lawsuits by accurately capturing video
from the officer’s perspective

e Saves time and increases efficiency with automated workflows

o Agencies will receive the highest reduction in complaints and lawsuits when actions leading up to
the use-of-force are recorded

¢ Video that can capture any situation (even in extremely lowlight conditions) enhances public trust
and creates safer communities at a lower cost

e On officer video improves civilian behavior during public interactions

What are the main functions of the TASER AXON Flex system and its primary purposes?

Evidence: Audio-video recording of an incident from the visual perspective of the officer with pre-
event capture. “Evidence in Motion” — more accurate digital evidence account than fixed camera
only. This video cannot be altered or deleted by the operator.

Reporting: The AXON Flex system is designed to significantly improve officer efficiency by reducing
report documentation workload and increasing incident reporting accuracy. Prior to uploading the
video to EVIDENCE.com™ services, an officer can play back the video using a MDT screen or the
Flex™ Mobile application to enhance an officer's recollection of events and provide transparent
accountability.

What is the Flex™ Mobile Application?

Flex Mobile is an optional smartphone application that enables a live view of what the AXON Flex is
capturing. It also allows for playback of AXON Flex footage on the smart phone for review prior to
uploading to EVIDENCE.com™ services. EVIDENCE Mobile is an application that provides access to
EVIDENCE.com™ services via a smart phone.

Are there multiple attachment options?

Yes. There are attachments for on-ear/headband, helmet, baseball cap, and glasses. One of the most
exciting features of Flex is its seamless integration with Oakley’'s Flak Jacket Eyewear.

What is the Flex™ camera?

The Flex camera contains the digital video recorder (DVR) and is worn by the operator. It contains a wide
angle, 75-degree field of view lens. It can be worn by various headband mounts or mounted through
various accessories such as helmets, eyeglasses, epaulettes, collars, or just about anywhere — giving the
officer the power to choose the configuration that maximizes his or her comfort and usability.

© 2006-2012 TASER International, Inc. TASER" is a registered trademark of TASER International, Inc., registered in the U.S. All
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What is the Flex™ controller?

The Flex controller is a system used to start and stop recording. It contains a 12+ hour battery that allows
the officer to buffer during an entire shift to capture the crucial moments leading up to an incident. The
controller also has status indications lights to indicate its mode status.

How is the Flex system charged?

A Flex™ evidence transfer manager (ETM) features docks for the Flex™ camera or Flex™ controller.
These units are installed into the respective ETM dock for recharging and data transfer. The device can
also be charged with a standard wall charger.

What is AXON™ Offline?

This is a system enabling the ATC — AXON™ Tactical Computer to download data to a personal
computer (PC) instead of an ETM — evidence transfer manager.

What is the privacy function?

The primary objective of the TASER AXON Flex device is to support the officer's actions and ensure that
the officer is confident that recording functions are not operational during non-event times. One example
is the privacy function. This allows the officer to stop all audio and video recording during personal
breaks and other times as deemed appropriate by agency policy.

How do | know that “Big Brother” isn’t listening to my personal conversations when I'm on duty
but talking to my partner about personal matters during non-event times?

There are two safeguards built into the system to prevent the “Big Brother” effect. First, there is the
privacy mode as described above. Second, the TASER AXON Flex system is configured to operate in
the video-only buffering mode during non-event times. No audio is captured until the event button is
depressed therefore personal conversations are not captured.

What is the playback feature?

The playback feature allows the officer to review the entire event prior to writing the report. This helps
ensure accurate documentation of incident reports which is critical to help protect the officer from possible
discrepancies between video and written reports resulting from trying to keep an accurate mental
recollection of events in a high-stress situation. This is especially important when time has elapsed
between the event and the writing of the report. The playback feature will also allow the officer to “mark”
various locations on the video for him/her to easily return to specific sections and annotate the video with
a Case ID and/or Title for ease of management on EVIDENCE.com service.

Why would an officer wear it for a full shift?

If a generic video recording device or a car camera does not start until the event button is pressed, there
is no way to capture the “pre-event” video which shows what led up to the start of the event recording. By
running the Flex camera’s imager full-time (except when in the privacy mode/off), the last 30 seconds of
video (no audio) prior to pressing the event button can be automatically saved as part of the event. With
a car camera, if an officer observed a drug transaction by looking out his side view window, then started a
pursuit, the car camera would catch the pursuit in progress, but not the event (crime leading up to the
pursuit). With the TASER AXON Flex on-officer camera, when the officers observes a drug transaction
and activates the event mode, it is able to capture those events 30 seconds prior to the pursuit and
capture the initial transaction.

© 2006-2012 TASER International, Inc. TASER" is a registered trademark of TASER International, Inc., registered in the U.S. All
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How much recording time does the TASER AXON Flex on-officer capture?

The internal digital storage is 8 GB of flash memory, which provides from four to 13 hours of event video
depending on the configurable settings. The resolution is 720 x 480.

Is it water resistant?

The AXON Flex system components are IPX2 with MIL-STD 810F Method 506.4 Procedure 1 compliant
(Rain and Blowing Rain).

Will it stay on during a struggle?

While there are never guarantees that any device will stay on an officer during a struggle, the TASER
AXON Flex imager module is designed to stay in place during most activities including running. AXON
Flex systems have survived several physical encounters and have proven successful with officers running
and bicycling.

How long will the battery last?

Battery life is estimated at 12+ hours at room temperature. This is enough time to cover a 10-hour shift
excluding breaks and other times when the privacy mode would be in use. The battery can be recharged
from a fully discharged status in four to six hours. The battery is located in a sealed compartment of the
controller and can be changed.

For high resolution photos and videos visit: http://www.TASERBranding.com/press-images-axon-Flex/
and http://www.TASERBranding.com/videos-axon-Flex/
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EVIDENCE.com Questions and Answers

1. What is EVIDENCE.com?

EVIDENCE.com™ is a full featured digital evidence management system that allows the agency to
securely store and track access to any type of digital evidence including AXON Flex videos, digital
photos, videos from still cameras, audio files, reports such as officer reports and witness statements,
download records from all TASER ECD devices in a highly secure, easily accessible environment.
EVIDENCE.com is designed around easy-to-use dashboards.

2. How is video securely uploaded?

The Flex™ Evidence Transfer Manager (ETM) is a docking station that simultaneously recharges the
Flex™ camera and Flex™ controller, checks for any software updates, and uploads all recorded videos to
EVIDENCE.com. This ensures that evidence handling is completely secured and cannot be deleted or
altered by the officer.

3. How does the ETM work?

Simple Plug & Go Encrypted Transport and Workflow: Officers simply place the Flex camera and
Flex controller into the Flex ETM dock at the end of a shift and pick up a recharged system/unit for their
next shift. The Flex ETM recharges, updates, and uploads all data automatically.

Groundbreaking Security of Evidence: Prior to data uplink, the AXON Flex system generates a digital
security ID (using a double hash algorithm that exceeds IACP standards) that verifies the original file has
never been altered. The file is then uploaded over a secure, encrypted transport link.

Complete Chain of Custody: Captured evidence by the AXON Flex system is untouched by human
hands. It cannot be deleted or altered on the ATC and it isn’t stored in a general use PC. The evidence
video is automatically transferred through SYNAPSE ETM to a secure, redundant data center.

Minimal IT Support Required: No custom software or installation required. Hardware is secure, yet
plug-and-play over a standard high-bandwidth Internet connection.

4. What is so groundbreaking about our security of evidence?

Our world class secure data center is redundant, encrypted, and available 24/7/365. The system is
infinitely scalable and does not require agencies to budget for capital expenditures as more servers are
needed if using a device that requires local storage and full IT support.

For more information please visit: www.EVIDENCE.com.
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VieVu Brochure
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1761551N25A - SH-AD-32A (PRV) (6/92)

COUNTY OF LOS ANGELES

SHERIFF'S DEPARTMENT

A Tradition of Service

DATE: March 23, 2010

OFFICE CORRESPONDENCE FILE:
FROM: CHRISTY GUYOVICH, CAPTAIN TO: ALL PERSONNEL
LAKEWOOD STATION LAKEWOOD STATION

SUBJECT: LAKEWOOD STATION ORDER 10-001
“MINI DV" PERSONAL DIGITAL VIDEO CAMERAS

PURPOSE

The purpose of this Station Order is to outline the Policies, Procedures,
and protocols for using the “Mini DV” digital video cameras.

The use of “Mini DV” cameras in the field shall be guided by the United
States Constitution and all applicable laws related to a person’s
reasonable expectation of privacy. Specific guidelines for the practical use
of the “Mini DV” cameras are guided by Department Policy, common
sense, and fairness.

The primary purpose for the use of the “Mini DV” cameras is to document
deputy contacts with citizens on a video format. By documenting public
contacts, personnel may be able to refute allegations of misconduct,
document criminal activity, capture incidents of use of force, and record
criminal investigations and/or interviews.

The “Mini DV” cameras will be deployed in Lakewood Station areas that
have been designated for use of the cameras by the Unit Commander.
The decision to deploy the “Mini DV” cameras in specific areas will be
done solely at the discretion of the Unit Commander or his designee. All
deputy personnel assigned to work the designated city or area will have a
“Mini DV” camera issued directly to them. Those deputies will be
responsible for the care and security of their individual cameras.

Deputies shall utilize the “Mini DV” personal digital cameras at their
discretion. Although deputies are encouraged to document all citizen
contacts in the field with the cameras, they have the discretion to record
what they deem as significant based on the circumstances of the
observation, contact or investigation they are involved in. The primary
reason for the deputies discretion of only documenting specific contacts is
due to the recording time restrictions of the camera.
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LAKEWOOD STATION ORDER 10-001 Page 2
“MINI DV PERSONAL DIGITAL VIDEO CAMERAS

The “Mini DV” model PD80 manufactured by Ace Electronics Enterprises
is the only camera authorized at this time for video recording. The
estimated recording time between downloads is approximately two (2)
hours. As a result field personnel may understandably be unable to video
record every public contact.

Deputies shall utilize the “Mini DV” personal digital cameras for official use
only during the course of their duties as an employee of the Los Angeles
County Sheriff's Department. Personnel shall use the cameras in a
professional manner at all times and shall show reverence for an
individual’s right of privacy. All personnel shall utilize the video camera in
accordance to the Department’s Policy of Equality and must adhere to the
Department’s Core Values.

All deputies who have been issued a “Mini DV” cameras shall receive
in-service training on how to operate the system, the purpose of the
issuance of the device, and Department policy regarding use of the
device. Deputy personnel may only deploy the cameras after having
received the training.

Recorded information that has been identified to have some evidentiary
value, or that is requested by court order, shall be booked into evidence in
accordance with MPP §5-04/000.

When recording public contacts on video, the individual being documented
does not have to be informed that they are being recorded on camera.
The individual has no reasonable expectation of privacy during a legal
detention, call for service, or consensual encounter where personnel have
a right to be.

All video recordings conducted by deputy personnel have evidentiary
value and are discoverable in the court of law. Therefore, any incident or
contact of significance shall be saved and available for review. Personnel
utilizing the “Mini DV” video recorder shall be cautious and use common
sense when documenting investigations involving cases such as sex
crimes or assaults where children and/or female victims or suspects are
being video recorded during an investigation.
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LAKEWOOD STATION ORDER 10-001 Page 3
“MINI DV PERSONAL DIGITAL VIDEO CAMERAS

Deputy personnel who document a significant contact or incident on video
tape shall immediately notify the on-duty Watch Commander of the fact
that the contact or incident was captured on video. The Watch
Commander shall instruct the handling deputy to place a copy of the
recording in the appropriate computer file, and to also burn a copy of the
incident on DVD in order to preserve the incident for further review.

LOGGING PROCEDURES:

When a deputy sheriff documents any significant contacts with citizens
where allegations of misconduct are made, use of force is documented,
allegations of use of force are made, and criminal activity is documented,
he/she shall notify the Field Sergeant and/or Watch Sergeant and Watch
Commander of the existence of the recording.

The video shall be saved by the handling deputy under Lakewood Shared
Files-HGFiles (\\-lkd-02/station files_HGFiles on |kd-02). The video shall
be saved and logged in the same fashion station personnel save photos,
the two digit year followed by the URN sequence (10-12345). In the event
the video documents a contact that could possibly involve allegations of
misconduct or unprofessional behavior and no file number was utilized,
the video shall be saved utilizing the date of occurrence, deputy’s name,
and the last name of person contacted, if known.

When it is determined that a video recording has some evidentiary value,
the handling deputy, or any other qualified personnel, shall make DVD
copy of the recording to be stored as evidence. The DVD shall be clearly
marked in black ink with the appropriate file number, and booked into
evidence under normal protocols. The booked DVD will be considered
and identified as the “original item of evidence.”

The on-duty Watch Commander shall have the authority to review all

“Mini DV” video recordings. Deputy personnel shall relinquish all
recording to his or her supervisor upon their request.
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5-05/090.05 HANDLING INSUBORDINATE, RECALCITRANT, HOSTILE, OR
AGGRESSIVE INMATES

The following policy is to be used in conjunction with all current use of force policies as
well as all other applicable policies, procedures, and guidelines. When confronted with
an immediate threat by an inmate to their safety or the safety of others, personnel shall
take necessary and reasonable actions to defend themselves and control the inmate.

An insubordinate or recalcitrant inmate shall be defined as any inmate who displays any
of the following characteristics:

e Is continually verbally defiant

e Uncooperative to any verbal commands given by personnel

e Displays aggressive, assaultive, hostile, or violent behavior toward personnel or
other inmates

e Passively resists the efforts of personnel by ignoring commands or not
acknowledging their presence

Personnel encountering such inmates shall be guided by the following:

e Withstanding the imminent threat of physical injury or the need for immediate
intervention, personnel shall request the presence of appropriate back-up and a
sergeant or supervising line deputy, prior to handling any recalcitrant inmate.

e Personnel should not make an attempt to enter a cell, dayroom, holding area or
confined space to contact or remove an uncooperative, aggressive, hostile or
armed inmate unless an immediate threat is present. A sergeant shall develop a
planned tactical approach to the situation that will reduce the possibility of
physical confrontation or injuries. Tactical equipment, such as OC spray, may be
utilized if an inmate displays resistive behavior.

¢ In the instance of an immediate threat of physical harm or the need for immediate
intervention, custody personnel shall not be restricted from taking appropriate
action, including the use of force. Should the need arise to use force, all
personnel shall immediately contact a sergeant at the conclusion of the incident.

e When the inmate is, or appears to be mentally ill, personnel shall request a
sergeant and a mental health professional to respond.

e Should the need arise to confront and/or handcuff a recalcitrant, hostile or
aggressive inmate, they shall be searched and kept in normal traffic areas and
not be taken to secluded areas such as recreation yards, dayrooms, or laundry
rooms, without the direction of a supervisor.

e Inmates who are uncooperative and combative, or have a history of making false
allegations, shall be escorted by two deputy or custody assistants, and one
sergeant. The movement should be videotaped in order to safeguard personnel
against potential future litigation.

e Personnel involved in an altercation with an insubordinate inmate shall not be
part of the escorting team. 03/20/09 CDM

143



Attachment #7

VieVu PVRD Camera Perspective

144



VIEVU PVR-LE2 PVRD — CAMERA PERSPECTIVE

1 Foot 2 Feet

145



Attachment #8

Taser PVRD Camera Perspective

146



TASER AXON FLEX PVRD — CAMERA PERSPECTIVE

1 Foot 2 Feet

5 Feet

10 Feet 15 Feet
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VWhat'?

s a VIDMIC.

The VIDMIC is a fully operational shoulder mic

which houses:

A Full Color
Digital
Video Recorder

A Digital
Audio
Recorder

A Full Color
Still
Photo Camera

It is one of the best pieces of equipment, in the 32 years 've been in law enforcement, that I've seen.

It just dynamite!
- Chief Kevin McKim, Catoosa Public Schools, Catoosa, OK

Contact us for derails.

800-236-1449 www.vidmic.com

VidMicCatalogComposed.indd 2 4/11/08 2:48:32 PM



Why?

use a VIDMIC.

Video evidence has been proven to:

- Enhance Officer Safety

- Reduce Frivolous Law Suits

- Reduce Agency Liability

- Increase the Likelihood of Successful Prosecution
- Reduce Court Appearance Time for Officers

- Improve Community/Media Perceptions of Police

- Enhance In-Service Training (Post-ncident Use of Video)

- Enhance Officer Performance and Professionalism

- Simplify Incident Review

- Reduce Time Spent on Written Reports

*Half of all complaints against officers are dropped when the complainant learns the
incident was recorded on video.

*Ninety-three percent of officers charged with misconduct are exonerated when video
evidence is available.

* International Chiefs of Police (LACP). “In-Car Camera Project A Mational Study on the Use and Impact of In-Car Cameras” Washimgton, DG, 2004

This is an excellent value when taken in the context of the cost of defending the department against
one frivolous lawsuit or complaint.

- Cst Mike Klein-Beekman, Oak Bay PD, Victoria, BC

Contact us for details.

600-236-1449 www.vidmic.com

VidMicCatalogComposed.indd 3 4/11/08 2:48:38 PM



VWhen"?’

would you use a VIDMIC

Whenever an officer comes In contact with the public or anything

which might be considered evidence.

Traffic Stops

Domestic Violence Calls
Crime Scene Investigations

Attempted Suicide Calls

During Prisoner Transport

While Booking Suspects
Establishing Probable Cause
Taking Witness Statements
Confirming Lawful Entry

Documenting Resisting Arrest

Documenting Lawful Use of Force

Verifying Proper and Needed Use of Restraints

THINK OF THE POSSIBILITIES

On traffic stops the VIDMIC looks right into the vielator’s car. Things like child safety violations are
easily documented. The video can be used as training or supervisory tools, as well as clear citizens’
complaints, or as evidence for court. Decumenting people on scene, in their normal state, will help
combat the image they present to the jury after they've cleaned and/or sobered up,

-Sgt Tami J. Faulhaber, Canyon County Sheriff's Office, 1D

Contact us for derails.

800-236-1449 www.vidmic.com

VidMicCatalogComposed.indd 4 4/11/08 2:48:42 PM



VWho'?

uses a VIDMIC.

Anyone who would benefit from the ability to document important

events and information while on the job; especially when they are
interacting with other people.

Police Departments
Sheriffs Departments
Fire Departments
Correctional Facilities
Military Police

EMS Personnel

Private Security Agencies

Casino and Club Security

Airport, Railroad, and Port Security
Court, School, and Hospital Security
Retail Management

Construction Supervisors

Working at the county jail we have many uses for the VIDMIC. We're always getting accused of excessive
use of force. [ know that when we have ta do a take down on somebady, it was necessary; and my VIDMIC
backs me up. During intake, booking, or cell searches, my VIDMIC always backs me up.

- Deputy J. Blackhurst

Contact us for derails.

800-236-1449 www.vidmic.com

VidMicCatalogComposed.indd 5 4/11/08 2:48:47 PM



How'

does a VIDMIC work.

The VIDMIC works like a regular shoulder mic only it needs to be worn
center mass instead of on the shoulder.

It attaches to your radio,

but draws no maore power from it than a standard shoulder mic.

FRONT

Camers Lens

Audio Jack
Record On/Off Bulton
Mini USB Port

Caplure Bution

LEFT SIDE

Push fo Talk Button

LCD OnfOf

Power On/Off

Clothing Clig

Reseat Button

LCD Scraen

RIGHT SIDE

Charging
Inchicator
Lkght

BACK

enforcement.

We have had the VIDMICs in service for about six months
excellent. Patrol officers appreciate having a digital camera and video capabilities with them at
all times. The durability of the VIDMICs and the ease of use make them a great tool for law

The picture and video guality is

- LT Randy D. Leng -5t Joseph Township PD - St Joseph, Michigan

800-236-1449

VidMicCatalogComposed.indd 6

Contact us for details.

www.vidmic.com

4/11/08 2:48:51 PM



Revolutionary

" WINNER

g "= Lo MOST INNOVATIVE PRODUCT

global ))sources

Glebal Sources
Electronies Design Award
China Electronics Fair

H?cp

Most Innovative
Communications Product

Shouldnt you have the support of
video evidence all the time, not just
when the incident happens in front of
your cruiser?

In-car video has been of tremendous benefit
to police work

BUt About 90 percent

of what police do is away from the car.

--San Francisco Chronicle, 02/03/2004

i ' In-car video can't go up to the door of a house or inside an apartment.
. . e ' In-car video can't provide indisputable proof that the officer asked for and
1 was granted permission to enter or to search. It can’t go down a narrow
alley way, or inside a warehouse and document what the officer saw that
caused him to pull his weapon. In-car video can record the officer
walking up to a car...but it cannot document what the officer saw inside
the car while s/he talked with the driver. The VIDMIC can go more
places and record a much wider variety of incidents. .

Contact us for derails.

300-236-1449 www.vidmic.com

VidMicCatalogComposed.indd 7 4/11/08 2:48:56 PM



VIDMIC

Specifications
SENSOr....ccoocevvrieerinenn.-.a 112,65 Cd
Effective Pixels................ 536 mega pixels
Image Size......cccooviainns 2560x1920 (5 million)
LCD Monitor.................... 1.51nches
Focal Length................... f=6.089 mm
Aperture. ... Fi3.25
View Angle.......................B3
Photo Format................... ipeg
Video Format................. mpeg-4/AvI
Video Speed....................30 frames per second
Video Codex..........veivienns Kvid
Resolution...........c...........240 X 120
Batteny...ccuus sesrasesnrsmsnronss Internal 3.7 1800m Ah Lithium
(Minimum of three hours of battery [ifa.)
Memory...............occcoeeInternal 1G flash memary
VIDMIC
On Featupeg Included
Hhe wWith the
VIDMIC vViDMIC
* Two heavy duty clothing clips * The T-1010 listen-only acoustic
to stabilize the Unit tube headphone (A $30 value)

* Car Charger

% 3.5mm Audio jack on the mic head for -
use with a listen-only headphone Wall Gharger

* Individual User Software

¥ On selected models, the accessory ¥ Departmental User Software
connector which attaches the VIDMIC - i
to your radio provides an additional WSB/mini USE Connector Cable

push-to-talk button ¥ Five LCD Screen Protectors

ASK ABOUT OUR ADVANCED FILE MANAGEMENT SOFTWARE

We've been waiting, we've been looking for something fike this, Now what the officer sees, the
camera sees. Every drunk driving stop, the attorney asks you, 'Did my client really do this?" Just piay
the video. You can see for yourself the benefit just by watching the video.

-Lt Sam Liddiard - American Fork PD - American Fork, Utah

; Contacr us for details. .
500-236-1449 ot 1t ) S www.vidmic.com

VidMicCatalogComposed.indd 8 4/11/08 2:49:00 PM
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RS3*sXin

BODY WORN CAMERA SYSTEM

> L
2% Designed in the UK by

A 4
REVEaALMEDA

WWW.REVEALMEDIA:COM




RS3-SX

BODY WORN CAMERA SYSTEM

RS3-SX is an all in one, weatherproof, full high definition video recorder
with articulated camera and integrated evidence management
software, RS3-SX is truly a next generation body worn camera system.

The RS3-SX system has a number of unique features with the most sig- ¢
nificant ones being the fully articulated camera, integrated software
and front-facing screen.

RS3-SX’s unique camera articulation enables many more scenarios than
other body worn cameras. It accommodates wearers of all shapes and
sizes so that they film evidence, not someone’s shoes. By turning the
camera around, it can also be used in-car, for handheld inspections and
table-top for interviews etc. Simply unclip the camera from the mount
and onto the uniform, and vice versa.

Ao el #

FEATURES SPECIFICATIONS
v Integrated software management: evidential safe recordings. + Recording resolution: 1080p, 720p and 576p
v Full HD Recording: for incredibly detailed images. + Frame rate: 25fps or 30fps

v Automatic microphone sensitivity: for crystal clear audio in a wide + Encoding technology: H264 (video), MPEG-4 (audio)
range of environments.

+ File size: Between 2.3GB per hour to 5GB per hour (depending on
v Articulated camera: helps ensure intended subject is recorded recording resolution)

v Unique ID for each unit: better chain of evidence and asset man- + Data transfer: USB 2

agement + Memory: SD card (up to 32GB)

+ Weight: 140gms

+ Dimensions: 98mm x 60mm x 25mm (H/W/D)

+ Battery life: >2.5 hours with internal removable battery. Can be
extended to over 8 hours with external pack.

+ 1P54 case design
INCLUDED

v Multiple mounting options: Police compatible stud system, clip, * BSDEMS Buidence management:software license
lanyard, suction mount and stand alone + 8GB SD card

v Pre-record function: previous 30 seconds prior to event is captured

v Admin only settings change: user cannot amend settings without
permission

v External camera input: alternative options such as head cameras

v Big red sliding record switch: easy to operate with gloves and with
no need to see it.

v Automated evidence management: plug and go operation

v Audio and visual indicators: clear device status + Police equipment compatible stud mount

v Lightweight: weighing the same as an iPhone 4, RS3-SX can be + Belt/pocket clip
carried all day without noticing

{ k with inbuil ki hi ®
Playback with inbuilt s er: easy review while on operations
v yo pes oY pe + Spare battery
All in one unit: no external wires that could be safety or reliabili
l:azard W Y + USB cable
+ Enclosed construction with rubber seals: weatherproof for extended ¢ External wall charger
operational capability + Manual

REVEaALMEDEA
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" |deal for [eireet
Mounted Patrol ~ Agency’s
SWATTeam  Inteqrity

Investigators
Campus Security

WEARABLE Parks & Wildiife
VIDEO CAMERA .and many more.

For Law Enforcement

Portable Buill-in
- Goes Anywhere You Go Microphone
« Clips Securely to Uniform

Full-Color High

Ruggedized Resolution Camera

« Rubber Over-Molded Housing
« Waterproof to IPX5 Standards

Secure
« Protects Chain-of-Custody
« Protects Against

Easy o Use
Unauthorized Use

« One-Touch On/Off
« Hands-Free Operation

(Actual Size)

'WﬁTE‘H‘O'G’UﬁHﬁ'

DIGITAL IN

TECH SPECS:
* 4 hr Recording Time * Digital Signafure Security * Waterproof (IPX5)
* 4 hr Battery Life *VGA 640 x 480 Resolution *Dimensions: ~ 3" x 2" x.75”

* Fully Charged in< 3 hrs * 30 Frames Per Second * Green Design - RoHS/WEEE certified



CommandVu

Soffware Applicalion

; « One-touch transfer of video from camera
m. m Officers e Maste L Setip 0 g q
e — . « Review video and make copies
At [ Towem [ svwn | ot : « Assign user permissions and access
e s « Set custom video retention periods
B— « Securely manage files
( :' T-.*-" : : .__JI __Ji u—d
5 ﬂ o mmand ¥ Eient
Fle Hep
. ’ ) I Filter Files by date
——T% = II I I I E' l |l_ﬂm From:
- TS0 11:5900 P Lz ) - -
r [nauzl‘llenmhvdmnm epable Rera To:
dd Commen? PICT0009_2003.1 l__l 7.12.48.4¥1 3009!12;;; I 5:50:44 [I.JL;-; :? Somment
1CT0008_20 - ) :117:5 ~
FICT0008_2009.11.27 16,12 2.8V 2009/12/02 15:41:14 i
F‘}CT-‘_’:::;.,_‘,}};_” AT b (i HIH
PICT0005_2009.1; 5 o] 200871210z 15:28:42
; 1 --.i_li.ﬂ?.@s.-ﬁv[ 2009/12/53 TETE
. 0005_200: 11.24 1354 06.4y] A 00:00:02 |
« Easily add and remove users from the system T 2351135 5 2009712107 153755 [}
g N €3 23.27. 2,41 5 00:0p: |
« Assign specific cameras to officers P | S e [ ]
., . — CBZ3m e | |
- Maintain master log of chain-of-custody PICTO002 20051133 ,-.mm 2009012102 15:31 54 ooy [ |
. 1o ~1403.52 4 ~ . f
« Add comments to video files R T T % 202 15355 o | |
Ay 2 09”2’.0_) OD:OD-'OI I|

« Single-Seat & Network versions included 2 53155

DIGITAL IN CAR VIDEO

30017 SUMMIT AVENUE - PLANO, TEXAS 75074

WWW.WATCHGUARDVIDEO.COM
1.800.605.MPEG (6734)
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Arm Yourself

With The Latest In Personal Video Surveillance

N )
P &> > &
P C 7N & (A @nm
scorpion scorpion TINY
Only 217" 0 .
Tall nly 1.5
Tall
#99590 #99599

Shown In Actual Size ) Shown In Actual Size )

* Crime Scene Investigation  Evidence Collection ° Tactical Trammg

The Scorpion Micro DV has a unique, ultra small and covert design that can be used
in many recording situations. The Scorpion Micro DV is the smallest digital video
camera in the world with high resolution imaging. Ideal for bust and raid situations.
Great for evidence collection, interviews with suspects and arrest footage.
Kit contents: Micro digital video recorder, Multi use Clip and Bracket, Micro SD card,
USB cable, AC adapter, Storage pouch, Protective Sleeve, Strap and Velcro.

Scorpion Micro DV (#99590) Scorpion Tiny Micro DV (#99599)
Features: Features:
* Quick set up and activation « Snapshot function
« Date and time stamp * Date and time stamp
« High speed USB data transfer * VOX function for auto monitoring
 USB charging or AC charging * Video 640 X 480px 30 fps
» Rechargeable battery  Two indicators for easy operation
« Support AVI video format  Micro SD and battery capacity check
* High resolution image * PC camera function
» Web camera capable * Support AVI video format
« Clip and bracket installation * High resolution 2000 pixels
* Sound activated recording * Rechargeable battery Waterproof Enclosure ]
* Provided 2GB micro SD card * Provided 4GB micro SD card  (Forusewih #egso0ony) ) \_ MicroSDHC & USB Reader )
* Supports 16GB memory card (max) |  Supports 16GB memory card (max) P ~
#99590 ..................... Scorpion Micro DV...........cooeeevceenerererreennes $125.00
#99599 ..............cc... Scorpion Tiny Micro DV ........cccooerveverrneneee $149.00 \
#\V1400950-8............ 8GB MicroSDHC - with Adapter ..................... $24.99
#\1400950-8USB........ 8GB MicroSDHC - with USB Reader .............. $27.99
#\V1400950-16.......... 16GB MicroSDHC - with Adapter ................... $95.00
#\V1400950-16USB ... 16GB MicroSDHC - with USB Reader ............ $99.00
#99500WP................. Waterproof Enclosure (For use with #99590 only)..... $29.95
\_ #99590 Kit Contents

| | E/& Law Enforcement Associates, Inc.
E 2609 Discovery Drive, Suite 125 * Raleigh, NC 27616 -
LAW ENFORCEMENT ASSOCIATES, INC. 8003549669 WMWIeacorpcom a’dVISIOM

© 2010 LEA, Law Enforcement Associates, Inc. AlD, Audio Intelligence Devices is a division of LEA, Inc. * Specifications subject to change.
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StalkerVue Brochure
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Public Safety Grade
with bayightLow Lt BOdy Worn Video Camera/Recorder

v Lens Modes

Tilting Camera Head

Protect your responder and
document your evidence with
video, audio and still images.

The StalkerVUE body-worn video camera/recorder provides
documented evidence without the cost and limitations of in-car video
systems. The use of video is known to increase responder safety,
and reduce time in court, while increasing the likelihood of successful
prosecutions. In addition, taxpayer dollars are saved by reducing
frivolous lawsuits.

IDEAL FOR:
Patrol Officers
Investigators
Correctional Officers
Warrant Servers

K-9 Units

Actual size SWAT
Code Enforcement
Motorcycle Patrols
Bike Patrols

CLIPS EASILY TO UNIFORM FRONT

Private Security Agencies
TILTING CAMERA HEAD

Fire Safety Personnel

RECORDS UP TO 20 HOURS OF VIDEO EMS Professionals

IR EMITTERS FOR LOW LIGHT RECORDING |

NEW HIGH-CAPACITY BATTERY Available in 8 Gigabyte
and 32 Gigabyte models

JTALKER e i

1-800-STALKER 169 StalkerRadar.com



Protect your Responder.
Document your Evidence.

The StalkerVUE body-worn video camera/recorder provides documented

evidence without the cost and limitations of in-car video systems.

The use of video is known to:
B Increase responder safety
B Reduce time in court
B Increase the likelihood of successful prosecutions
B Save taxpayer dollars by reducing frivolous lawsuits

High quality video and still images in
virtually any lighting condition.

Daylight / Low-Light Lens Modes

The Stalker VUE adapts to ambient light to achieve clear video
recording and snapshots in virtually any lighting condition. In low
light and nighttime, the user can slide the IR filter away from the
lens to allow the camera to see in infrared light.

Tilting Camera Head

The patent-pending
tilting camera head
affords users a

choice of where the

Low-Light Mode

In Daylight Mode, the
StalkerVUE will record high
quality, full-motion video and
snapshots. In most cases,
where there is ambient light
such as street lights, the
camera will record high
quality video or snapshots.

In Low-Light Mode, the IR
filter is moved away from the
lens, thus allowing additional
light to enter the camera
lens. Any ambient light will
make the scene visible to the
camera.

In No-Light Mode, the IR

LEDs are turned on to provide

additional artificial light to
the scene. The IR LEDs
are capable of lighting the
surrounding area up to 15
feet in front of the camera.

unit can effectively
be worn.

This feature allows
the camera head
angle to be adjusted
up or down and
positioned for a clear
and unobstructed
view, unlike systems
that incorporate fixed
lenses and fixed
clamps or clips.

The all new Stalker VUE is the next

1-800-STALKER : :
must-have police and security technology.
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RESOLUTIONS FROM 640 x 480 TO 1024 x 768

HIGH QUALITY STILL IMAGES

DAY LIGHT OR LOW LIGHT OPERATION

Custom Badge Personalization

For a one-time setup charge and small
per unit cost, you can customize your
StalkerVUE with a replica of your
agency's badge, shield, insignia, or logo.

The badge mounts to the front of the
StalkerVUE and adds personalization
to your unit. (Minimum of 50 units)

>

360-degree rotatable
clothing clamp

Personalized
Stalker VUE

Easy File Transfer

The StalkerVUE easily transfers files to a PC
computer using its USB connector and cable.
There are no complicated applications to
learn or to configure. Plug ‘n
play connectivity with your
existing PC to transfer
files. Transferred files are
AVI format and viewable
on any PC’s media

player. That means that
the files can be copied directly to a

flash drive, CD or DVD for easy transportation.

User Changeable Battery

Unlike the competition, the StalkerVUE's battery is
user changeable and provides 120 hours of standby
time. Just slide the front panel off of the unit
and the battery is directly accessible
to insert or remove.
Moreover, the battery is
a common cell phone
battery available nearly
anywhere cell phone
accessories

are sold.

Convenient
Charging Options

The Stalker VUE can be conveniently charged through
its USB cable using the AC to USB power supply or
your computer’s USB port.

Plus, an optional external battery
charger is available to keep
spare batteries fully charged
and ready for use.

StalkerRadar.com



StalkerVUE vs
the competition

staeRIUIE

General Specifications

FEATURE Size: 3.77" x 248" x 82" (9.6 cm x 6.3 cm x 2 cm)
Ability to capture Weight: 10 0z. (.29 kg)
e high quality still photos No .
Color: Tactical Black
Yes Ability to record No Warranty: 1 Year
audio only
Camera Monitor: 1.4 Color CFT
Built in color LCD field i -
Yes monitor with Auto OFF No Battery: Rechargeable removable Lithium, 4000 mA
Battery Standby: 8+ hours (120 hours powered off)
v 5 embedded IR emitters N i . )
es with retractable filter 0 Battery Run Time: 6 hours continuous recording
for low-light recording Charge Time : 4 hours
A Rotating No Memory: 8 GB or 32 GB, Solid State Memory
celizis fze Connectivity: USB 2.0
Vers User replaceable / No Operating System: Microsoft Windows, 2000, XP, Vista, Windows 7,
removable Lithium lon Mac 0SX, Linux
battery -
Video
Unique time/date/ID
e watermark over No Video Format: MPEG 4
(SR U Playback Format: AVI
Vs Up to 32 GB of solid state No Still Video Format: JPEG
hockproof medi
shockprootmedia Video Resolution: 640 x 480
Yes Agency badge / Logo No Still Photo: High resolution
customization
Camera Sensor: CMoS
Yes L et 1l s No Focus: 43mm[F2.7
and labor warranty
Photography Range: 0.5m +

c E Approved | RoHS Compliant

Optional Accessories:

Vehicle Kit g m Custom Badge Personalization

Available in 8 Gig and 32 Gig models

The StalkerVUE Includes:

M |dentification
Upgrade

A External
AC to USB power supply USB cable . ™~ battery charger
CTALKER. =
I i 9007
J 7 \ [~ Radar | Lidar 200
1-800-STALKER STALKER
applied concepts, inc.
2609 Technology Drive M Plano, Texas 75074 StalkerRadar.com

972.398.3780 M Fax 972.398,3781

Copyright © 2012 Applied Concepts, Inc. All Rights Reserved. Specifications are subject to change.
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OUTSIDE POLICE AGENCIES - PVRD MATRIX

Agency Name N;:::Z::f PVRD Used NupTlieD';Of St[;ar:: d Pilot or Deployment?

1 |Aberdeen Police Department a4 Taser Axon Flex 36 2012 Deployment
2 |Ada County Sheriff's Office 325 Taser Axon Flex 2 2012 Pilot

3 JAllen County Sheriff's Office 10 Taser Axon Flex 10 2011 Deployment
4 |B.A.R.T. Police Department 300 Taser Axon Flex 210 2012 Pilot

5 |Brentwood Police Department 62 Vievu LE-2 59 2010 Deployment
6 |Burnsville Police Department 74 Taser Axon Flex 24 2009 Deployment
7 |Campbell Police Department 41 Vievu LE-2 40 2010 Deployment
8 |Coer D' Alene Police Department 325 Vievu LE-2 40 2012 Deployment
9 |Cook County Sheriff's Office 3,500 Taser Axon Flex 30 2012 Pilot
10|Coronado Police Department 44 Taser Axon Flex 14 2011 Deployment
11 |Danville Police Department 133 Taser Axon Flex 15 2010 Deployment
12 |East Bay Regional Parks 75 Vievu LE-2 60 2010 Deployment
13 JEdmonton Police Service 1,580 RS3-SX & Taser 38 2012 Pilot

14 |Fort Worth Police Department 1,510 Taser Axon Flex 50 2012 Pilot

15 |Greenwood Police Department 22 Taser Axon Flex 22 2011 Deployment
16 |Johnson County Sheriff's Office 450 Taser Axon Flex 25 2011 Deployment
17 |Lake Forest Park Police Department 17 Vievu LE-2 6 2010 Pilot

18 |Lake Havasu Police Department 95 Taser Axon Flex 12 2009 Deployment
19 |Los Angeles Police Department 9,925 Undecided 0 2008 Pilot

20 |Marine Police Department 63 Vievu & Scorpion 63 2008 Deployment
21|Mesa Police Department 780 Taser Axon Flex 50 2012 Deployment
22 |Miami-Dade County Sheriff's Office 3,034 Undecided 0 2012 Pilot

23 |Modesto Police Department 285 Taser Axon Flex 131 2011 Deployment
24 |Mountain View Police Department 96 Taser Axon Flex 10 2012 Pilot
25]0akland Police Department 637 Vievu LE-2 350 2011 Deployment
26 |Palm Beach Sheriff's Office 1,537 Taser Axon Flex 10 2011 Pilot

27 |Phoenix Police Department 3,000 Taser Axon Flex 50 2012 Pilot

28 |Pittsburgh Bureau of Police 849 Taser Axon Flex 50 2012 Deployment
29 |Polk County Sheriff's Department 456 Taser Axon Flex 15 2011 Deployment
30|Post Falls Police Department 40 Vievu LE-2 8 2009 Deployment
31|Rialto Police Department 95 Taser Axon Flex 60 2012 Deployment
32|San Bernardino County Sheriff's Dept. 1,700 Taser Axon Flex 20 2012 Pilot

33|San Jose Police Department 1,100 Taser Axon Flex 20 2009 Pilot

34 |Sedgwick County Sheriff's Depart. 456 Taser Axon Flex 15 2009 Deployment
35|Union City Police Department 77 Taser Axon Flex 80 2012 Deployment
36 |Vallejo Police Department 74 Vievu LE-2 20 2009 Deployment

DISTRICT ATTORNEY OFFICE'S - PVRD MATRIX
Agency Name N;rf::: Z::f PVRD Used NupleeDZOf StDaE:':: d Pilot or Deployment?

37 |Dakota County Attorney's Office 0 Taser Axon Flex 0 2009 Investigations
38 |South Dakota State Attorney's Office 0 Taser Axon Flex 0 2012 Investigations
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Custody or
Patrol?

OUTSIDE POLICE AGENCIES - PVRD MATRIX

Other PVRDs
tested/considered?

Video Retention Policy -
Routine Video

Video Retention Policy -
Videos of Interest

Patrol Taser Axon Pro Indefinite Indefinite

Patrol None 1vyear Indefinite Cancelled pilot
Patrol None Indefinite Indefinite

Patrol Taser Axon Pro & Vievu 1vyear Indefinite

Patrol None 1 year Indefinite

Patrol None 30 days 3 years

Patrol None 1 year Indefinite

Patrol None 1vyear Indefinite

Custody None 2 years Indefinite Federal Consent Decree
Patrol None 1vyear Indefinite

Patrol None 1 year Indefinite

Patrol None 1vyear Indefinite

Patrol RS3-SX & Taser Undefined Undefined

Patrol None 6 months Undefined

Patrol Vidmic 90 days Indefinite

Patrol Taser Axon Pro 90 days 1-5 years

Patrol None 90 days Undefined

Patrol Vidmic & Vievu 26 weeks Indefinite

Patrol Undecided Not Applicable Not applicable

Patrol None 21 days Indefinite

Patrol None 60 days 1 year

Patrol Undecided Not Applicable Not applicable

Patrol None 366 days Indefinite

Patrol None Indefinite (Pilot) Indefinite

Patrol None 5 years 5 years Federal Consent Decree
Patrol None Not Applicable Not applicable Cancelled pilot
Patrol None 90 days Indefinite

Patrol None 31 days 2 years

Custody None Indefinite Indefinite

Patrol None 30 days 5 years

Patrol None 2 years Indefinite

Patrol None Undefined Undefined

Patrol None Undefined Undefined

Custody None Indefinite Indefinite Proposed 5 year retention
Patrol Vidmic & Vievu 1 year 3 years

Patrol Vidmic & Vievu Indefinite Indefinite

Custody or
Patrol?

Prosecutor

DISTRICT ATTORNEY OFFICE'S - PVRD MATRIX

Other PVRDs
tested/considered?

None

Video Retention Policy -
Routine Video

Not applicable

Video Retention Policy -
Videos of Interest

Indefinite

Prosecutor

None

Not applicable

indefinite
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Aberdeen Police Department- PVRD Survey
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ABERDEEN POLICE DEPARTMENT
ABERDEEN, SOUTH DAKOTA

NUMBER OF PEACE OFFICERS: 44
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 36

In January 2010, Aberdeen Police Department began a testing period to evaluate
Personal Video Recording Device (PVRD) technology. They tested the Taser Axon
Pro, and more recently, the Taser Axon Flex.

In March 2010, Aberdeen Police procured and started using the Taser Axon Flex.
Aberdeen Police Department has 44 sworn officers and currently uses 36 personal
video recording devices, including those used within their custodial environment.

Overall, Aberdeen Police Department’s evaluation proved that the Taser Axon Flex is
user friendly. They did not identify any issues with activating the device. They have
identified several positive effects of this technology. The PVRD reduced complaints and
amount of time officers spend in court. This was accomplished by having “real-time”
data that recorded the incident and disproved any false allegations.

Users experienced early issues with the durability of the wiring between the camera and
the battery pack. Occasionally, officers experienced issues with the speed at which the
videos downloaded as well as the time it took to playback the videos.

The Aberdeen Police Department utilizes Taser’s back-end data management and
storage solution Evidence.com. Videos are downloaded on a daily basis at the end of
each user’s shift. One officer has been designated as the department’s “System
Administrator” and has been given full access to user rights, assigning and tracking
equipment, controlling passwords, conducting quality checks of video and audio and
acting as a liaison with Taser representatives. Additionally, one officer was designated
as a “Station Control Officer” assigned with maintaining the Taser Evidence Transfer
Manager, the docking station by which officers download and charge their devices, and
overseeing needed repairs or replacement of equipment. Command Staff personnel
were granted full access to information on Evidence.com.

Aberdeen Police Department allocated $100,000 to implement the PVRD program. The
$100,000 included a 3 year service agreement with Evidence.com, for data storage.
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Ada County Sheriff’s Department
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ADA COUNTY SHERIFF’S OFFICE
BoISE, IDAHO

NUMBER OF PEACE OFFICERS: 325
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 2

ADA County Sheriff’'s Office (ACSO) has approximately 325 sworn officers and is the
largest sheriff's department in the State of Idaho. In 2012, they began testing and
evaluation of the Taser Axon Flex Personal Video Recording Device (PVRD). They
purchased two units to be worn by field personnel. Upon conclusion of their test and
evaluation, the PVRD project managers recommended to their Sheriff that they
discontinue the use of PVRD technology.

They noted several issues with the device and citizens’ reactions to the device. ACSO
noted that citizen’s actually became agitated when they discovered they were being
videotaped. Their data revealed that complaints were more likely to increase if their
officers continued using the PVRDs. Their research also revealed that they were not
capturing quality footage of citizen contacts because the lens on the PVRD had a
propensity to point downward and they did not acquire video of suspect’s faces, etc.

An additional issue experienced by the ACSO was the difficulty in data management.
The ACSO was forced to hire a full-time IT person to manage the data produced by the
two devices. They were constantly getting requests from the District Attorney’s Office in
Boise requesting video of incidents and were forced to supplement staffing to handle
the requests. Even with only two devices, they saw a need for full-time management of
the devices and data.

The ACSO did not experience server issues because they’re supported by wireless
technology and their servers supported the limited data they acquired. They did not
outsource any data storage technology.

When speaking with the ACSQO’s project manager, Lieutenant Rajeev Sahni, he stated
that in his opinion, IT support of a large scale deployment of PVRD technology was
“‘Unmanageable and cost prohibitive.”

179



Attachment #18

Allen County Sheriff’s Office
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ALLEN COUNTY SHERIFF’S OFFICE

IOLA, KS

NUMBER OF PEACE OFFICERS: 10
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2011
QUANTITY OF PVRDs: 10

Allen County Sheriff's Office employs 11 personnel. The department began using the
Taser Pro device in 2011 and upgraded to the Axon Flex in 2012. They currently have
10 Taser Axon Flex devices deployed. Allen County Sheriff's sworn personnel receive
four hours of training on the use, operation and maintenance of the PVR device.

Allen County Sheriff’'s Office likes the simplicity and user friendly features offered by the
Taser Axon Flex Device. Additionally, they like Taser’s back-end data management
and storage solution, Evidence.com. Videos are downloaded into Taser’s
Evidence.com at the end of every shift and retained for a period of two years. Allen
County Sheriff personnel also appreciated Taser Axon’s high quality real time video and
audio display.

Allen County Sheriff’'s Office personnel stated they had some issues with the Taser
Axon’s wiring system that connects the device to the power source. However, these
issues were quickly corrected by the vendor.

Allen County Sheriff’'s Office employees are non-union.

Allen County Sheriff's Office spent $40,000 for 10 PVR devices and start- up kit. They
paid an additional $26,000 for a three year Evidence.com plan.
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Bart Police Department
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BAY AREA RAPID TRANSIT (BART) POLICE DEPT.
SAN FRANCISCO, CA

NUMBER OF PEACE OFFICERS: 300
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 200

The BART Police Department employs 300 personnel. They have tested and evaluated
the Taser Axon Flex, Axon Pro and VieVu PVR LE-2 devices. Currently, the BART
Police Department has 200 Taser Axon Flex devices deployed within their patrol
division. Additionally, the department has sent all of their training officers to Scottsdale,
AZ to be trained by Taser personnel.

The BART Police Department likes the variety of mounting options offered by the Taser
Axon Flex and found the device to be user friendly. The department also complimented
the Taser’s data management and storage solution, Evidence.com. At the conclusion of
their shift, officers download their videos into Evidence.com, where the videos are
retained for a period of 1-3 years. The BART Police Department liked the Taser Axon
Flex’s high quality audio and video. However, the officers did not like the wire
connecting the camera to the battery pack, and complained that they did not know if or
when they had turned the recording device on or off.

During the initial implementation of the PVRDs, the BART Police Department met with
union representatives to discuss the union’s concerns. After changes were made to the
department’s policies, the Union supported the deployment of PVRDs. Since the
deployment of PVRDs, the BART Police Department has seen a significant decline in
civilian complaints and most officer misconduct allegations have been quickly resolved
by simply viewing the video.
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The BART Police Department has identified the following criteria to determine the
retention of video data through Evidence.com. The retention rates can be extended at
any time by a Supervisor, Internal Affairs, Evidence Specialist, or Administrator.
Categories can also be added if needed.

1. Cold Report 1 Year

2. Consensual Contacts 1 Year

3. Detentions 2 Years

4. Infraction Violations 2 Years

5. Arrest — Misdemeanor / Felony 3 Years

6. Statement — Victim / Suspect / Witness 3 Years

7. Use Of Force Until Manually Deleted
8. Sick / Injured Patron 3 Years

9. Unattended Death / Homicide Until Manually Deleted

The cost of the BART Police Department’s Taser Axon Flex deployment project was not
available at the time this survey was conducted.
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Brentwood Police Department
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BRENTWOOD POLICE DEPARTMENT
BRENTWOOD, CALIFORNIA

NUMBER OF PEACE OFFICERS: 62
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 59

In 2010, the Brentwood Police Department (BPD) launched a PVRD pilot program
utilizing the Vievu PVR-LE2. Each officer that was issued a PVRD received four hours
of training on the device. The training curriculum taught officers how the device
functions, best practices and proper use.

During their test and evaluation period, BPD liked that the VieVu device was easy to
use and the videos were easily downloaded. BPD also appreciated that VieVu’s
proprietary software interfaced nicely with their existing software.

Their pilot program revealed two issues with the VieVu device. First, some of the video
files recorded by the VieVu device were corrupted and BPD was unable to view them.
Second, the clip or hinge that affixes the device to the officer was easily broken.

The BPD officers downloaded available video data after each shift. Their officers are
encouraged to activate the device during every citizen contact, especially encounters
involving irate and hostile citizens. BPD requires that videos are retained for one year.

The BPD has not had to supplement staffing to staff to manage their video data at this
point.

The BPD reported that they have invested approximately $50,000 on devices. They did
not identify any costs for long term video storage.
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Burnsville Police Department

187



BURNSVILLE POLICE DEPARTMENT
BURNSVILLE, MINNESOTA

NUMBER OF PEACE OFFICERS: 74
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 24

Burnsville Police Department (BPD) employs 74 sworn personnel. In 2009, they
initiated testing and evaluating of Personal Video Recording Devices (PVRDs). Their
choice for PVRD technology was the Taser Axon. They procured 24 first generation
Taser Axons and conducted training for their officers to instruct on usage and
functionality of the device.

The BPD felt that the overall risk management benefits garnered through the ability to
collect video evidence are a big advantage of the utilization of PVRD technology. By
collecting video evidence, BPS has the potential to aid in the exoneration of officers in
various types of misconduct. The PVRDs enhance the documentation of their use of
force incidents and reduce complaints against officers. Another important benefit is that
by using PVRDs, BPD can increase transparency.

The BPD has identified two following limitations of the Taser Axon. Users report that
the device worn on glasses tends to fall off, making it unreliable. Also, BPD
experienced minor issues interfacing the software.

Burnsville utilizes Evidence.com as their data management and storage solution. They
comply with Minnesota State Law and retain video data for 3 years.
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Campbell Police Department

189



CAMPBELL PoOLICE DEPARTMENT
CAMPBELL, CALIFORNIA

NUMBER OF PEACE OFFICERS: 41
PVRD MANUFACTURER: VIEVU LE-2
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 40

In 2010, the Campbell Police Department (CPD) began using the VieVu LE-2
technology.

The have found the device to be “user friendly” and have not experienced any issues
with the software. The only issue they have identified is securing the device to their
uniforms. They have found that any movement of the device results in a loss of range
of vision.

The CPD has not experienced any technical issues with the devices or infrastructure.
They recently upgraded their organization’s IT software and believe this upgrade has
contributed immensely to the successful utilization of VieVu'’s proprietary software.
CPD has decided to retain all video data for 1 year.

The CPD has not added staff to manage the video data. They have assigned their
Operation’s Agent to handle the data as a collateral duty.

The police officer’'s union has embraced this technology without conflict. They believe
the videos are essential to clearly display the quality work their officers are producing
daily.

The CPD has reported a significant decrease in citizen complaints since the inception of
the PVRD project.

The CPD did not have cost analysis available at this time, but they believe funding for
this technology will remain.
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Coeur D’Alene Police Department
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COEUR D’ALENE POLICE DEPARTMENT
COEUR D’ALENE, IDAHO

NUMBER OF PEACE OFFICERS: 325
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 40

Coeur D’Alene Police Department tested and evaluated several PVRD manufacturers
including Digital Ally, Team Intel and Taser. In 2012, The Coeur D’Alene Police
Department (CDPD) procured 40 VieVu Personal Video Recording Devices (PVRDs) for
their officers.

One device the CDPD tested was the Vidmic Generation I. Currently, one patrol unit is
utilizing this device. The camera is built into the microphone that attaches to the
officer’s radio and has an optional earpiece. The concept of this unit is solid, but in
practical use they have encountered several issues. Though the video/audio quality is
good, the microphone frequently breaks and the unit itself loses power within about 2 %2
hours (without recording). It was determined that if the microphone quit working, the
officer could no longer communicate on their radio causing severe officer safety issues.
Officers also complained about the weight of the device as well as the button size.
Additionally, it is hard for the officers to determine if the device is activated. CDPD
identified that Vidmic did not have the best overall features. The CDPD paid $700 for
each device.

Ultimately, CDPD elected to utilize the VieVu LE-2 because of its stand alone quality
and its ease of use. They determined that the VieVu LE-2 is a quality audio/video worn
camera solution that would integrate into their existing Viper system without purchasing
proprietary software and that their officers could use without any special assistance.
VieVu is the only vendor who met all the criteria they were looking for.

Allocated funds from their budget were used to purchase the PVRDs. VieVu sold
CDPD 40 PVRDs for the price of 37 PVRDs. The acquisition of PVRDs came at a cost
of $31,500. The 40 PVRDs are issued to some of their patrol and traffic officers and the
remaining devices are held and checked out by supervisors on an “as needed” basis.
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Cook County Sheriff’'s Department

193



CoOOK COUNTY SHERIFF’S OFFICE
CHICAGO, ILLINOIS

NUMBER OF PEACE OFFICERS: 3500
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 30

Cook County Sheriff's Office (CCSO) is one of the foremost leaders in the utilization of
Personal Video Recording Devices (PVRDS) in custodial facilities. They are currently
utilizing the Taser Axon Flex. The CCSO is testing 30 Taser Axon Flex devices in their
Corrections Division. Though the use of PVRDs is still considered a pilot project, the
CCSO has identified several benefits to using the PVRDs.

The CCSO decided to strategically deploy the acquired PVRDs. They identified the
locations within their jail facilities which had the most uses of force and allegations of
misconduct and issued the PVRDs to deputies working those high risk areas. Since the
PVRDs have been deployed in the identified areas, use of force incidents and
allegations of misconduct have declined.

Executive Director of the Cook County Department of Corrections, Daniel Moreci, stated
that the PVRD technology has proven to be a strong deterrent in regards to actions
precipitating use of force incidents. He stated that inmates routinely comply with staff
instructions when they know they’re being videotaped.

The CCSO has utilized an “event based” deployment program in relation to activation of
the device. Staff is encouraged to activate the system when they encounter a situation
that may need to be documented. This activation strategy has been effective in
empowering staff to utilize the device in critical incidents.

The CCSO has not identified any issues with data management. However, they cannot
forecast infrastructure needs should they implement a large scale PVRD program.

The CCSO has not added staff to manage their video data at this point.
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Coronado Police Department
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CORONADO POLICE DEPARTMENT

e p—

L RO \-- .
CORONADO, CALIFORNIA C’OPOLICEDO
ey
NUMBER OF PEACE OFFICERS: 44 R
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2011
QUANTITY OF PVRDs: 14

The Coronado Police Department (CPD) introduced Personal Video Recording Devices
(PVRD) technology into their agency in 2011. They utilize the Taser Axon Flex device
and have found it very useful in creating a transparent and self-aware organization. The
PVRD technology has improved their evidence collection by providing “real-time”
auditory and aural video data.

The CPD has also benefitted from the ability to record all citizen contacts. This has
greatly reduced their citizen’s complaints. They utilize Lexipol for risk management
support.

There are several features that the CPD have identified. The CPD believes the 30-
second buffer is paramount in capturing the early stages of events. They identified the
devices ease of use, light-weight, multiple mounting options, and low light camera
availability.

The CPD has not incurred any infrastructure issues. They utilize a cloud based system
to store their video data. They download their video daily and they retain all video data
for a minimum of three years.

The CPD has invested approximately $25,000 for this technology.
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Danville Police Department
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DANVILLE POLICE DEPARTMENT
DANVILLE, VIRGINIA

NUMBER OF PEACE OFFICERS: 133
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 15

The Danville Police Department (DPD) has 133 sworn officers and serves a community
of 44,000 residents. In 2010, DPD launched a Personal Video Recording Device
(PVRD) Program utilizing 15 Taser Axon Flex. The DPD also tested several other
devices and utilized various mounting positions. The DPD chose not to provide the
competing solutions tested.

DPD identified several issues with competing solutions. Other devices had poor video
quality in low light and did not perform well in dynamic police activity. Downloading
video files was time consuming and many of the files were found to be corrupt. In
addition, the devices had poor audio quality.

The DPD ultimately decided to use the Taser Axon Flex solution. DPD liked the robust
construction of the units and felt that the video and audio quality was far better than the
competing solutions. The activation was simple and the buffering capability proved to
be crucial in dynamic situations. The Axon Flex also featured a variety of mounting
positions including specially designed glasses, an epaulet mount, a lapel mount and a
chest mount, which gave the opportunity to choose the mount that best suited their
needs. The uploading and tagging system made data retrieval easier and the Evidence
Transfer Manager (ETM) seamlessly downloaded data to the “cloud” within seconds. A
major advantage of the Taser Axon Flex is the 7 hour battery life, which is far better
than the competing solutions. was a feature that was crucial in dynamic situations)

Representatives from the DPD believe strongly that this technology is a deterrent to
criminal activity, acts as an effective risk management system, and provides a means to
increase transparency. Lastly, the DPD has seen a substantial decrease in citizen
complaints against officers wearing PVRDs.
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EAST BAY REGIONAL PARKS DISTRICT POLICE
OAKLAND, CALIFORNIA

NUMBER OF PEACE OFFICERS: 75
PVRD MANUFACTURER: VIEVU LE-2
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 60

In 2010, the East Bay Regional Parks District Police (EBRP) began utilizing Personal
Video Recording Devices (PVRDs). After testing and evaluating various PVRDs, the
EBRP chose the VieVu LE-2.

The EBRP identified several positive features of the VieVu LE-2. They felt that it was
user friendly and that it acted as an effective deterrent to citizens making false
allegations against officers. The EBRP appreciated the device’s ability to document
incidents in “real-time” and also the manufacturer’s cooperation in solving software
issues.

The EBRP also identified a few limitations of the device. First, the device had poor
durability. The clips used to affix the device to an officer’s uniform were easily broken
and many of the cases split apart. Also, the battery life did not last up to the time period
specified by the manufacturer. EBRP also experienced data corruption and lost video
files due to a software update that reset all of the retention settings. EBRP returned 33
percent of their devices for repair.

The EBRP invested approximately $40,000 in PVRD technology. At the time of this
report, they had not incurred additional infrastructure costs. They did specify any
retention period for collected video data.
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EDMONTON POLICE SERVICE
EbmMONTON, CANADA

NUMBER OF PEACE OFFICERS: 1580
PVRD MANUFACTURER: RS3-SX- TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 31

Edmonton Police Service (EPS) currently utilizes Reveal Media’s RS3-SX (31 devices)
and Taser Axon Flex (7 devices) Personal Video Recording Devices (PVRD). Their
agency has experienced significant problems with any kind of automated ‘back-end’
processes to manage the data from both devices they use. They are having difficulty
minimizing the time the officers put into uploading and managing the files as well as
providing appropriate security and chain of custody for those files and warn potential
users not to underestimate the back-end data management process.

The EPS has mandated that officers download all video data at the end of each shift.
Due to the PVRD pilot beginning in September of 2012, they have not experienced any
issues with retrieval of data. They have determined to store all video data up to one
year.

The EPS has added additional staff to handle the data management.

The EPS received a $150,000 grant from the Canadian Police Research Centre. They
have augmented those funds with an additional $315,000 to launch this technology.
They purchased each device for $1,200.

The EPS is required to provide a written conclusion of this pilot program in the Fall of
2014
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FORT WORTH POLICE DEPARTMENT
FORT WORTH, TEXAS

NUMBER OF PEACE OFFICERS: 1510
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 50

The Fort Worth Police Department (FWPD) established a pilot project for Personal
Video Recording Device (PVRD) technology in the spring of 2012 and is currently using
the Taser Axon Flex.

Even though the FWPD is currently in the test and evaluation phase of their pilot
project, they have identified several positive aspects of the Taser Axon Flex. First,
FWPD appreciates the ability to capture the incident from the officer’s point of view.
FWPD uses Evidence.com and finds that is an effective system for data management.
FWPD also likes that the camera is attached to the officer, which prevents the officer
from having to re-mount the camera when he gets into his vehicle.

The FWPD is concerned with the potential costs of future video and data storage,
should they choose to expand their deployment of PVRDs. They are currently utilizing
Evidence.com to store their video and data. They are pleased that the software
updates on Evidence.com are handled by the manufacturer and have not created any
issues with their IT department. Thus, they have not had to fund any additional IT staff
to manage the PVRDs.

Because the technology is still new to their agency, FWPD noted that their officers are
somewhat skeptical of the agency’s intentions. The have also identified minor hardware
issues with their existing infrastructure.

The FWPD is retaining all video data for 6 months for routine interactions, however,
they are retaining footage of vehicle pursuits or uses of force for two years.

The FWPD paid approximately $900 for each device and are concerned with potential
infrastructure costs associated with a large scale deployment of PVRDs
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GREENWOOD POLICE DEPARTMENT
GREENWOOD, ARKANSAS

NUMBER OF PEACE OFFICERS: 22
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 22

The Greenwood Police Department (GPD) introduced Personal Video Recording
Devices (PVRD) technology into their agency in 2012. They tested several solutions,
but chose the Taser Axon Flex PVRD.

The main reason for the inception of this technology was to act as a strong risk
management tool. GPD feels that the use of the Taser Axon Flex is a strong deterrent
against frivolous complaints, helps to portray transparency, and is an effective tool to
capture incidents as they evolved. The technology has proven to reduce complaints
and has helped to hold their personnel accountable for their words and actions.

The GPD has not identified any dissatisfaction with the PVRD technology. They are
currently utilizing Evidence.com for storage and video data management, which,
according to GPD representatives, has been a seamless solution.

The GPD conducts internal training for the device. The GPD does not function with a
union for their sworn members, thus, there has not been any formalized objection to the
PVRD.

The retention timetable varies according to the “seriousness” of the video data collected
and the potential for civil litigation.
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JOHNSON COUNTY SHERIFF’S OFFICE
OLATHE, KANSAS

NUMBER OF PEACE OFFICERS: 450
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2011
QUANTITY OF PVRDs: 25

Johnson County Sheriff's Office (JCSO) employs 450 sworn personnel. JCSO tested
and used the Taser Axon Pro and Axon Flex from January 2011 to March 2011.
Currently, Johnson County Sheriff's Office uses 25 Taser Axon Flex devices and
provides two hours of training for their new PVRD users.

The department appreciated the high quality video display and the user friendliness of
the Taser Axon Flex. They also liked the recording buffer of the Taser Axon devices as
well as the functionality of Taser’s back-end data management and storage solution,
Evidence.com. Videos are downloaded into Taser’s Evidence.com at the end of every
shift with various retention periods. Johnson County Sheriff's Office stated the audio
and video are excellent and there have been numerous instances where the videos
have immediately resolved civilian complaints of misconduct by officers. Furthermore,
Johnson County Sheriff's Office stated they haven’t experienced any negative issues
with the device or software program for the Taser Axon Flex.

During the testing and evaluation period for PVRD’s, the Johnson County Sheriff’s
Office also tested the Taser Axon Pro devices. During this testing period, the officers
noted several issues with the GPS tracking feature. These issues have been
nonexistent with the Taser Axon Flex.

When the Johnson County Sheriff's Office began deploying the PVRD'’s, their officers
were initially resistant. The officers felt the PVRD’s were invading their personal privacy
and many felt uncomfortable wearing the device. However, once the officers understood
the many benefits of the PVRD, they would not begin their shift without it. Johnson
County Sheriff’'s Office employees are non-union.

Johnson County Sheriff's Office spent approximately $800 per Axon Flex kit plus an
additional $600 per device per year for Evidence.com capabilities.
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LAKE FOREST PARK POLICE DEPARTMENT

> \AKE FOI?Es
LAKE FOREST PARK, WASHINGTON
NUMBER OF PEACE OFFICERS: 17
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2010
QUANTITY OF PVRDs: 6 ===

INCORPORATED 1961

The Lake Forest Park Police Department (LFPPD) began a pilot program utilizing
Personal Video Recording Devices (PVRD) in 2010. The LFPPD utilized the VieVu
device as their PVRD. This program was voluntary and was designed to show
transparency, protection against frivolous complaints, and memorialize critical incidents.

The LFPPD experienced software issues and determined that downloading devices
took and extremely long time to download data files. Overall, the officers believed the
devices were useful in reducing complaints and capturing an incident from the officer’s
perspective.

Recently, the LFPPD ended the pilot program due to union issues. According to
representatives, the union protested the use of collected video to be utilized for
personnel evaluations. Moreover, the union protested the failure of a standardized
PVRD policy to be written.

All video data was retained for 90 days in routine deployments. Video data involving
significant events such as uses of force, complaints, evidence in prosecution were
burned to disc and held indefinitely.
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LAKE HAVASU CITY POLICE DEPARTMENT
LAKE HAVASU, ARIZONA

NUMBER OF PEACE OFFICERS: 95
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 12

Lake Havasu City Police Department (LHPD) employs 130 personnel. They tested and
used the Taser Axon Pro from June to December 2010, and VieVu and Vidmic prior to
that. Currently, Lake Havasu City Police uses 20 Taser Axon Flex and has provided 1-2
hours of training to PVRD users.

LHPD appreciates the head-worn perspective and recording buffer of the Taser Axon
devices as well as the functionality of Taser’s back-end data management and storage
solution Evidence.com. Videos are downloaded into Taser’s Evidence.com at the end
of every shift and retained for up to 10 years, depending on the type of evidence, unless
manually deleted. The audio and video from the Taser devices are excellent and there
have been at least six instances where the videos immediately resolved civilian
complaints of misconduct. The only problem that Lake Havasu Police has experienced
with the Taser devices is durability of the wiring on the Taser Axon Pro.

In contrast to the Taser devices, the VieVu and VidMic devices that Lake Havasu
tested, which were worn on the uniform front, created poor videos due to wobbling on
the uniform and constant blockage of important views due to arms and weapons being
raised in front of the camera. Also, neither the VieVu nor the Vidmic offered recording
buffers, so critical incidents occurring prior to activation were not captured. They also
reported a lack of proper back-end storage for VieVu and Vidmic.

Lake Havasu Police Department has experienced some resistance from their
association leadership (they do not operate under union contracts) but feel that the
association is coming to the realization that this technology is inevitable and will become
a community expectation. They have also been focusing on highlighting the number of
complaints that resolve in officers’ favor when video evidence exists. Officers are happy
when they learn that complaints were resolved without having to submit to Internal
Affairs interviews.
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A Lake Havasu City Officer was involved in the fatal shooting of a suspect while wearing

the Taser Axon device and the video evidence enabled the County Attorney to make a
swift determination of justification.

Lake Havasu Police Department spent approximately $1000 per Axon Flex kit plus an
additional $600 per device per year for Evidence.com.
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LOS ANGELES POLICE DEPARTMENT
LOS ANGELES, CALIFORNIA

NUMBER OF PEACE OFFICERS: 9,925
PVRD MANUFACTURER: N/A
PVRDs USED SINCE: N/A
QUANTITY OF PVRDs: 0

The Los Angeles Police Department is currently NOT deploying or utilizing PVRD
technology. The LAPD has been examining PVRDs since 2008 and has conducted
limited testing. LAPD personnel have indicated the PVRDs have provided mixed
results. They indicated there is a substantial potential of the camera view being
obscured by an officer's arms or equipment, depending on placement, and the video
guality of the PVRD cameras at night was inadequate for the LAPD’s needs. The LAPD
representative indicated they have examined 6-10 of the most prevalent PVRD models
in the law enforcement market, over the past few years, and feel that an in-car-video
solution is a better fit for their organization than PVRDs.

The LAPD has not conducted a formal test & evaluation or a field trial of any PVRD
systems.
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MARINE POLICE DEPARTMENT
MONTGOMERY, ALABAMA

NUMBER OF PEACE OFFICERS: 63
PVRD MANUFACTURER: VIEVU-LE 2 & SCORPION
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 63

The Marine Police Department (MPD) introduced Personal Video Recording Devices
(PVRD) technology into their agency in 2009. The utilized the VieVu-LE2 device. The
MPD identified several problematic issues with the devices. They found the clip that
affix to their lapels to be easily breakable and they have replaced several devices. They
also have experienced software issues with video data downloads on VieVu devices.
The problem has reached a level whereas the officers have brought their personal
laptops into court to present video evidence in cases.

The MPD utilizes internal storage for video data. They decided to allow officers to
review video footage prior to submitting reports and prior to court proceedings.

The MPD has replaced VieVu PVRDs with Scorpion devices. They have recently
instituted these devices and have not collected enough data to comment on their
strengths and weaknesses.

All video data is initially stored on their Panasonic Toughbooks MDC computers inside
their located within their patrol vehicles.

The MPD has a standard 21 day retention period for all routine video data. However,
the retention all significant incidents such as uses of force, complaints, and evidentiary
valuable data for an indefinite time period.
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MESA POLICE DEPARTMENT
MESA, ARIZONA

NUMBER OF PEACE OFFICERS: 780
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 50

In October 2012, the Mesa Police Department (MPD) launched a Personal Video
Recording Device (PVRD) program utilizing Taser Axon Flex cameras. The MPD
purchased 50 units for their patrol units. They have not elected to use them in their jail
because they feel that the closed-circuit television (CCTV) that is already in place is
sufficient.

So far, the MPD is impressed with the robustness of the units and the easy access for
officers to review video footage. The on-officer body camera continuously loops video
recording for up to 30 seconds before the recording is started by the officer. This
buffering feature records video only, no audio, while buffering. MPD feels this feature is
a huge benefit in capturing as much of an incident as possible. The only identified
negative aspect of the PVRD involves tagging files after download. This process is
consuming a considerable amount of officers’ time. They have found that utilizing an
optional Android device allows for immediate tagging of files at the time the video is
taken. MPD noted that they are in the infancy of utilizing this technology and it is
possible that other complications may arise.

The MPD is utilizing Evidence.com to handle their video data management. Thus far,
they have not encountered any negative aspects of this technology. The MPD has not
added any additional staff to manage the video data and plan to provide a
comprehensive report to their Executive Staff which will outline “best practices” and a
‘needs” assessment.

MPD purchased 50 Taser Axon Flex for approximately $68,000 which includes one free
year of Evidence.com. They plan to budget for future storage of video files in upcoming
yearly budgets.
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MIAMI-DADE SHERIFF’S OFFICE
MiAMI, FLORIDA

NUMBER OF PEACE OFFICERS: 3,034
PVRD MANUFACTURER: TBD
PVRDs USED SINCE: TBD
QUANTITY OF PVRDs: 0

The Miami-Dade Sheriff's Office (MDSO) is in the process of determining the feasibility
of implementing a Personal Video Recording Device (PVRD) program within their
County Jails. Other than the fiscal assessment concerns, they have significant issues
relating to compliance with union requests. These issues revolve around potential
surreptitious conversations between union members and supervision.

They also have concerns with large scale video storage that are deemed cost
prohibitive at this time.

The MDSO is hopeful that a swift and equitable resolution can be achieved and that
they can explore the use of PVRD technology within their jails.
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MODESTO POLICE DEPARTMENT
MOoDESTO, CALIFORNIA

NUMBER OF PEACE OFFICERS: 285
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 131

The Modesto Police Department (MPD) introduced Personal Video Recording Devices
(PVRD) technology into their agency in 2012. They tested several solutions, but chose
the Taser Axon Flex.

The MPD identified several positive features within this technology. The Taser Axon
Flex, because it is capable of mounting on more locations than just a chest mounted
camera, can capture events from the officer’s perspective. MPD feels that the use of
the Taser Axon Flex allows transparency and accountability within their organization
and enables quick resolution of citizen complaints. The videos recorded by the Taser
Axon Flex capture critical evidence and spontaneous statements which can exonerate
law enforcement officers from false allegations. The thirty second buffer capability
allows the user to capture the events precipitating confrontations.

The MPD also identified problematic issues with the device. The wire from the camera
to the device was fragile. Also, MPD lost video data that was unrecoverable.

The MPD utilizes Evidence.com for video storage. They decided to allow officers to
review video footage prior to submitting reports and prior to court proceedings. The
MPD hired two data managers to assist the district attorney’s office in retrieving data for
case proceedings. The salaries range from 35,000-40,000 annually for these positions.
The MPD made an initial $127,000 investment to upgrade their infrastructure.

All video data is stored off-site and the cost is dictated by the actual storage needed in
GB’s and associated retention periods. The MPD does not have a set retention period
for stored video.
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MOUNTAIN VIEW POLICE DEPARTMENT
MOUNTAIN VIEW, CA

NUMBER OF PEACE OFFICERS: 96
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 10

Mountain View Police Department (MVPD) employs 96 sworn personnel. They are
presently in the Test and Evaluation phase of PVRDs and software. Currently,
Mountain View Police officers are testing 10 Taser Axon Flex devices and have been
provided new user training by Taser.

Mountain View Police Department likes the simplicity and ease of use offered by the
Taser Axon Flex Device. Additionally, they like Taser’s back-end data management
and storage solution, Evidence.com. Videos are downloaded into Taser’s
Evidence.com at the end of every shift and retained for various periods of time.
Mountain View Police Department also appreciated Taser Axon’s high quality video and
audio display.

Mountain View Police Department stated they had some issues with the Taser Axon’s
wiring system that connects the device to the power source. They also noted
downloading issues with the device. However, these issues were quickly corrected by
the vendor.

The Mountain View Police Officer’s Union has agreed to this pilot program and will
express their concerns at a later date, should the department decide to deploy PVRDs.
The officers currently participating in the pilot program are doing so on a voluntary
basis.

Due to Mountain View Police Department being in the Test and Evaluation phase, they
have not purchased any PVR devices or software.
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OAKLAND POLICE DEPARTMENT
OAKLAND, CALIFORNIA

NUMBER OF PEACE OFFICERS: 637
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2011
QUANTITY OF PVRDs: 350

In 2004, the Oakland Public Safety Committee authorized the Department to implement
a demonstration project whereby vendors installed cameras in six police vehicles for a
95-day period at no cost to the City. During this period, 74 officers used the camera-
equipped vehicles. Prior to the start of the pilot program, 15 of the 74 officers (20%)
received a total of 18 Internal Affairs complaints. During the demonstration period, none
of the officers using the camera-equipped vehicles received complaints. Conversely,
during the same demonstration period, 15 of the 74 officers who were not driving
camera-equipped vehicles received a total of 15 complaints. As a result of the success
of the demonstration, the Department was directed to pursue the permanent installation
of an in-car video system.

The Oakland Police Department entered into a contract with Digital Patroller in 2006
and purchased an in-car video management system (ICVMS). The system
subsequently did not work properly and did not meet the needs of the department. In
addition, Digital Patroller filed for bankruptcy in 2009. In response, Oakland Police staff
has researched alternative systems as well as vendors.

In 2011, the Oakland Police Department (OPD) implemented a pilot program utilizing
the VIEVU LE-2 PVRD.VIEVU, designs, develops, manufactures and markets wearable
video cameras for the worldwide law enforcement market. Specifically, it manufactures
a portable recording device (Model PVR-LE2) which is worn on the police uniform. Staff
has conducted extensive research on this specific product including site visits to local
agencies to obtain feedback.

A representative from OPD noted some early IT problems relating to “locked up” servers
and slow downloads. They rectified the problem by through corrective software.

Implementation of PVRDs has provided a tool for reducing the number of police

misconduct allegations by offering video evidence of citizen contacts and encouraging
professional conduct.
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PALM BEACH SHERIFF’S OFFICE
PALM BEACH, FLORIDA

NUMBER OF PEACE OFFICERS: 1536
PVRD MANUFACTURER: TASER AXON FLEX
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 10

The Palm Beach Sheriff's Office (PBSO) purchased 10 Personal Video Recording
Devices (PVRD) to conduct test and evaluation on this technology. They chose the
Taser Axon Flex as their only solution. The technology was given excellent reviews by
their deputies and they anticipate a large scale deployment.

The PBSO was extremely excited with the possibilities associated with this technology
for patrol division and especially corrections division. However, a financial study of
“pback-end” infrastructure costs associated with data storage, data management, and
overall commensurate cost deemed this to be cost prohibitive for their agency.

The PBSO has transitioned into utilizing the devices for training only. They use them to
critique building searches, interview techniques, and other various tactical related
training scenarios.
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PHOENIX POLICE DEPARTMENT
PHOENIZ, ARIZONA

NUMBER OF PEACE OFFICERS: 3,000
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 50

The Phoenix Police Department (PPD) consists of approximately 3,000 sworn police
officers. In 2012, they received a $500,000 grant for personal Video Recording Devices
(PVRD). In their strategic plan, they will purchase 50 units with an anticipated cost of
$1,000 per unit. This model allocates approximately $450,000 for infrastructure costs.

The PPD have taken a progressive approach and outsourced data management to
Arizona State University (ASU). ASU’s role is not only to collect data, but to examine
the data and complete a comprehensive study on community reaction to create a “best
practices model” as it relates to the introduction of this technology. This study will also
consist of a complete analysis of the effectiveness of the technology. The cost of this
aspect of the project is $250,000 which is more than 50% of the overall allotment of
funding. The PPD plan is to have their Forensics Division partner with ASU to act as
liaison between the university and the police department.

Commencing November, 2012, PPD will launch a unique training mechanism. They will
introduce the PVRD technology to their cadets in the academy by utilizing it during
roleplaying scenarios. This will ensure that their officers will be trained in PVRD
technology from the onset.

Representatives from the PPD anticipate garnering valuable data that will enable their

agency to determine the role and scope of PVRD technology to improve transparency
and effectiveness.
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PITTSBURGH BUREAU OF POLICE
PITTSBURGH, PA

NUMBER OF PEACE OFFICERS: 849

PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 50

Pittsburgh Bureau of Police employs 849 sworn personnel. The only device they have
tested or deployed is the Taser Axon Flex. Currently, Pittsburgh Bureau of Police has
50 PVRDs deployed within their patrol division and provides 90-120 minutes of training
for new PVRD users.

The Pittsburgh Bureau of Police likes the size, weight and user friendly features the
device has to offer. The Bureau also complimented Taser’s data management and
storage solution, Evidence.com. At the conclusion of their shift, officers download their
videos into Evidence.com, where the videos are retained for various periods of time
based on legal requirements. The Pittsburgh Bureau of Police also appreciated the high
guality audio and video offered by the Taser Axon Flex device. The Bureau’s only issue
with the PVR device was operator error, which was quickly corrected.

The Pittsburgh Bureau of Police Union supports the use of PVRDs and finds them to be
a viable tool to aid the officers in their duties. Since the deployment of PVR devices, the
Bureau has seen a significant decline in civilian complaints and most officer misconduct
allegations have been quickly resolved by simply viewing the video.

Pittsburgh Bureau of Police has spent a total of $72,990 for the Taser Axon Flex
devices and an additional $88,289 to accommodate the additional storage space
needed.
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PoLK COUNTY SHERIFF’'S DEPARTMENT
DES MOINES, IOWA

NUMBER OF PEACE OFFICERS: 456
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 15

In March 2011, Polk County Sheriff's Department began testing the Taser Axon then the
Taser Axon Flex. In July 2011, 15 Taser Axon Flex Personal Video Recording Devices
(PVRD) were purchased for use by their “Utility Response Teams” within their detention
facility. The response teams are used for any problematic issues which may arise in the
jail. Polk County Sheriff's employs 456 personnel and houses approximately 800-900
inmates in their detention facilities at any given time. In-house training was provided by
Taser and was included in the purchase of the PVRDs.

Polk County Sheriff's Department likes the ease of use of the Taser Axon Flex, as well
as the company support and quality of both the product and the video it produces. The
only mechanical problem reported by users was durability of the wire connections from
the Axon controller to the camera. This problem was promptly addressed by Taser.
Polk County Sheriff’'s uses Taser’s proprietary web-based data storage and
management solution Evidence.com. Videos are downloaded on a daily basis and time
stamped for chain of evidence purposes. Retention policy varies based on the content
of the video and the potential for litigation.

Staff was initially skeptical of the “Big Brother” mentality that they felt the PVRDs were
promoting, however, quickly acclimated to the technology when they realized that it fully
portrayed incidents that otherwise may have been harmful to them. Polk County
Sheriffs experienced a death within a detention facility one year prior to implementation
where employees were unable to fully defend their actions because stationary cameras
lacked audio and did not capture all aspects of the incident. Overall, the use of the
Taser Axon Flex within Polk County Sheriff’'s Office has not only provided their agency
irrefutable evidence against allegations of improprieties, but has also had a positive
impact on staff’s critical thinking and decision making. Polk County is currently looking
into expanding their PVRD program.
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Polk County Sheriff’s paid just over $60,000 for 15 Taser Axon Flex kits, including all
accessories, an extended warranty and 2 years of Evidence.com for data storage.

Their Risk Management contributed funds to the purchase after realizing its
effectiveness at minimizing litigation costs they would have otherwise been responsible

for paying.
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POST FALLS POLICE DEPARTMENT
PoOST FALLS, IDAHO

NUMBER OF PEACE OFFICERS: 40
PVRD MANUFACTURER: VIEVU LE-2
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 8

Post Falls Police Department (PFPD) employs 40 sworn personnel. They have used the
Vievu LE-2 exclusively since 2009. Currently, Post Falls Police Department uses 8
Vievu LE-2 devices and provides 30 minutes of training to each PVRD user. The city
has recently budgeted for the allocation of 32 more Vievu LE-2 devices.

PFPD appreciate the ability to capture video when the officer is away from the in-car
video system as well as the quality of video displayed by the Vievu device. PFPD also
like how Vievu’s software is compatible with their department’s current software system.
All videos are downloaded by the officers at the conclusion of their shift and retained for
a minimum of five years. The audio and video from the Vievu have been used during
complaints of misconduct, court trials and lawsuits. The only problem Post Falls Police
Department experienced with the Vievu devices was the durability of the “clip”
mechanism that has a tendency to break.

Post Falls Police Department’s Union supports the use of the Vievu LE-2 device and
finds it to be a viable tool to aid the officers in their duties. Officers are happy when they
learn that complaints were resolved without having to submit to an Internal Affairs
interview.

Post Falls Police Department spent $800 per Vievu LE-2 device and an additional
$17,000 to accommodate the additional storage space needed.
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RIALTO POLICE DEPARTMENT

RIALTO, CA

NUMBER OF PEACE OFFICERS: 95 : .
PVRD MANUFACTURER: TASER AXON POLICE
PVRDs USED SINCE: 2012

QUANTITY OF PVRDs: 60

The Rialto Police Department employs 133 personnel. They began using the Taser Axon Flex
device in February 2012. Currently, the Rialto Police Department has 54 Taser Axon Flex
devices deployed within their patrol division. The Department provides thirty minutes of
training for new users. This training is normally conducted during shift briefings.

The Rialto Police Department likes the Taser Axon Flex’s ease of use and user friendly functions.
The department also complimented the Taser’s simple to use data management and storage
solution, Evidence.com. At the conclusion of their shift, officers download their videos into
Evidence.com, where the videos are retained for a period of two (2) years. The Rialto Police
Department also appreciated the Taser Axon Flex’s high quality audio and video output.
However, the officers did complain that the download and upload process was slow, but this
issue was quickly corrected by the vendor.

During the initial implementation of the PVR devices, the Rialto Police Department executives
met with Union representatives to openly discuss the Union’s concerns. After changes were
made to the department’s policy regarding the allowing of Internal Affairs personnel to view
downloaded videos at random, the Union supported the deployment of PVR devices. Since the
deployment of PVR devices the Rialto Police Department has seen a significant decline in
civilian complaints and use of force incidences.

The Rialto Police Department has spent approximately $94,000 for the deployment of the
Taser Axon Flex system. This cost includes 60 PVR devices, accessories, training, charging banks
and the use of Evidence.com.
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SAN BERNARDINO COUNTY SHERIFF’S DEPARTMENT
SAN BERNARDINO, CALIFORNIA

NUMBER OF PEACE OFFICERS: 1,700
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 20

The San Bernardino Sheriff's Department (SBSD) began testing and evaluating PVRD
technology in February 2012. SBSD is currently utilizing the Taser Axon.

The SBSD has not experienced any significant issues with the technology. The only
issue they noted was discomfort while wearing the device, but they are slowly getting
acclimated to wearing the device. Because this technology is relatively new to SBSD,
they do not feel that they can make determinations as to advantages and disadvantages
of the device.

The SBSD has not established a policy on the use of PVRD technology, and their
Sheriff will make a determination as to feasibility of the concept.
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SAN JOSE POLICE DEPARTMENT
SAN JOSE, CALIFORNIA

NUMBER OF PEACE OFFICERS: 1100
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 20

In December, 2009, the San Jose Police Department (SJPD) initiated a pilot program of
the TASER AXON PVRD. SJPD used the TASER AXON for approximately eight months.

During their pilot program, there were twenty police officers that used the PVRD during
their shifts. Over the eight month period, the officers logged hundreds of hours of calls
for service and citizen contacts. Ten of these videos were used as evidence in criminal
proceedings. Two videos were used by police officers in their defense in civil litigation.
One video was used in an internal affairs investigation.

Interestingly, the PVRD was used in crime scene investigations by memorializing
images of the scene upon the officer’s arrival. There were some instances where an
individual changed their “hostile” approach to an officer when they learned that they
were being videotaped. Also, SJPD believes that the PVRD encouraged an increase in
professionalism by their officers. Due to budgetary constraints, SJPD had to curtail the
pilot program. Overall, they had a positive experience with the TASER AXON PVRD.

The SJPD will retain all collected video data for one year.
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SEDGWICK COUNTY SHERIFF’S OFFICE
WICHITA, KANSAS

NUMBER OF PEACE OFFICERS: 456
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: 15

The Detention Bureau of the Sedgwick County Sheriff’'s Office (SCSO) is composed of
the operations and support divisions. The Operations Division is tasked with monitoring
daily operations and maintaining a safe, secure and humane environment for more than
1500 inmates. SCSO purchased 28 VieVu PVRDs at a cost of $830 per unit, and have
not incurred additional infrastructure costs because they are utilizing existing software.

In 2009, the SCSO launched innovative and proactive Personal Video Recording
Device (PVRD) technology in their detention centers. The PVRDs have been used
exclusively by supervisors.

The SCSO identified several benefits and positive features of the VieVu technology.
The device is user friendly and unobtrusive. The videos are easily downloaded and
retrieval of data is simple. The security features are very convenient for supervisorial
inquiries and prevent other users from deleting videos. VieVu has been helpful in
repairing and troubleshooting their devices. One of the most important advantages is
that the video evidence has been helpful in prosecution of assaults against staff. The
use of the PVRDs has also led to a reduction in complaints against staff.

The SCSO has also identified limitations of the device. The units themselves are
somewhat fragile and the clips that attach them to the uniform are easily broken. SCSO
has also experienced issues with the USB port getting damaged because it is difficult to
distinguish which way to insert the cable. Damage to the USB port prevents the user
from being able to download and charge the device.

The SCSO indicated a significant potential issue is the concept of diminishing returns in
reference to the deterrent value of PVRDs. The greatest deterrent value of the PVRD is
expected to be experienced when they are first deployed. Once inmates and
department personnel become acclimated to the presence of PVRDs, there may be a
waning awareness of their existence and therefore a diminished deterrent value. Once
the use of PVRD technology becomes a new standard practice, the deterrent effect and
benefit experienced may fade. This phenomenon was experienced by the Sedgwick
County Sheriff's Department in Wichita, Kansas where they discovered a diminished
deterrent value over prolonged use of the PVRD systems.
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The SCSO currently retain video data indefinitely, however, they anticipate changing the
retention to 5 years after a policy revision.
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UNION CITY POLICE DEPARTMENT
UNION CiTY, CALIFORNIA

NUMBER OF PEACE OFFICERS: 77

PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2012
QUANTITY OF PVRDs: 80

The Union City Police Department (UPD) employs 108 personnel, 77 of which are
sworn. The UPD tested the Taser Axon, VidMic and the VieVu LE-1 in 2009 and are
currently using 80 VieVu PVR-LE2 on both sworn and civilian staff. Training was
provided only during briefing.

They report that the PVR-LE2 is easy to use and appreciate the lack of wires as well as
the lack of ongoing maintenance costs. The main problem is that the clips that enable
the user to affix the device to his/her uniform are easily broken. They use the VieVu
Veripatrol proprietary software to interface with their 20 TB, Windows based server
solution and have not experienced serious issues. All videos related to an investigation
are burned onto a CD and booked. Otherwise, videos are automatically purged after
72 hours unless marked “do not delete.”

Union City officers had problems with the many wires attached to the Taser Axon
PVRD. They also did not like the device near their heads and found it uncomfortable to
wear.

Some of the prosecutors at the Alameda County District Attorney’s office “loved” the
videos that have been produced by the VieVu PVRD. They found them particularly
helpful with victim statements that tended to change when they testified in court. Staff
was initially concerned that the “admin was out to get them” but after a “huge” decrease
in civilian complaints and a collaborative policy creation effort, concerns were alleviated.

Union City Police Department spent approximately $106,000.00 for the implementation
of their PVRD program.
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VALLEJO POLICE DEPARTMENT
VALLEJO, CALIFORNIA

NUMBER OF PEACE OFFICERS: 74
PVRD MANUFACTURER: VIEVU
PVRDs USED SINCE: 2011
QUANTITY OF PVRDs: 20

The City of Vallejo Police Department (VPD) has 74 sworn police officers. It started
using VIEvu PVRDs in March, 2011. At that time, they considered three types of
PVRDs: VidMic, VieVu and Taser.

Overall, VPD has been very happy with the results of the Vievu. Initially, there were
problems with the location of the PVRD on the police officer: center body mass or lapel.
When it was on the lapel, the device kept moving around and the picture was not on the
subject before the officer. They have also experienced problems with the memory of
the VIEVU since it has limited memory. The device cannot stay on for long periods of
time. They also have one instance of the video being “lost” and irretrievable after the
incident. Accidental activation is an additional problem experienced by VPD. They
have found that the device easily turns on when it is placed in a bag after the officer is
done with his tour, which causes the battery to lose its charge.

Overall, they have been very satisfied with the PVRDs and they feel the devices have
helped reduce meritless allegations of police misconduct. They cited incidents where
video evidence allowed the case to be resolved before turning into an Internal Affairs
investigation.

From a legal perspective, they have had the videos introduced by the police officers
during court testimony. They have not encountered any evidentiary problems with the
videos coming in as part of the people’s case and they feel that the presence of legal
counsel overseeing the program has contributed to that benefit.

They also mentioned that the videos are secure in their own infrastructure and that the
software that VIEVU uses prevents the video from being tampered with. The software
prevents any accidental erasure of the video and anytime the video is accessed, there
is a record of who accessed the recorded media.
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They stressed that it was important to include legal counsel when drafting the policy for
the PVRDs. They feel that the key to success is having a policy that addresses all the
concerns when utilizing a PVRD.
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DAKOTA COUNTY ATTORNEY’S OFFICE
HASTINGS, MINNESOTA

NUMBER OF PEACE OFFICERS: N/A
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: 2009
QUANTITY OF PVRDs: N/A

One of the police agencies in the Dakota County Attorney’s Office’s jurisdiction utilizes
the TASER AXON PVRD. We contacted Scott Hersey, Assistant County Attorney who
provided data regarding the Personal Video Recording Devices (PVRD) technology.

Mr. Hersey stated that their agency been very impressed with the video and audio
quality of the TASER AXON device. He has found that juries enjoy seeing the video since
“it puts them at the scene.” He has found no problem getting the video into evidence
since he introduces the video through the officer that took the video. He has not had
any attorney challenge him on the authenticity of the video.
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STATE ATTORNEY’S OFFICE
PIERRE, SOUTH DAKOTA

NUMBER OF PEACE OFFICERS: N/A
PVRD MANUFACTURER: TASER AXON
PVRDs USED SINCE: N/A
QUANTITY OF PVRDs: N/A

One of the police agencies in this prosecutorial office’s jurisdiction has been using the
TASER AXON Personal Video Recording Device (PVRD). LASD spoke with the
managing prosecutor, Laurie Eilers, from that office. Overall, Miss Eilers has had
tremendous success with the videos produced by the TASER AXON device. One judge
stated to her that it was the “most powerful evidence” he has ever seen.

Miss Eilers has used the videos in pre-trial hearings, trials, and in sentencing hearings.
She has found the video to be a tremendous help in resolving cases.

There have been some problems with the device. The video does not capture a lot of
detalil if the setting is dark. At night, it is hard to discern the actions of some people.
The bigger problem for the prosecutors has been that the devices only record 30 minute
long videos, which do not always capture the events in their entirety. The TASER AXON
device has a limited run time of 30 minutes. She informed me of cases where she
wanted to hear what happened next but the video ends without warning.

From a legal perspective, she had one problem introducing the video evidence since the
video captured the images and statements of witnesses that had not been subpoenaed
to court. The judge ruled the tape inadmissible since the witnesses were never brought
to court for questioning during the proceeding. Miss Eilers felt this could have been
addressed by way of subpoenas or by way of editing the video.

She stated that she has never had defense counsel challenge her on the authenticity of
the tape so she was not able to comment on how TASER AXON would provide support in
those instances. She stated that she has seen positive results in criminal proceedings
involving domestic violence. The videotapes have helped the victim recall the level of
violence he/she encountered by their spouse during the night in question. Accordingly,
more plea deals are successfully completed prior to a trial. She also recounted several
instances where the videotape cleared police officers in civil litigation matters.
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Please distribute
this information to
all Deputy Sheriffs
and District Attor-

ney Investigators

at your work
location.

4-1-1

www.ALADS.org
Hotline (323) 213-4020

Volume |5, Issue 6
Thursday, Maich 8, 2012

Personal Recording Device Pilot Program
IT'SVOLUNTARY!

Don’t be coerced into participating.

Earlier this year, the Sheriff’s Depart-
ment initiated a pilot program to
determine the value of utilizing
personal recording devices.

Deputies at MCJ and TTCF were of-
fered the use of the video/audio re-
cording equipment as part of the
test.

As with any voluntary pilot program,
the participation by ALADS members
is to be determined by the member,
not supervisors or command staff.

It is a violation of Department policy
for ALADS members to be threat-
ened by command staff for any
members’ decision not to
‘volunteer’.

Despite the Department’s clear poli-
cies against coercion, anecdotal ac-
counts of such threats from supervi-
sory and command staff have sur-
faced.

If you, or any ALADS member
working at your location experience
coercion related to the Department’s
Personal Recording Devise Pilot Pro-
gram, contact your ALADS represen-
tative immediately.

To end this type of policy violation,
ALADS representatives need first-
hand accounts of when, where and
who violated the Department’s
policies.

CALL ALADS AT (323) 213-4005.

ALADS (323) 213 4005
www.ALADS.org
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Austin Police Department

Special Order #2011-02

Personnel affected: All APD Employees

Reason for Special Order: Replaces Special Order #2011-01, Body Worn Digital
Recording Systems

Effective Date: September 19, 2011.

All APD personnel will electronically acknowledge receipt of a Special Order through the
Master Work Schedule (http://coacfprod.coacd.org/apd _mws/default.cfm)

Steps to electronically acknowledge receipt of Special Order 2011-02:

1. Log in to the Master Work Schedule using your personal Employee Number and
Password.

2. Click on ‘Read Orders’ in the left column

3. Click on ‘Read’ to acknowledge you have received Special Order 2011-02

Special Order 2011-02 Pagé80of 3
Issued 09-19-2011



Body Worn Digital Recording Systems

1.1 PURPOSE AND SCOPE

The use of Body Worn Digital Recording (BWDR) system provides an unbiased audio/video recording
of events that employees encounter. These recordings can be useful for the documentation of
evidence, the preparation of offense reports, and future court testimony. These recordings can also
protect employees from false allegations of misconduct and be of use when debriefing incidents or
evaluating performance.

1.2 BWDR SYSTEMS
Whether the BWDR is purchased by the department or the employee, employees shall adhere to this

policy.

(&) Employees will notify their supervisors that they have a body worn recording device and will
surrender the device upon demand of a supervisor.

(b) Employees will not knowingly record other employees without their consent.

(c) All recordings made while working in any capacity as an Austin Police employee are subject
to review by the Austin Police Department.

(d) Employees only need to submit recordings of an evidentiary value as evidence when using
a BWDR system. Recordings will be copied onto a DVD or CD and submitted as outlined in
Policy 701 (Property and Evidence Collection Procedures).

1.3 BODY WORN DIGITAL RECORDINGS AS EVIDENCE
(a) Employees will download all audio and/or recordings captured on the BWDR system they
are carrying by the end of their tour of duty if they are evidentiary in nature.

(b) Employees will also copy the following audio and/or video recordings onto a DVD or CD and
submit them as evidence as outlined in Policy 701 (Property and Evidence Collection

Procedures):
1. Any criminal investigation, regardless of whether an arrest was made; or
2. Any critical incident as defined in Policy 901 (Administrative Investigations); or
3. Any Level 1 or Level 2 response to resistance incident.

(c) The types of incidents listed above are not all inclusive. Other incidents may be captured on
video and downloaded on the BWDR system if an officer believes maintaining the video will
be in the department’s best interest. For example, a video of an incident that an officer
believes may result in a complaint may be downloaded. Downloaded incidents not needed
as evidence or for other official APD business will be erased after 45 days from the date of
the recording.

1.4 REVIEW OF ALL BWDR SYSTEM RECORDINGS

This section outlines the review of department issued and personally owned BWDR system recordings.

Special Order 2011-02 Page 2

Issued 09-19-2011
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(a) Recordings may be reviewed:

1.

2.

By an employee to make sure the BWDR system is working.

By an employee to assist with the writing of a report, supplement, or memorandum.
By authorized persons for the purpose of reviewing evidence.

By a supervisor investigating a specific act of employee conduct.

By authorized Department personnel participating in an official investigation, such as
a personnel complaint, administrative inquiry, or a criminal investigation.

(b) Recordings may be shown for the purpose of training. If an involved employee objects to
showing a recording, his objection will be submitted to his commander to determine whether
the training value outweighs the employee’s objection.

(c) In no event shall any recording be used or shown to ridicule or embarrass any employee.

(d) Employees shall not obtain, attempt to obtain, or convert for their personal use or for the
unauthorized use of another person, any information obtained by a BWDR system.
Employees shall not make personal copies or attempt to upload recordings to social
networking sites (e.g., YouTube, Facebook)

Special Order 2011-02
Issued 09-19-2011

Page 3
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Aberdeen Police Department
ON-OFFICER AUDIO AND VIDEO RECORDING

Purpose

The Department has purchased for officer use
an on-officer audio/video recording system
known as the Taser AXON (AXON). The Axon
system will be wused to document various
events, and at the end of the user’s shift
the captured data will be preserved 1in a
web-based digital storage facility,
Evidence.com. Once captured, these
recordings cannot be altered in any way and
are protected with multiple layers of
encryption. These policies and procedures
apply to all officers using the AXON device.

DEFINITIONS
a. User’s:
1) System Administrator — Evidence.com system

administrator with full access to user rights who
assigns and tracks equipment, controls passwords, is
responsible for quality checks of
video and sound quality, coordinates with unit
Station Control Officer, and acts as liaison with
Taser AXON representatives.

2) Station Control Officer — Administrative officer or
station control officer who maintains the Evidence
Transfer Manager, and oversees needed repairs or
replacement equipment through Taser AXON
representatives.

3) End User — AXON user with individual account
access rights to Evidence.com.

4) Access User — Users with full access to information
on Evidence.com, such as Command Staff personnel, but do not
record any data.

AXON PRO

a. Equipment
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2)

3)

4)

5)

Head Cam - Audio and color video/
low light camera mounted on fitted
head band,
glasses,

hats, helmets or any other
Department approved method.

Communications Hub (COM HUB) — Connects the
Head Cam to the AXON Tactical Computer
(ATC). The COM HUB can be mounted
on the shirt and
consists of: a  push-to-talk  button; a
single “EVENT” button used to initiate event
recording; user controls for the ATC; and
a “PRIVACY” button
used to suspend all audio/video recording
capabilities.

AXON Tactical Computer (ATC) — The ATC
connects to the COM HUB and is mounted on the
belt, in a holster, or in pockets of shirts. It is a
computer with a 4.3 inch touch screen display. The
ATC manages the video compression, labeling,
storage, and is capable of playback. The
rechargeable battery lasts for up to ten (10)
hours. Once plugged into the docking station, the
ATC will upload digitally encrypted data through
the Evidence Transfer Manager to Evidence.com.

Evidence Transfer Manager (ETM) — The ETM is a
docking station that simultaneously recharges the
ATC and uploads all data captured from the
officer’s point of
view during his or her
shift to Evidence.com. The ETM ensures that
evidence handling is secured and is not altered.

Evidence.com — Online web-based digital media

storage facility accessed at
https://aberdeenpdsd.evidence.com. The virtual
warehouse stores

digitally encrypted data (photographs, audio and
video recordings) in a highly environment
accessible to personnel based
upon unique
security clearance levels.
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b. Modes of Operation:

1) Normal (Buffering) Mode — The AXON PRO
continuously loops video recording for up to 120
seconds (actual loop time for our Department
to be established as
30 seconds). Records video only (no audio) while
buffering. An audible message is heard by the user
when the AXON
is placed in
buffering mode.

2) Event Mode AXON PRO- In the Event Mode the
ATC saves the buffered video, and continues
recording audio and video for up to
eight (8) hours. To
activate an Event, the Event button is pressed two
times in succession. To end an event the Event
button § pushed and held
for 5
seconds. During the recording of an Event, actions
can be marked by pressing the Event button
once. This places a marker on the
recording to note
where the action is located on the recording and
make a GPS entry as to where the action took place.
An audible message IS heard
by the user when
the AXON is placed in Event mode.

3) Privacy Mode AXON PRO- Activating the privacy
button places the audio and video in a sleep
mode. The audio and video are not
recording in this
mode. A green “P” light will be displayed on the
COM HUB, alerting others to the Privacy Mode
status. An audible message
is heard by the user
when the AXON is placed in Privacy mode.

4. AXON FLEX
a. Equipment

1) FLEX Head Camera — Audio and color video/ low
light camera mounted on a fitted head band, glasses,
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2)

3)

4)

hats, helmets or any other Department approved
method. It has a volume button for the volume of
the tone it emits.

FLEX controller — Connects to the Head
Cam The Flex controller can be mounted on the
shirt or belt and consists of a “EVENT” button
used to initiate event recording by pushing it twice;
pushing it once for about 3 seconds stops recording
the event. It also has a button to check battery
strength. A green light is fully charged, yellow is
20-40% charged and red is less than 20% charged.

Evidence Transfer Manager (ETM) — The ETM is a
docking station that simultaneously recharges the
controller unit and uploads all data captured from
the officer’s camera with his point of view during
his or her shift to Evidence.com. The ETM ensures
that evidence handling is secured and is not altered.

Evidence.com — Online web-based digital media
storage facility accessed at
https://aberdeenpdsd.evidence.com. The virtual
warehouse  stores  digitally encrypted data
(photographs, audio and video recordings) in a
highly secure environment accessible to personnel
based upon unique security clearance levels.

b. Modes of Operation:

1)

2)

Normal (Buffering) Mode — The AXON FLEX
continuously loops video recording for up to 120
seconds (actual loop time for our Department to be
established as 30 seconds). Records video only (no
audio) while buffering. An audible tone is heard by
the user when the AXON FLEX is placed in
buffering mode.

Event Mode — In the Event Mode the camera unit
saves the buffered video, and continues recording
audio and video for up to four (4) hours. To
activate an Event, the Event button is pressed two
times in succession. To end an event the Event
button is pushed and held for 3 seconds. An
audible tone is heard by the user when the AXON
Flex is placed in Event mode.
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5.

POLICY
a. Recording:

1) The AXON PRO and FLEX device will be utilized
by all patrol officers to record the following types
of events: traffic stops; all types of pursuits; vehicle
searches; vehicle inventories; any confrontational or
violent calls; all domestic use of force situations;
interviews of subjects, victims, and witnesses;
committals; advising an individual of their Miranda
rights; any alcohol call, or other legitimate law
enforcement contacts. This applies to all officers at
the scene.

2) Any other event to be recorded will be left to the
discretion of the employee, but it is highly encouraged that the
AXON device be utilized when in doubt.

3) Officers working security at events shall also wear
an AXON device if available and its use does not deprive on duty
officers working a shift from utilizing one.

b. Prohibited Recording:

1) The AXON PRO and FLEX shall not be used to
record personal activity.

2) The AXON PRO and FELX will not be activated in
places where a reasonable expectation of privacy
exists, such as dressing rooms or restrooms.

3) The AXON PRO and FLEX will not be
intentionally activated to record conversations of
fellow employees without their knowledge during
routine, non-enforcement related activities.

4) Employees shall not record confidential informants
or undercover officers.

PROCEDURES:
a. Training:
1) Before being authorized to use the AXON

participants must attend a mandatory 2 hour training
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session to familiarize themselves with the AXON
system.

b. Operator Procedures:

1)

2)

3)

Prior to going into service patrol officers will
ensure they are wearing an authorized uniform,
clearly identifying the wuser as a police
officer with  the
Aberdeen Police Department.

Officers will test the equipment to ensure it is
operating properly. If problems are encountered
with any component of the system, the
AXON will not be
used. The employee will immediately notify a
supervisor, and the malfunction will be
documented. The Station Control
Officer will  be
provided with a copy of the documentation, so that
he or she can seek repair or replacement of the

equipment at the
earliest opport
unity.

Officers will have the AXON on their person ready

to use at the beginning of their shift.

4)

5)

Officers will wear the AXON head cam in the
proper location on their head while on routine
patro. The AXON head cam may be
removed from its
recording position while the officers are on their
breaks at the department or home.

Officers will place their AXON device in buffering

mode when on routine patrol in order to capture any event they may witness.

6)

When en route to calls the AXON device should be

activated prior to the officer’s arrival when possible.

7)

Once the AXON device is activated it should be left

on until the event is cleared by the officer.

8)

When an officer obtains a video statement the fact
the statement was recorded will be listed in the
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9)

Offense/Incident Report. A video statement is an
additional supplement to the report and not a
replacement for a written statement or photos. If no
AXON recording was made the officer shall explain
why in a supplement to the report.

When the AXON device is used in any

investigation or during a traffic stop, this fact will be
documented on any citation and/or report prepared
regarding the contact.

10)

11)

During a shift officers may review portions of a
recording to verify information or the accuracy of a
report. This can be done directly from the ATC
worn by the officer or by an | Phone or Android
Phone if the officer is using the AXON FLEX.

Officers will not allow citizens in general to review

the recordings. Reviews of recordings by other professional personnel
involved in the incident are allowed.

12)

13)

14)

15)

16)

17)

The release of information requested through a
public records request will be subject to the same
statutory exemptions from disclosure as all
Departmental records.

Officers will not make copies of any recording for
their personal use, and are prohibited from using
any recording device (such as a telephone camera,
secondary video camera or audio recorder) to record
media from Evidence.com or the ATC unit.

Officer can request in writing or email that an
accidental recording of any personal nature to be
deleted. The request will be reviewed by an
administration panel to decide the outcome of the
request.

Officers will immediately report any loss of, or
damage to, any part of the AXON equipment.

The intergraded radio system on the Com Hub is
optional for officer use.

Officers should label all events recorded with the
appropriate identifier. This is a call number,
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incident number, category or any other label so the
event is able to be more easily retrieved from
evidence.com.

Impounding Procedure:

a.

At the end of their shift officers shall place the AXON PRO
ATC into any open slot on the ETM (docking
station). This will allow the data to be transferred from the
ATC through the ETM to Evidence.com. The data is
considered impounded at this point and the ATC is cleared
of existing data.

The ATC cannot be removed from the ETM until the data
has been uploaded, and the battery has been fully
recharged.

At the end of their shift officers
shall place the AXON FLEX controller
and camera into any open slot on the
ETM (docking station). This will allow
the data to be transferred from the
camera through the ETM to
Evidence.com. The data 1s considered
impounded at this point and the camera
is cleared of existing data.

Evidenc.com:

a.

Using a computer, enter https://aberdeenpdsd.evidence.com

in the browser.

b.

Enter assigned user name and password (for access
problems contact the System Administrator).

Evidentiary copies of digital media can be copied from
Evidence.com by authorized staff.

Temporary access rights can be granted to the Brown
County State Attorney’s Office and the Aberdeen City
Attorney.

Icons utilized on Evidence.com shall be a department
badge, department patch or a photo of the officer in their
departmental uniform.

Security of Media:
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All digital media collected using the AXON is considered a
record of the Aberdeen Police Department. Accessing,
copying or releasing any media for other than official law
enforcement purposes is strictly prohibited, except as
required by law.

10. Department Review:

a.

The audio/video recordings can be routinely or randomly
reviewed to monitor officer performance. A supervisor can
conduct a performance review when there is an articulable
reason to conduct the review, and the review has the
approval of the division commander.

The performance review is not intended to limit or restrict
the Department’s review of audio/video recordings as part
of an official Department investigation, including matters
referred to the Professional Standards Bureau, personnel
complaints, early intervention inquiries, civil claims, or
other administrative investigations.
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Personal Video Recorder

POLICY

The use of a Personal Video Recording (PVR) system provides objective documentary evidence,
transparency of police operations, as well as protecting the officer and the department from civil litigation
and allegations of misconduct.

When utilizing these devices, officers shall adhere to the operational objectives and protocols outlined
herein so as to maximize the effectiveness of the PVR and the integrity of evidence and related video
documentation.

Commonly, operators of the PVR system should make every effort to document citizen contacts, traffic
stops, searches of vehicles, premises and persons, or anytime the officer is acting in an official capacity
while interacting with members of the public. If it is safe and practical to do so, officers should activate the
PVR while approaching the scene or as soon as practical when interacting with members of the public.

PURPOSE

To establish a uniform policy for the operation of the Bainbridge Island Police Department's PVR system,
and to institute retention, review, accountability protocols.

PROCEDURES

Retention

All recorded imagery will be stored and retained by the City in accordance with the law and destroyed at
the conclusion of any retention required by law. The retention period may be extended at the request of an
officer or supervisor.

At the time imagery is originally recorded, officers are responsible for notifying a supervisor when data
needs to be archived. Supervisors will have the ability to move data to disk or mark data to be saved
permanently on the server for investigative purposes. Detectives can also notify the supervisor or officer of
the need to archive imagery required for case investigation/prosecution.

Recordings moved to DVD will be entered as evidence, to maintain the imagery's integrity through a
documented chain of custody, and placed in an evidence locker (2-copies.)

Department Review

Imagery recorded by an officer and retained by the department will not be routinely or randomly reviewed
for the purpose of monitoring an officer’s performance. A supervisor may conduct a review of an officer's
recorded imagery only in the event of a written complaint or verbal complaint that has been documented
and such information is relevant to the complaint, a criminal investigation or an internal investigation.
Reviewing imagery for training purposes such as FTO is acceptable. Department personnel are encouraged
to review their own recordings. In no event shall any recording be used or shown for the sole purpose of
ridicule or embarrassing any employee. No officer(s) shall review another officers recording without a
supervisor’s approval.
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The involved officer and the Bainbridge Island Police Officer's Guild (Guild) will be provided notice of a
review conducted for the purpose of monitoring an officer’s performance for disciplinary purposes.

Officers need to notify their supervisors of recorded events that may have value for training.
Officer Responsibilities

Prior to going into service officers who wear the PVR System will ensure that the equipment is charged and
working properly. Any problems with the PVR system should be brought to the supervisor’s attention.
Officers are encouraged to place the camera in a position (either in the patrol car or on their uniform) that
will allow the recording of traffic stops, citizen contacts, arrest or any other police operation. Officers
should activate the camera prior to making contacts or traffic stops unless it is impractical to do so due to
the urgency of the situation.

At the end of a shift, officers will download the data into the appropriate file and place the camera back in
the officer’s area to be recharged. Once the PVR system is downloaded, the camera is cleared and data can
only be retrieved from the computers server.

During contacts, the officer will advise the person that they are being recorded as soon as it is practical. The
PVR camera should not be deactivated during contacts. If there is an equipment failure resulting in a
deactivation, the officer will notify his/her supervisor and the reason for the deactivation upon learning of
the deactivation. If a subject or subjects state that they do not wish to be recorded, the officer will not
deactivate the camera. Officers only have to notify a subject that they are being recorded.

When there are multiple PVR system equipped officers on scene at an incident all PVR systems should
record the incident. The primary unit will be responsible for documenting that the incident was recorded.
Other officers at the scene who recorded the incident will be required to complete a supplement report and
note on the dispatch call log that they recorded imagery of the event.

Prior to taking any suspect into custody officers should activate their respective PVR, if they have not
already been activated. Additionally, when a suspect is read their Miranda Warning it should be recorded
on the PVR.

When an officer interviews either a suspect or witness, with their permission, the officer should utilize their
PVR to capture the interview.

During a shift officers may review portions of the video/audio recording, e.g., to verify an identification, a
vehicle license number or to review an incident for statement accuracy. Officers will not make copies of any
recording for personal use.

Officers will document in the narrative of their report that there is corresponding imagery evidence. Officers
should categorize what that imagery consists of, e.g. scene investigation, field sobriety tests, interviews, etc.
Officers should notify their supervisors that there is relevant imagery to a specific call or contact so that the
supervisor can preserve that file in the archival system.

Camera Maintenance and Care: Routine maintenance and care of the video system is the responsibility of
the individual officer the PVR is issued to. Each officer will ensure that the system is kept clean and in
working order, that the rechargeable battery is fully charged when reporting for duty each work day, and
the video files are regularly downloaded.
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Supervisor Responsibilities
Supervisors will have knowledge of and address the following issues:
Officers have completed the department's PVR training program prior to using the equipment.

Officers follow established policies and procedures for the use and maintenance of the equipment, handling
of the recordings, and the completion of all necessary documentation.

Notification of required repairs of damaged equipment or non-functional equipment is provided in a timely
manner.

Equipment is adequately secured to prevent it from being misplaced or misappropriated.

Notification to the relevant training cadre of recorded imagery that contains noteworthy training material.
Identify and preserve imagery that will be used in a criminal prosecution or potential civil litigation.
Support Staff Responsibilities

Insure that files that have exceeded the required retention period are purged on a quarterly basis.
Prepare, record and log imagery that is burned to disc.

Maintain chain of custody documentation for imagery that is burned to disc.

Information Technology Responsibilities

Assist with server space, program management, and consult with department staff on technology issues
that may arise.
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DIRECTIVE: POLICY & PROCEDURE NUMBER:
2.25
SUBJECT: WEARABLE VIDEO RECORDERS REVISED DATE:
REFERENCE: TOTAL PAGES:
3
= Reviewing Authority: Issuing Authority:
CHESAPEAKE
POLICE Wilfredo Bonilla, Jr. Kelvin L. Wright 05/18/10
DEPARTMENT City Attorney Chief of Police Effective Date
I. PURPOSE

1L

M1

IV.

The purpose of this policy is to set forth guidelines for the use, management, storage
and retrieval of audio-visual media recorded by wearable video recorders (WVR’s).

POLICY

WVR’s will be used to assist Department personnel in the performance of their duties
by providing an accurate and unbiased recorded account of an incident. Additionally, to
maximize effectiveness of the WVR and maintain integrity of evidence and related
documentation, all personnel assigned the use of these devices will adhere to the
procedures outlined within this policy.

CONFIDENTIALITY

All recording media, images, and audio are property of the Chesapeake Police
Department and will not be copied, released, or disseminated in any form or
manner outside the parameters of this policy without the expressed written
consent of the Chief of Police. Under no circumstances will any member of the
Chesapeake Police Department make a personal copy of any recorded event
without prior written permission of the Chief of Police.

PROCEDURE

A. Equipment
Department issued WVR’s are intended for official Departmental use only and
are not to be used for frivolous or personal activities. Intentional misuse or abuse

of the units will result in disciplinary action.

l. Officers will use only those WVR’s issued and approved by the
Department. The wearing of personal video recorders is not authorized.

2. WVR’s will be assigned to each precinct with Precinct Commanders
being responsible for assignment to individual officers.
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3

a. Precinct Commanders may assign WVR’s to individual officers
as deemed appropriate, however all WVR’s within a precinct’s
control should be utilized.

b. The issuance of each WVR will be documented and maintained
at the precinct level.

c. WVR’s will not be rotated at shift change and will remain the
responsibility of each assigned officer.

WVR’s will be considered issued equipment until relinquished at the
direction of the Precinct Commander.

B. Officer Responsibility

%

Prior to beginning a shift, officers assigned a WVR will ensure its
readiness by conducting an operational inspection.

a. Any problems preventing the use of the unit during the shift will
be reported to the immediate supervisor.

b. Problems that cannot be remedied will be reported to the Supply
& Equipment Sergeant.

Officers will activate the unit to record during each citizen encounter
related to a call for service, enforcement action, traffic stop, and/or
police service. Additionally, tactical activities such as, building searches,
searches for suspects, and building checks at alarms will be recorded.

Officers will download video to the server upon indication that the

device is nearing capacity. Flag or bookmark any video related to a
criminal or traffic case, or that may be useful to the Department for
training purposes.

C. Supervisor Responsibility

I

LS ]

It is incumbent on supervisors to ensure officers utilize WVR’s
according to policy guidelines.

Supervisors will conduct random weekly reviews of selected recordings
in order to assess officer performance as well as flag videos that may be
appropriate for training purposes.

If a complaint is associated with a recorded event, or an officer believes

an incident may generate a complaint, the supervisor will flag the video
for indefinite retention.
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D. Video Evidence

Videos needed for evidence in court must be requested through the
Department’s Photographer.

E. Video Purge
In compliance with the Library of Virginia Records Retention Schedule, video
will be automatically purged from the server thirty (30) days from the date of

download. The only exception will be that video which has been flagged for
indefinite retention.
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Union City Police Department

Policy Manual

Use of Audio and Video Recorders

450.1 PURPOSE AND SCOPE

The Union City Police Department has provided each of its sworn members with access
to audio recorders and wearable video recorders for use while on-duty. These recorders
are intended to assist officers in the performance of their duties by providing an unbiased
audiofvideo record of a contact.

450.2 UNIFORMED OFFICER RESPONSIBILITIES

Prior to going into service, each uniformed officer will be responsible for making sure that
he/she is equipped with a departmentally issued audio recorder in good working order.

Each officer shall be responsible for maintaining his/fher own recordings until the media is
either full or placed into evidence/safekeeping.

450.3 NON-UNIFORMED OFFICER RESPONSIBILITIES

Any officer assigned to non-uniformed positions may carry a departmentally issued
audio/video recorder at any time the officer believes that such a device may be beneficial
to the situation.

At the beginning of any recording, if practicable, the officer shall dictate hisfher name, serial
number and the current date and time. At the conclusion of the date or particular shift, the
officer shall record the ending date and time.

Each officer shall be responsible for maintaining his/her own recordings until the media is
either full or placed into evidence/safekeeping.

450.4 ACTIVATION OF THE AUDIO OR VIDEO RECORDER

Penal Code § 632 prohibits any individual from surreptitiously recording any conversation
in which any party to the conversation has a reasonable belief that the conversation was
private or confidential, however Penal Code § 633 expressly exempts law enforcement from
this prohibition during the course of a criminal investigation.

(@) No member of this Department may surreptitiously record a conversation of any
other member of this department without the expressed knowledge and consent of
all parties. Nothing in this section is intended to interfere with an officer's right to
openly record any interrogation pursuant to Government Code § 3303(g).

(b)  Any member of this Department may surreptitiously record any conversation during
the course of a criminal investigation in which the officer reasonably believes that such
a recording will be beneficial to the investigation.

1. For the purpose of this policy, any officer contacting an individual suspected of
violating any law or during the course of any official law enforcement related
activity shall be presumed to be engaged in a criminal investigation. This
presumption shall not apply to contacts with other employees conducted solely
for administrative purposes.

2. For the purpose of this policy, it shall further be presumed that any individual
contacted by a uniformed officer wearing a conspicuously mounted audio
recorder will have knowledge that such a contact is being recorded.

Use of Audio and Video Recorders - 297

Adopted: 2011/09/20 © 1995-2011 Lexipol, LLC
284



Union City Police Department

Policy Manual

Use of Audio and Video Recorders

(c) Members ofthe Department are encouraged to activate their recorders at any time that
the officer reasonably believes that a recording of an on-duty contact with a member
of the public may be of future benefit.

1. At no time should an officer jeopardize his/her safety in order to activate a
recorder or change the recording media.

2. Officers are prohibited from utilizing department recorders and recording media
for personal use.

450.5 RETENTION OF RECORDING MEDIA

At any time that an officer records any portion of a contact which the officer reasonably
believes constitutes evidence in a criminal case; the officer shall record the related case
number and book the recording media into evidence or download the file in accordance
with current procedure for storing digital files.

(a) The officer shall further note in any related report that the recording has been placed
into evidence.

(b) Recording media placed into evidence shall be retained through the final disposition
of the related criminal case.

450.5.1 NON-CRIMINAL MATTER

At any time that an officer reasonably believes that a recorded contact may be of benefit in
a non-criminal matter (e.g., a hostile contact), the officer may book the recording media into
safekeeping or download the file in accordance with current procedure for storing digital
files.

(@)  Under such circumstances, the officer shall notify a supervisor of the existence of the
recording as soon as practicable.

(b)  Audio or video recorded media which have been downloaded shall be retained for
a period of no less than 180 days or until the related matter has been closed (e.g.,
internal investigation, civil litigation).

450.6 REVIEW OF RECORDED MEDIA FILES
Recorded files may be reviewed in any of the following situations:

(a) By a supervisor investigating a specific act of officer conduct

(b)  Upon approval by a supervisor, any member of the Department who is participating
in an official investigation such as a personnel complaint, administrative investigation
or criminal investigation

(c) By the personnel who originally recorded the incident

(d) Pursuant to lawful process or by court personnel otherwise authorized to review
evidence in a related case

(e) By media personnel with permission of the Chief of Police or authorized designee
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East Bay Regional Park District Police
Department

Policy Manual

Use of Wearable Audio and Video
Recorders

450.1 PURPOSE AND SCOPE

The East Bay Regional Park District Police Department has provided each of its sworn
members with access to wearable audio and video recorders for use while on-duty. These
recorders are intended to assist officers in the performance of their duties by providing an
unbiased audio and/or video record of a contact.

450.1.1 ACCREDITATION STANDARDS
This Policy pertains to the following CALEA standards: NONE

450.2 UNIFORMED OFFICER RESPONSIBILITIES

Prior to going into service, each uniformed officer will be responsible for making sure that
he/she is equipped with a departmentally issued wearable video recorder in good working
order. Officers may also carry a wearable audio recorder. Uniformed officers shall wear the
audio recorder in an approved holder conspicuously mounted on their utility belt, on their
uniform shirt or in a pocket. Officers shall insure that the wearable video recorder is worn
in such a way to provide an unobstructed camera view of the officer’s citizen contacts.

Each officer shall be responsible for maintaining his/her own recordings until the media is
either full or placed into evidence/safekeeping.

450.3 NON-UNIFORMED OFFICER RESPONSIBILITIES

Any officer assigned to non-uniformed positions (e.g. detectives, Administrative Services,
etc.) may carry a departmentally issued digital audio or video recorder at any time the officer
feels that such a device may be beneficial to the situation.

Each officer shall be responsible for maintaining his/her own recordings until the media is
either full or placed into evidence/safekeeping.

450.4 ACTIVATION OF THE AUDIO OR VIDEO RECORDER

Penal Code § 632 prohibits any individual from surreptitiously recording any conversation
in which any party to the conversation has a reasonable belief that the conversation was
private or confidential, however Penal Code § 633 expressly exempts law enforcement from
this prohibition during the course of a criminal investigation.

(@) No member of this department may surreptitiously record a conversation of any other
member of this department without the expressed knowledge and consent of all
parties. Nothing in this section is intended to interfere with an officer’s right to openly
record any interrogation pursuant to Government Code § 3303(g).

(b) Any member of this department may surreptitiously record any conversation during
the course of a criminal investigation in which the officer reasonably believes that such
a recording will be beneficial to the investigation.

1. For the purpose of this policy, any officer contacting an individual suspected of
violating any law or during the course of any official law enforcement related
activity shall be presumed to be engaged in a criminal investigation. This
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presumption shall not apply to contacts with other employees conducted solely
for administrative purposes.

2. For the purpose of this policy, it shall further be presumed that any individual
contacted by a uniformed officer wearing a conspicuously mounted audio or
video recorder will have knowledge that such a contact is being recorded.

(c) Members ofthe Department are encouraged to activate their recorders at any time that
the officer reasonably believes that a recording of an on-duty contact with a member
of the public may be of future benefit.

1. At no time should an officer jeopardize his/her safety in order to activate a
recorder or change the recording media.

2. Officers are prohibited from utilizing department recorders and recording media
for personal use.

450.5 RETENTION OF RECORDING MEDIA

At any time that an officer records any portion of a contact which the officer reasonably
believes constitutes evidence in a criminal case; the officer shall record the related case
number and book the recording media into evidence or download the file in accordance
with current procedure for storing digital files.

(a) The officer shall further note in any related report that the recording has been placed
into evidence.

(b) Recording media placed into evidence shall be retained through the final disposition
of the related criminal case.

(c) Digital audio recordings shall be transferred to a CD-ROM and booked into evidence
in accordance with policy manual § 804.

(d) Digital video recordings shall be transferred to the Digital Evidence Server in
accordance with policy manual § 804. Once transferred to the Digital Evidence
Server the file shall be deleted from the employee’s computer upon report approval
by a supervisor.

450.5.1 NON-CRIMINAL MATTER

At any time that an officer reasonably believes that a recorded contact may be of benefit in
a non-criminal matter (e.g., a hostile contact), the officer may book the recording media into
safekeeping or download the file in accordance with current procedure for storing digital
files.

(a) Under such circumstances, the officer shall notify a supervisor of the existence of the
recording as soon as practicable.

(b) Recording media which have been placed into safekeeping shall be retained for a
period of no less than 365 days or until the related matter has been closed (e.g.,
internal investigation, civil litigation).

(c) Video recorded media which has been downloaded will be retained for no less than
365 days or until the related matter has been closed.

Once any recording medium has been filled, the officer shall place it into safekeeping or
download the file in accordance with current procedure for storing digital files where it shall
be retained for a period of no less than 365 days unless utilized in a specific case.
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450.6 REVIEW OF RECORDED MEDIA FILES
Recorded files may be reviewed in any of the following situations:

(a)
(b)

(c)
(d)

(e)

By a supervisor investigating a specific act of officer conduct

Upon approval by a supervisor, any member of the Department who is participating
in an official investigation such as a personnel complaint, administrative investigation
or criminal investigation

By the department member who originally recorded the incident

Pursuant to lawful process or by court personnel otherwise authorized to review
evidence in a related case

By media personnel with permission of the Chief of Police or authorized designee

450.7 REVISIONS
Effective: January 2004

Revised: March 2005; May 23, 2006; November 1, 2008 ; March 30, 2009; February 14
2010; October 6, 2010; February 3, 2011
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Coeur d Alene Police Department
446

Digital Multimedia Equipment

446.1 PURPOSE AND SCOPE

Audio, video and photographic equipment may be issued to, or accessible by, members
of this department in order to provide audio and/or visual recordings or images of their
contacts and activities. These recordings or still images are intended to assist members in
the performance of their duties by providing an unbiased audio or video recording, and/or
still image of a contact or incident.

Although this policy is in the Patrol Operations section of the Policy Manual, it is applicable
to all sworn and non-sworn members utilizing this type of equipment in the performance of
their duties during any investigation.

446.2 SURREPTITIOUS RECORDING OF MEMBERS

No member of this department shall surreptitiously (secretly) audio or video record any other
member without the expressed knowledge and consent of all parties unless:

. By a supervisor investigating criminal or administrative incidents involving a member;
or

. With authorization of the Chief of Police or his designee.

This policy shally apply to any type of audio or video recording device, including but not

limited to, cellular telephones or any other personal communication device, whether or not
the device is owned by the department, or personally owned or obtained by the member.

446.3 AUDIO AND VIDEO RECORDING DEVICES
The following types of audio and video recording devices may be issued to members, made

available to members, or installed in department vehicles:
. Mobile Video System

. Body Worn Video Camera

. Digital Audio Recorder

. Digital Still Image Camera

. Digital Handheld Video Camera

. Fixed/Stationary Video Camera

446.4 MOBILE VIDEO SYSTEMS

446.4.1 MOBILE VIDEO SYSTEMS

Mobile video systems are installed in some department vehicles. At the beginning of each
shift, members operating a vehicle with a video system shall check the system to make sure
it is properly working. If the system is malfunctioning, the member shall properly note the
information on the vehicle inspection checklist and notify his supervisor and the Equipment
Specialist as soon as practical.

If the system malfunctions at any time during the member's shift, the member shall notify
his supervisor and the Equipment Specialist as soon as practical.
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All audio devices assigned to a video system will be placed into the designated charging or
storage area at the end of the member's shift.

446.4.2 OPERATION OF MOBILE VIDEO SYSTEMS

Due to ever changing technology and vendors, mobile video systems may periodically
change and therefore the operation of various systems may differ. Members who routinely
operate department vehicles that have mobile video systems installed shall familiarize
themselves with the proper operation of the systems currently in use by this department.

446.4.3 REQUIRED ACTIVATION OF MOBILE VIDEO SYSTEMS

This policy is not intended to describe every possible situation where the system may be
used, however there are many situations where the use of the system is appropriate. In
addition to any required situations, members may activate the system anytime it is believed
its use would be appropriate and/or valuable to document an incident.

It is understood that in some circumstances it is not possible to capture images of the
incident due to certain conditions or location of the camera; however, the audio portion
of the video system should still be activated in these instances, and the member should
note in the incident report why the actual incident may not have been captured on video.

Additionally, it is recognized members are expected to make split second decisions during
rapidly changing circumstances. In the event a member is not able to activate the video
system, the member shall document in the incident report the reasons why the system was
not activated.

At no time should a member jeopardize his safety in order to activate a mobile video system
if timing and circumstances dictate otherwise.

The activation of the mobile video system is required in any of the following situations:

(a) All field contacts involving actual or potential criminal conduct within audio or video
range of the system, which includes:

1. Traffic stops;

2. Vehicle pursuits;

3. Suspicious persons or vehicles;

4, Arrests;

5. DUI investigations, including field sobriety evaluations when practical;

6. Consensual contacts;

7. Responding to an in-progress call where the video recording may aid in the
apprehension and/or prosecution of a suspect;

8.  Any other contact that becomes adversarial after the initial contact; or

9.  Any other circumstances where the member believes that a recording of an

incident would be beneficial.

(b)  Once the video system is activated, it shall remain on until the incident has concluded.
For the purposes of this section, conclusion of an incident has occurred when, and if
applicable:

1. All arrests on scene have been made;
2.  Allinterviews on scene have been completed;
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3.  All arrestees have been transported to the jail, police department or other
designated location; or

4.  The member no longer has contact with a suspect, victim or witness on scene.
(@) Recordings may cease if the member is:
1. out of audio and video recording range;

2.  simply waiting for something or someone, such as a tow truck
or family member, or during similar situations in which continued
activation of the system would not be reasonable.

446.4.4 REVIEW OF MOBILE VIDEO SYSTEM RECORDINGS
Recordings may be reviewed by members in any of the following situations:

(a) By a Supervisor:

1. Investigating a citizen complaint against a member;

2. Conducting an administrative investigation;

3. Conducting an audit;

4.  Approving a related report; or

5.  Gathering information that may be useful for any presentation or report for the

Department, City Administration, Mayor and Council, or other approved person
or group upon authorization of the Chief of Police or his designee.

(b) By a Detective who is participating in an official investigation and such review is
needed in furtherance of the investigation.

(c) By members who need to review their own recordings in order to write a police report
of prepare for court.

(d) By any technical personnel, upon authorization of a Division Commander, for the
purpose of trouble shooting equipment malfunctions.

(e) Upon authorization of the Chief of Police or his designee, recordings that may serve
a valuable purpose in a training environment may be used when the recording is no
longer needed as evidence in a criminal or civil proceeding.

(f) At no time shall any recording be used or shown for the sole purpose of curiosity,
entertainment or personal use.

446.4.5 DOCUMENTING MOBILE VIDEO SYSTEM USE

Any incident that was recorded with a mobile video system shall be documented in the
member's related report. If the video and/or audio system malfunctioned during the time of
the incident, the member shall document that fact as well in any related report.

446.4.6 MOBILE VIDEO STORAGE AND INTEGRITY

Video and/or audio data recorded via a mobile video system will be uploaded into VIPER,
either manually by the member or automatically, depending on the type of video system in
use.

If the recording is related to an arrest, or an active investigation that may require follow-up
investigation as soon as possible, the recording shall be uploaded prior to the member going
off duty.
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Any other recording will be uploaded no later than the day before the member is going
on scheduled days off, vacation, training or any other time off from his normal work week
schedule.

446.5 BODY WORN VIDEO CAMERAS

446.5.1 BODY WORN VIDEO CAMERAS

Body worn video cameras may be issued to sworn members. At the beginning of each shift,
members who are issued a body worn video camera will check the camera to make sure it
is properly working. If the camera is malfunctioning and the problem can not be immediately
remedied, the member shall notify his supervisor and the Information Technology (1.T.)
Sergeant as soon as practical.

If the camera malfunctions at any time during the member's shift, the member shall notify
his supervisor and the |.T. Sergeant as soon as practical.

A body worn video camera that is inoperable shall not continue to be worn by the member
during their shift. It shall be maintained by the member until contacted by the I.T. Sergeant,
or until otherwise notified.

446.5.2 WEARING OF BODY WORN VIDEO CAMERAS

Members who are issued body worn video cameras and assigned to the Uniformed
Patrol Division shall wear and use the camera while on duty in accordance with any other
provisions of this policy. The only exceptions to not wearing the camera when on duty is if
the camera has malfunctioned or upon approval of the Watch Commander.

The camera shall be worn in a manner and position as authorized by the Operations Division
Commander. Generally, the camera will be worn on the front torso of the member, along
the button/zipper line of the uniform shirt or jacket. If the camera is wireless, there are times
it may be beneficial for the member to remove the camera from their body and use it is in
a hand-held manner or place it in a stationary location to get the best field of view of what
needs to be recorded.

446.5.3 OPERATION OF BODY WORN VIDEO CAMERAS

Due to ever changing technology and vendors, body worn video cameras may periodically
change and therefore the operation of various body worn video cameras may differ.
Members shall familiarize themselves with the proper operation of any camera issued to
them.

446.5.4 REQUIRED ACTIVATION OF BODY WORN VIDEO CAMERAS

This policy is not intended to describe every possible situation where the body worn video
camera may be used, however, there are many situations where the use of the camera
is appropriate. In addition to any required situations, members may activate the camera
anytime it is believed its use would be appropriate and/or valuable to document an incident.

It is understood that in some circumstances it is not possible to capture video images of the
incident due to certain conditions or how the camera is positioned on the member's body in
relation to what should be recorded; however, the audio portion of the camera should still
be able to capture data that may be useful. The member shall note in any related incident
report why the actual incident was not video recorded.
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Additionally, it is recognized that members are expected to make split second decisions
during rapidly changing circumstances. In the event a member is not able to activate the
camera, the member shall document in the related incident report the reasons why the
camera was not activated.

At no time should a member jeopardize his safety in order to activate a body worn video
camera if timing and circumstances dictate otherwise.

The activation of the body worn video camera shall be used in any of the following situations:
(It is understood that members may also be operating a vehicle with a mobile video system,
but the mobile video system may not be able to capture important video recordings if the
violator or incident ends up out of field of view, i.e. a traffic stop that result in a foot pursuit,
therefore the body worn video camera may be able to capture additional video recordings).

(@) All field contacts involving actual or potential criminal conduct within audio or video
range of the camera, which includes but is not necessarily limited to:

1. Traffic stops;

2. Vehicle pursuits;

3. Foot pursuits;

4, Building searches;

5. Investigations inside a business or residence;

6. Interviews with suspects and/or victims;

7.  Suspicious person or vehicles;

8. Arrests;

9. DUI investigations, including field sobriety evaluations when practical;

10. Consensual contacts;

11. Immediate arrival at an in-progress call where the video recording may aid in
the apprehension and/or prosecution of a suspect;

12. Any other contact that becomes adversarial after the initial contact; or

13. Any other circumstances where the member believes that a recording of an

incident would be beneficial.

(b) Once the camera is activated, it shall remain on until the incident has concluded.
For the purposes of this section, conclusion of an incident has occurred when, and if
applicable:

1. All arrests on scene have been made;
2.  Allinterviews on scene have been completed;

3.  All arrestees have been transported to the jail, police department or other
designated location; or

4, The member no longer has contact with suspect, victim or witness on scene.
(a) Recordings may also cease if the member is:

1. simply waiting for something or someone, such as a tow truck
or family member, or during similar situations in which continued
activation of the system would not be reasonable.

446.5.5 REVIEW OF BODY WORN VIDEO CAMERA RECORDINGS
Recordings may be reviewed by members in any of the following situations:
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(a) By a Supervisor:

1. Investigating a citizen complaint against a member;

2. Conducting an administrative investigation;

3. Conducting an audit;

4.  Approving a related report; or

5.  Gathering information that may be useful for any presentation or report for the

Department, City Administration, Mayor and Council, or other approved person
or group upon authorization of the Chief of Police or his designee.

(b) By a Detective who is participating in an official investigation and such review is
needed in furtherance of the investigation.

(c) By members who need to review their own recordings in order to write a police report
of prepare for court.

(d) By any technical personnel, upon authorization of a Division Commander, for the
purpose of trouble shooting equipment malfunctions.

(e) Upon authorization of the Chief of Police or his designee, recordings that may serve
a valuable purpose in a training environment may be used when the recording is no
longer needed as evidence in a criminal or civil proceeding.

(f) At no time shall any recording be used or shown for the sole purpose of curiosity,
entertainment or personal use.

446.5.6 DOCUMENTING BODY WORN VIDEO CAMERA USE

Any incident that was recorded with a body worn video camera shall be documented in the
member's related report. If the camera malfunctioned during the time of the incident, the
member shall document that fact as well in the report.

446.5.7 BODY WORN VIDEO CAMERA STORAGE AND INTEGRITY

Video and/or audio data recorded via a body worn video camera will be uploaded into
VIPER.

If the recording is related to an arrest, or an active investigation that may require follow-up
investigation as soon as possible, the recording shall be uploaded prior to the member going
off duty.

Any other recording will be uploaded no later than the day before the member is going

on scheduled days off, vacation, training or any other time off from his normal work week
schedule.

446.6 DIGITAL AUDIO RECORDERS

446.6.1 DIGITAL AUDIO RECORDERS
Digital audio recorders are issued to all full-time sworn members.

UNIFORMED MEMBERS

Members assigned to the Uniformed Patrol Division shall carry their issued digital audio
recorders on their person during their shift and it shall be used in accordance with this policy.
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At the beginning of each shift, uniformed members will check their recorder to make sure
it is properly working. If the recorder is malfunctioning at the beginning of the shift and
the problem can not be immediately remedied, the member shall immediately notify his
supervisor. The member shall also notify the Equipment Specialist as soon as practical.

If the recorder malfunctions at any time during the member's shift, the member shall notify
his supervisor and Equipment Specialist as soon as practical.

NON-UNIFORMED MEMBERS

Sworn members assigned to any non-uniformed assignment may carry their issued recorder
and use the recorder whenever the member believes a recording would be beneficial, unless
their Supervisor requires its use otherwise.

446.6.2 ACTIVATION OF DIGITIAL AUDIO RECORDERS

Members are encouraged to activate their digital audio recorders at any time the member
believes a recording of a telephone or field contact with a citizen would be of value to the
reason for the contact, arrest, investigation or prosecution. Additionally, in the event that a
uniformed member assigned to patrol duties does not have access to a body worn video
recorder or mobile video system, or if the same are inoperable, their digital audio recorder
shall be activated under the same requirements as outlined in Policy 446.4.3 and 446.5.4,
applicable. It is recognized that members are expected to make split second decisions
during rapidly changing circumstances. In the event a member is not able to activate the
digital audio recorder, the member shall document in the related incident report the reasons
why the recorder was not activated.

Citizen complaints against members frequently involve instances where there is no audio
or video recording of the contact between the member and the complainant. A supervisor
taking and/or investigating the complaint will many times have to rely solely on after the
fact statements from the member, complainant and witness(es) to assist the supervisor in
coming to a final conclusion. The complainant and/or witness(es) may not always tell the
complete truth or will exaggerate about what what the member may or may not have done.
Having an audio recording of the contact can often times help exonerate the member and
clear them of any wrong doing.

At no time should a member jeopardize his safety in order to activate a digital audio recorder
if timing and circumstances dictate otherwise.

446.6.3 REVIEW OF DIGITAL AUDIO RECORDINGS
Recordings may be reviewed by members in any of the following situations:

(a) By a Supervisor:

1. Investigating a citizen complaint against a member;
Conducting an administrative investigation;
Conducting an audit;

Approving a related report; or

Gathering information that may be useful for any presentation or report for the
Department, City Administration, Mayor and Council, or other approved person
or group upon authorization of the Chief of Police or his designee.

IS

(b) By a Detective who is participating in an official investigation and such review is
needed in furtherance of the investigation.
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(c) By members who need to review their own recordings in order to write a police report
of prepare for court.

(d) Upon authorization of the Chief of Police or his designee, recordings that may serve
a valuable purpose in a training environment may be used when the recording is no
longer needed as evidence in a criminal or civil proceeding.

(e) At no time shall any recording be used or shown for the sole purpose of curiosity,
entertainment or personal use.

446.6.4 DOCUMENTING DIGITAL AUDIO RECORDER USE

Any incident that was recorded with a digital audio recorder shall be documented in the
member's report. If the recorder malfunctioned during the time of the incident or at any time
was intentionally turned off, the member shall document that fact as well in the report.

446.6.5 DIGITAL AUDIO RECORDING STORAGE AND INTERGRITY
Audio recordings will be uploaded into VIPER.

If the recording is related to an arrest, or an active investigation that may require follow-up
investigation as soon as possible, the recording shall be uploaded prior to the member going
off duty.

Any other recording will be uploaded no later than the day before the member is going
on scheduled days off, vacation, training or any other time off from his normal work week
schedule.

446.6.6 DIGITAL STILL IMAGE CAMERA & DIGITAL HANDHELD VIDEO CAMERA

Digitial cameras for taking still images, or digital handheld video cameras, may also be
issued to or made available to members for their use in providing a visual documentation
of an incident.

Procedures for reviewing, documenting and uploading data shall be the same as outlined
in this Policy for the mobile video and body worn video systems.

446.6.7 FIXED VIDEO CAMERAS

Fixed, or stationary, video cameras may be installed either visibily or covertly in assigned
interview rooms within the department. This type of video system will generally be used to
video record interviews with suspects, victims or witnesses.

Procedures for reviewing, documenting and uploading data shall be the same as outlined
in this Policy for the mobile video and body worn video systems.
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East Bay Regional Park District Police
Department

Policy Manual

Use of Wearable Audio and Video
Recorders

450.1 PURPOSE AND SCOPE

The East Bay Regional Park District Police Department has provided each of its sworn
members with access to wearable audio and video recorders for use while on-duty. These
recorders are intended to assist officers in the performance of their duties by providing an
unbiased audio and/or video record of a contact.

450.1.1 ACCREDITATION STANDARDS
This Policy pertains to the following CALEA standards: NONE

450.2 UNIFORMED OFFICER RESPONSIBILITIES

Prior to going into service, each uniformed officer will be responsible for making sure that
he/she is equipped with a departmentally issued wearable video recorder in good working
order. Officers may also carry a wearable audio recorder. Uniformed officers shall wear the
audio recorder in an approved holder conspicuously mounted on their utility belt, on their
uniform shirt or in a pocket. Officers shall insure that the wearable video recorder is worn
in such a way to provide an unobstructed camera view of the officer’s citizen contacts.

Each officer shall be responsible for maintaining his/her own recordings until the media is
either full or placed into evidence/safekeeping.

450.3 NON-UNIFORMED OFFICER RESPONSIBILITIES

Any officer assigned to non-uniformed positions (e.g. detectives, Administrative Services,
etc.) may carry a departmentally issued digital audio or video recorder at any time the officer
feels that such a device may be beneficial to the situation.

Each officer shall be responsible for maintaining his/her own recordings until the media is
either full or placed into evidence/safekeeping.

450.4 ACTIVATION OF THE AUDIO OR VIDEO RECORDER

Penal Code § 632 prohibits any individual from surreptitiously recording any conversation
in which any party to the conversation has a reasonable belief that the conversation was
private or confidential, however Penal Code § 633 expressly exempts law enforcement from
this prohibition during the course of a criminal investigation.

(@) No member of this department may surreptitiously record a conversation of any other
member of this department without the expressed knowledge and consent of all
parties. Nothing in this section is intended to interfere with an officer’s right to openly
record any interrogation pursuant to Government Code § 3303(g).

(b) Any member of this department may surreptitiously record any conversation during
the course of a criminal investigation in which the officer reasonably believes that such
a recording will be beneficial to the investigation.

1. For the purpose of this policy, any officer contacting an individual suspected of
violating any law or during the course of any official law enforcement related
activity shall be presumed to be engaged in a criminal investigation. This
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presumption shall not apply to contacts with other employees conducted solely
for administrative purposes.

2. For the purpose of this policy, it shall further be presumed that any individual
contacted by a uniformed officer wearing a conspicuously mounted audio or
video recorder will have knowledge that such a contact is being recorded.

(c) Members of the Department are encouraged to activate their recorders at any time that
the officer reasonably believes that a recording of an on-duty contact with a member
of the public may be of future benefit.

1. At no time should an officer jeopardize his/her safety in order to activate a
recorder or change the recording media.

2. Officers are prohibited from utilizing department recorders and recording media
for personal use.

450.5 RETENTION OF RECORDING MEDIA

At any time that an officer records any portion of a contact which the officer reasonably
believes constitutes evidence in a criminal case; the officer shall record the related case
number and book the recording media into evidence or download the file in accordance
with current procedure for storing digital files.

(@) The officer shall further note in any related report that the recording has been placed
into evidence.

(b) Recording media placed into evidence shall be retained through the final disposition
of the related criminal case.

(c) Digital audio recordings shall be transferred to a CD-ROM and booked into evidence
in accordance with policy manual § 804.

(d) Digital video recordings shall be transferred to the Digital Evidence Server in
accordance with policy manual § 804. Once transferred to the Digital Evidence
Server the file shall be deleted from the employee’s computer upon report approval
by a supervisor.

450.5.1 NON-CRIMINAL MATTER

At any time that an officer reasonably believes that a recorded contact may be of benefit in
a non-criminal matter (e.g., a hostile contact), the officer may book the recording media into
safekeeping or download the file in accordance with current procedure for storing digital
files.

(@) Under such circumstances, the officer shall notify a supervisor of the existence of the
recording as soon as practicable.

(b) Recording media which have been placed into safekeeping shall be retained for a
period of no less than 365 days or until the related matter has been closed (e.g.,
internal investigation, civil litigation).

(c) Video recorded media which has been downloaded will be retained for no less than
365 days or until the related matter has been closed.

Once any recording medium has been filled, the officer shall place it into safekeeping or
download the file in accordance with current procedure for storing digital files where it shall
be retained for a period of no less than 365 days unless utilized in a specific case.
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450.6 REVIEW OF RECORDED MEDIA FILES
Recorded files may be reviewed in any of the following situations:

(@) By a supervisor investigating a specific act of officer conduct

(b) Upon approval by a supervisor, any member of the Department who is participating
in an official investigation such as a personnel complaint, administrative investigation
or criminal investigation

(c) By the department member who originally recorded the incident

(d) Pursuant to lawful process or by court personnel otherwise authorized to review
evidence in a related case

(e) By media personnel with permission of the Chief of Police or authorized designee

450.7 REVISIONS
Effective: January 2004

Revised: March 2005; May 23, 2006; November 1, 2008 ; March 30, 2009; February 1,
2010; October 6, 2010; February 3, 2011
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FORT WORTH POLICE DEPARTMENT
OFFICER-WORN DIGITAL RECORDING SYSTEMS

DRAFT POLICY

BACKGROUND

The emerging technology of officer-worn digital recording devices helps to provide an unbiased
audio/video recording of events that officers encounter. These recordings can be useful for the
documentation of evidence, preparation of offense reports, and future court testimony. These recordings
may also be used to protect officers from false allegations of misconduct as well as provide training
material for incident debriefings or performance evaluations.

PURPOSE AND SCOPE

The purpose of this document is to outline standard operating procedures that shall be followed should
the officer choose to employ an officer-worn digital recording device. This document set guidelines for
all officer-worn digital recording devices regardless of whether the device is owned by the department
or personally owned by the officer. This document does not pertain to the use of in-car audio/video
recording system that is permanently mounted in the patrol vehicle.

DIGITAL RECORDINGS

All digital recordings that are captured during the scope of an officer’s duties are property of the Fort
Worth Police Department and shall not be converted for personal use. Copying, editing or releasing
recordings or depictions of recordings without proper approval is strictly prohibited and subject to
disciplinary actions.

PROHIBITIONS
Officers shall use sound judgment in determining how and when the officer-worn digital recording
device will be utilized. Officers shall adhere to following:

Officers shall not intentionally create digital recordings of other employees (or themselves) in
areas where a reasonable expectation of privacy exists such as locker rooms, restrooms, etc.

Officers shall not knowingly record undercover officers or confidential informants.

Officers shall not use a departmentally owned officer-worn digital recording device to record any
type of personal activities.

Officers shall not allow citizens to review captured recordings without permission from the
officer’s immediate supervisor.

Any uploading or converting recordings for use on any type of social media (ie Facebook™,
YouTube™, etc) is strictly prohibited.
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TRAINING

All officers choosing to deploy a departmentally owned officer-worn digital recording device shall
attend training on the device and demonstrate a working knowledge of the device prior to employing the
device in field operations.

Officers choosing to purchase and employ a personal device shall demonstrate proficiency in the use of
the device and harvesting of the recordings.

All supervisors of officers choosing to deploy a departmentally owned officer-worn digital recording
device shall attend training regarding the device to be worn as well as the procedures for storing and
retention of recordings.

USE OF EQUIPMENT

Officers should inspect the officer-worn digital recording device prior to each shift to confirm its proper
operation, that there is no physical damage, and that it has sufficient battery life to complete the assigned
shift. Any problems with departmentally owned devices should be reported by the assigned officer to
his/her immediate supervisor. The supervisor (or designee) shall contact the Training Division to secure
a replacement or repair of the device.

Officers choosing to wear officer-worn digital recording devices should make every effort to ensure that
the device is activated (recording) during potential enforcement activities to include but not limited to:

Traffic Stops;

Criminal investigations (regardless of whether an arrest is made);

All arrest situations (regardless of offense level);

Instances in which verbal consent to search is requested from citizens;

Potential Use of Force situations (If possible, realizing that officer safety is the primary goal);
Critical Police Incidents (If possible, realizing that officer safety is the primary goal);
Instances in which an administrative investigation may arise (i.e. citizen complaint probable);
Vehicle and foot pursuits;

Calls involving mentally distressed persons; and

Any other incident in which the officer believes that a recording of the event will be in the
department’s or the officer’s best interest.

Once the officer chooses to record an event, the recording should continue until the incident is
completed, the officer has left the scene, or the citizen contact is complete.
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If an incident or portion of an incident is captured on the device, and an offense/incident report is
completed regarding the incident, the reporting officer shall note in the report that the incident or portion
of the incident was captured on an officer-worn digital recording device. The reporting officer should
note which officer(s) captured the recording and note the disposition of that recording (i.e. online
storage, FWPD Property Room, etc).

Officers should be aware that the Code of Criminal Procedure limits the admissibility of audio
statements made during custodial interrogations if they are not also video recorded. Therefore, audio
recording alone is not sufficient when recording custodial interrogations in the field. (CCP 38.22)

MEDIA STORAGE

All recordings captured by officer-worn digital recording device while the officer is performing official
duties are the property of the Fort Worth Police Department and are subject to standing policies
regarding release, retention and destruction.

All recordings deemed to be of evidentiary or administrative value shall be downloaded from the device
at the end of the assigned officer’s shift or sooner if the recording is needed immediately for criminal or
administrative investigation of an incident.

If evidentiary recordings are reduced to portable media (DVD, CD, etc), the media shall be placed in the
FWPD Property Room in accordance with established procedures for storing of evidence. This is to
ensure preservation of chain of custody.

Online storage of recordings shall follow pre-established retention schedules for electronic media.
Recordings captured during the scope of an officer’s duties may be subject to release under applicable

federal and state laws.

REVIEW OF RECORDINGS
Previously recorded incidents may be reviewed by the involved officer(s) for use in completing
offense/incident reports.

Supervisors are encouraged to review captured recordings with involved officers when a recorded event
is brought to their attention such as an exceptional incident or an incident with training value.

If a use of force and/or vehicle pursuit is captured on a recording device, one (1) copy shall be reduced
to portable media (DVD, CD, etc) and forwarded to the involved officer(s) chain of command per
established use of force and administrative pursuit review practices.

Recordings may be shown for training purposes. Permission to show the recording in an open training
forum should be gathered from all involved officers depicted in the recording. If an involved officer
objects to the showing of a recording, his/her objection will be submitted to his/her Deputy Chief (or
equivalent) to determine whether the training value outweighs the involved officer’s objection.
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Wearable Video Cameras

1 Purpose
The purpose of this policy is to provide officers of the Lake Forest Park Police Department with
general guidelines for the use, management, storage and retrieval of audio/visual recordings with
the VieVu camera system.
The use of the VieVu recording system provides documentary evidence and helps defend against
civil litigation and allegations of officer misconduct. Officers who choose to use these devices shall
adhere to the operational objectives and protocols outline herein so as to maximize the
effectiveness of the VieVu and the integrity of evidence and related video documentation.
The department will provide officers with a wearable video camera (VieVu) designed to record
both audio and visual. At the beginning of each shift, officers are encouraged to check out a
camera and position it on their uniform or anywhere on their equipment to facilitate the recording
of traffic stops, subject contacts, interviews, gathering of evidence or other job related events.

2 Retention

2.1 All recorded imagery will be stored and retained by the Department for at least 90 days, or until
all criminal, civil or administrative cases to which the recordings are relevant have been
adjudicated. Data cannot be erased or removed for 90 days from neither the camera nor
computer.

2.2 At the time imagery is originally recorded, Officers are responsible for notifying a supervisor
when data needs to be archived beyond 90 days. Supervisors will have the ability to move data
to disk or mark data to be saved permanently on the server for investigative purposes. Within
the initial 90 day period, detectives can also notify the supervisor or officer of the need to
archive imagery required for case investigation/prosecution.

2.3 Recordings moved to DVD will be entered as evidence and placed in an evidence locker (2-
copies.)

3 Department Review

3.1 Imagery recorded by the department will not be routinely or randomly reviewed to monitor an
officer performance. A supervisor may conduct a performance review of an officer’s
recorded imagery only in the event of a personnel complaint, criminal investigation or internal
investigation. Reviewing imagery for training purposes such as FTO is acceptable. Department
personnel may review their own recordings. In no event shall any recording be used or shown

for the purpose of ridicule or embarrassing any employee. No officer shall view another officers
recordings without a supervisor’s approval.
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4 Operating procedures

4.1 Prior to going into service officers (who choose to wear the VieVu) will ensure that the
equipment is charged and working properly. Any problems should be brought to the
supervisor’s attention. Officers are encouraged to place the camera in a position (either in the
patrol car or on their uniform) that will allow the recording of traffic stops, citizen contacts,
arrest or any other police action. Officers should activate the camera prior to making contacts
or traffic stops unless it is impractical to do so due to the urgency of the situation.

4.2 At the end of a shift, officers will download the data into the appropriate file
and place the camera back in the officer’s area to be recharged. Once the VieVu is downloaded,
the camera is cleared and data can only be retrieved from the computers server.

4.3 During contacts, the officer will advise the person that they are being recorded as soon as it is
practical. The VieVu camera should not be deactivated during contacts. If there is an equipment
failure resulting in a deactivation, the officer will notify his/her supervisor and the reason for the
deactivation. If a subject or subjects state that they do not wish to be recorded, the officer will
not deactivate the camera. Officers only have to notify a subject that they are being recorded.

5 Officer Review

5.1 During a shift officers may review portions of the video/audio recording, e.g., to verify an
identification, a vehicle license number or to review an incident for statement accuracy.
Officers will not make copies of any recording for personal use.

RCW 9.73.090

Certain emergency response personnel exempted from RCW 9.73.030 through 9.73.080 —
Standards — Court authorizations — Admissibility.

(1) The provisions of RCW 9.73.030 through 9.73.080 shall not apply to police, fire, emergency
medical service, emergency communication center, and poison center personnel in the following
instances:

(a) Recording incoming telephone calls to police and fire stations, licensed emergency
medical service providers, emergency communication centers, and poison centers;

(b) Video and/or sound recordings may be made of arrested persons by police officers

responsible for making arrests or holding persons in custody before their first appearance in
court. Such video and/or sound recordings shall conform strictly to the following:
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(i) The arrested person shall be informed that such recording is being made and the statement
so informing him shall be included in the recording;

(if) The recording shall commence with an indication of the time of the beginning thereof and
terminate with an indication of the time thereof;

(iii) At the commencement of the recording the arrested person shall be fully informed of his
constitutional rights, and such statements informing him shall be included in the recording;

(iv) The recordings shall only be used for valid police or court activities;

(c) Sound recordings that correspond to video images recorded by video cameras mounted in
law enforcement vehicles. All law enforcement officers wearing a sound recording device that
makes recordings corresponding to videos recorded by video cameras mounted in law
enforcement vehicles must be in uniform. A sound recording device that makes a recording
pursuant to this subsection (1)(c) must be operated simultaneously with the video camera when
the operating system has been activated for an event. No sound recording device may be
intentionally turned off by the law enforcement officer during the recording of an event. Once
the event has been captured, the officer may turn off the audio recording and place the system
back into "pre-event” mode.

No sound or video recording made under this subsection (1)(c) may be duplicated and made
available to the public by a law enforcement agency subject to this section until final disposition
of any criminal or civil litigation which arises from the event or events which were recorded.
Such sound recordings shall not be divulged or used by any law enforcement agency for any
commercial purpose.

A law enforcement officer shall inform any person being recorded by sound under this
subsection (1)(c) that a sound recording is being made and the statement so informing the
person shall be included in the sound recording, except that the law enforcement officer is
not required to inform the person being recorded if the person is being recorded under
exigent circumstances. A law enforcement officer is not required to inform a person being
recorded by video under this subsection (1)(c) that the person is being recorded by video.

(2) It shall not be unlawful for a law enforcement officer acting in the performance of the
officer's official duties to intercept, record, or disclose an oral communication or conversation
where the officer is a party to the communication or conversation or one of the parties to the
communication or conversation has given prior consent to the interception, recording, or
disclosure: PROVIDED, That prior to the interception, transmission, or recording the officer
shall obtain written or telephonic authorization from a judge or magistrate, who shall approve the
interception, recording, or disclosure of communications or conversations with a nonconsenting
party for a reasonable and specified period of time, if there is probable cause to believe that the
nonconsenting party has committed, is engaged in, or is about to commit a felony: PROVIDED
HOWEVER, That if such authorization is given by telephone the authorization and officer's
statement justifying such authorization must be electronically recorded by the judge or
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magistrate on a recording device in the custody of the judge or magistrate at the time transmitted
and the recording shall be retained in the court records and reduced to writing as soon as possible
thereafter.

Any recording or interception of a communication or conversation incident to a lawfully
recorded or intercepted communication or conversation pursuant to this subsection shall be
lawful and may be divulged.

All recordings of communications or conversations made pursuant to this subsection shall be
retained for as long as any crime may be charged based on the events or communications or
conversations recorded.

(3) Communications or conversations authorized to be intercepted, recorded, or disclosed by
this section shall not be inadmissible under RCW 9.73.050.

(4) Authorizations issued under subsection (2) of this section shall be effective for not more
than seven days, after which period the issuing authority may renew or continue the
authorization for additional periods not to exceed seven days.

(5) If the judge or magistrate determines that there is probable cause to believe that the
communication or conversation concerns the unlawful manufacture, delivery, sale, or possession
with intent to manufacture, deliver, or sell, controlled substances as defined in chapter 69.50
RCW, or legend drugs as defined in chapter 69.41 RCW, or imitation controlled substances as
defined in chapter 69.52 RCW, the judge or magistrate may authorize the interception,
transmission, recording, or disclosure of communications or conversations under subsection (2)
of this section even though the true name of the nonconsenting party, or the particular time and
place for the interception, transmission, recording, or disclosure, is not known at the time of the
request, if the authorization describes the nonconsenting party and subject matter of the
communication or conversation with reasonable certainty under the circumstances. Any such
communication or conversation may be intercepted, transmitted, recorded, or disclosed as
authorized notwithstanding a change in the time or location of the communication or
conversation after the authorization has been obtained or the presence of or participation in the
communication or conversation by any additional party not named in the authorization.

Authorizations issued under this subsection shall be effective for not more than fourteen days,
after which period the issuing authority may renew or continue the authorization for an
additional period not to exceed fourteen days.

[2006 ¢ 38 § 1; 2000 ¢ 195 § 2; 1989 ¢ 271 § 205; 1986 ¢ 38 § 2; 1977 ex.s. ¢ 363 § 3; 1970 ex.s.
c4881]

Notes:

Intent -- 2000 ¢ 195: "The legislature intends, by the enactment of this act, to provide a very
limited exception to the restrictions on disclosure of intercepted communications.” [2000 ¢ 195 §
1]
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Severability -- 1989 ¢ 271: See note following RCW 9.94A.510.

Severability -- 1970 ex.s. ¢ 48: "If a court of competent jurisdiction shall adjudge to be
invalid or unconstitutional any clause, sentence, paragraph, section or part of this act, such
judgment or decree shall not affect, impair, invalidate or nullify the remainder of this act, but the
effect thereof shall be confined to the clause, sentence, paragraph, section or part of this chapter
so adjudged to be invalid or unconstitutional.” [1970 ex.s. ¢ 48 8§ 3.]
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Effective Date: 01/01/2011

LAKE HAVASU cITy | Revised 06/24/2011

POLICE DEPARTMENT
GENERAL
ORDER

GO 42.1

SUBJECT: AUDIO-VIDEO RECORDING

42.1.1 BACKGROUND

The Lake Havasu City Police Department is committed to the belief that on-
officer video is an important and valuable tool for law enforcement. On-officer
video is essentially the progression of moving video documentation of a police
officer's investigative and enforcement activities from the patrol car to the
officer's person. The use of on-officer video is expected to result in greater
transparency for the public, more effective prosecution and improved protection
against false allegations of excessive use of force, misconduct or racial profiling.

Some police officers who have recognized the protective function of audio or
video recording have voluntarily purchased devices of varying types and made
use of them in the field. Audio or video recordings of investigative or
enforcement actions are evidence, and subject to rules of disclosure. It is in the
best interest of justice that the Department regulates and controls all forms of -
evidence collection and storage.

4212 DEFINITIONS
A. Agency Administrator - EVIDENCE.COM system administrator with full access to
user rights.
B. End User - AXON user with individual account access rights to
EVIDENCE.COM.

C. TASER AXON - An On-officer audio/video system consisting of primarily three
components: Headcam, ComHub and AXON Tactical Computer.

D. Headcam- Audio and color video/low light infra-red camera typically mounted on
a fitted head bracket. The Headcam unit integrates with the radio earpiece.

E. ComHub (Communications Hub) - Connects the Headcam, the portable radio
and the AXON Tactical Computer. The ComHub consists of a push-to-talk button
for radio communications, a single “Event” button used to initiate event
recording, user controls for the ATC and a “Privacy” button used to suspend all

10/24/2011 GO 42.1-1/6
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audio/video recording capabilities. * The headset, camera, earpiece and
ComHub will be maintained by the individual officer to whom they are assigned.

ATC (AXON Tactical Computer) - The ATC connects to the ComHub. It runs on
a Linux operating system with touch screen, capable of holding up to eight (8)
hours of audio and video media. The 4.3 inch display enables playback and
analysis of incident video. The rechargeable battery last for up to 12 hours,
depending on usage. Once plugged into the ETM docking station, the ATC will
upload digitally encrypted data to the Evidence Transfer Manager (ETM).

ETM (Evidence Transfer Manager) - A server with built-in docking stations
physically installed at the command. The ETM simultaneously recharges the
ATC while uploading all digitally encrypted data from the device. The ETM then
transfers the digitally encrypted data to EVIDENCE.COM.

EVIDENCE.COM - Online Web-based digital media storage facility accessed at
https://prod.evidence.com. The virtual warehouse stores digitally encrypted data
in a highly secure environment accessible to personnel based on security
clearance.

Media or Data - includes photographs, audio recordings and video footage. The
media is stored digitally.

GENERAL PROCEDURES

Officers are only authorized to audio or video record investigative and/or
enforcement activities using departmentally assigned equipment and following
the procedures proscribed within this order.

Audio or video recording devices shall not be used in department locker rooms,
restrooms or any other place where there would be a reasonable expectation of
privacy.

Employees shall not intentionally record confidential informants or undercover
officers unless the recording is conducted specifically for the purpose of
documenting a sting, drug purchase/sale or other undercover operation in
furtherance of a criminal investigation.

On-officer video recording devices will only be used for department
administrative investigations with the express consent of the Chief of Police.

Whenever an officer believes that a recorded contact may lead to a citizen
complaint, he/she should bring the recording to the attention of his/her
supervisor as soon as possible. If no crime report or supplementary report is
being prepared, details of the contact will be documented via information report
or memorandum,

Members will not make surreptitious recordings of conversations with other
department members except when necessary in the course of a criminal
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investigation or for department administrative investigations with the express
consent of the Chief of Police.

AXON/EVIDENCE.COM-SPECIFIC PROCEDURES

Officers will inspect the AXON Tactical Computer (ATC) for any physical
damage and to ensure the device is in working order at the beginning of the shift.
Software updates and systems checks are performed automatically during the
download process in the ETM. The unit will be turned on and inspected to
ensure the display and all indicator lights are functioning. Any problems with the
ATC will be reported to the AXON Coordinator as soon as practical.

The AXON shall be worn at all times that the officer may become involved in an
enforcement situation.

The AXON shall be utilized during all investigative or enforcement contacts. (l.e.:
pedestrian and vehicle stops, consensual encounters, calls for service, on-view
events).

Officers shall place the AXON in the Event Mode as soon as practical during a
given situation.

Once in the Event Mode, officers shall continue to record until the completion of
the event, or they have left the scene (this includes recording of statements).

Additional arriving units to a scene shall place their AXON in the event mode as
soon as practical, and continue to record until the completion of the event, or
they have left the scene (this includes recording of statements).

AXON systems will be assigned with priority given to each of the primary patrol
shifts based on quantity of operational units in the department’s inventory.

GO 42.1-3/6
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42.1.5

42.1.6

42.1.7

10/24/2011

AXON MEDIA STORAGE

The AXON will be placed in the Evidence Transfer Machine (ETM) at the end of
shift for charging and uploading

The media captured via the AXON will only be uploaded to EVIDENCE.COM.

Each event must be categorized according to event type so that proper retention
periods will be applied.

Video and audio captured via the AXON will be used for official purposes only.
Officers may use media captured via the AXON to assist with the investigation.
Officers may use media captured via the AXON to complete reports.

Officers may use media captured via the AXON for training purposes, with
proper authorization from the investigative unit assigned the case.

provide immediate training to recruits and to assist with the completion of the
Daily Observation Report (DOR).

REPORTING

The use of the AXON will be recorded in all incident reports and in the notes on
all citations.

All digital media captured using the AXON will be considered property of
LHCPD. Accessing, copying or releasing any media for other than official law
enforcement purposes is strictly prohibited and subject to discipline.

DELETION OF UNINTENTIONAL RECORDINGS

In the event of an unintentional activation of the AXON system during non-
enforcement or non-investigative activities, IE: restroom or meal break, other
areas where reasonable expectation of privacy exists; officers may request
recording deletion. A memorandum detailing the circumstances of the
unintentional recording will be forwarded via the chain of command to the Chief
of Police. If approved, the actual deletion requires two-party authorization. One
of those parties will be the Chief or their designee; the other will be an agency
AXON/EVIDENCE.COM Administrator.

GO 42.1-4/6
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42.1.8

42.1.9

10/24/2011

CRIMINAL JUSTICE SYSTEM: DISCLOSURE PROCEDURES*

*Some of the functionality of EVIDENCE.COM has not been made available in
pre-release versions of the software. Specifically, case-specific access
permissions are not user-definable to an acceptable level of security. Once this
functionality is in place it is expected that disclosure can and should be via case-
specific granting of user permissions to prosecutors and defense attorneys. Until
then, recordings will be downloaded to DVD or other media and physically
provided to appropriate disclosure recipients.

Recordings that contain audio or video of legitimate confidential nature will be
redacted or excluded from downloaded copies of the original data file in
EVIDENCE.COM. The original data file will remain complete and cannot be
manipulated by system administrators or users. Following arrest or initiation of
prosecution for felony or misdemeanor crimes, either the arresting officer,
detective or, (for follow up disclosure requests) system administrator, will
download a segmented copy of the original data file from EVIDENCE.COM.
Markers will be created to identify redacted sections and will include a brief
description of the reason the information is excluded. The redacted video file and
marker descriptions will then be written to DVD or other portable media and
provided to the prosecuting attorney. Upon release to Defense, challenges to
redacted information will be handled via a two step process:

Step One — Defense communicates their intent to challenge and legal
justification(s) to the prosecuting attorney in writing.

Step Two - If the prosecuting attorney agrees that the challenge is
justified, the section may be released following consultation with the law
enforcement agency head or designee. If the prosecuting attorney
disagrees with the justification for the challenge and/or if the law
enforcement agency head requests further review, the prosecuting
attorney will advise Defense that a motion for an In Camera Hearing
before a judge of appropriate jurisdiction will be required if Defense
wishes to challenge the redaction further.

Examples of legitimate confidential information include, but are not limited to;
confidential informants or undercover officers revealed; tactical plans discussed;
audible or visible information from investigative criminal history checks or
criminal intelligence files; victim/witness personal identifiers, addresses, phones,
etc.

PUBLIC RECORDS REQUESTS

Pursuant to Arizona Public Records statutes and the Privacy and Security Act, it
is the goal of this policy to support and promote openness in government by
releasing non-confidential video recordings to the public upon request. The
policy must also ensure that the privacy of victims, witnesses and suspects is
maintained whenever possible. This policy will not affect the release of
recordings pursuant to a court order or subpoena.

GO 42.1-5/6
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B. Recordings that are not part of an ongoing investigation or non-commercial use
may be charged for according to city policy.

C. Recordings that contain legitimate confidential information as described in
section IX.2 above will be redacted in the same manner. Challenges to
redactions pursuant to public records requests shall be referred to the City

Attorney’s Office.

10/24/2011 G0 42.1-6/6
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[ X ] Policy Orders [ ] General Procedures Section IV
State Equipment

[ X] Rules and Regulations [ ] Forms Procedure Effective Date
October 01, 2008

Subject: Amends, Rescinds

VIDEO EQUIPMENT AND DATA

PURPOSE

This policy is intended to provide Marine Police personnel with a guideline for the utilization,

operations, and maintenance of the issued VieVU® video system.

POLICY

It is the policy of this Division that all personnel issued video recording devices will effectively and
responsibly use them as a safeguard for the Division against false claims of misconduct and to ensure that all

personnel are performing their duties to the highest standards of professional integrity.

PROCEDURES

1. Camera Deployment and Storage: While on patrol, Marine Police personnel who are issued a
VieVU® PVR-LE video camera will wear the camera affixed to their uniform in a manner that
properly secures the camera with either the alligator-clip backing or the pin-on backing. The
camera should be worn in a manner and location on the uniform that is conducive to effective
filming and evidence gathering, taking into consideration differences in body sizes and gender.
When not on patrol, the camera should be stored in the hard case provided for Division issued
Night Vision Devices (NVD), away from exposure to direct sunlight, moisture, or excessive heat

and yet readily available to the officer if needed.

2. Camera Maintenance and Care: Routine maintenance and care of the video system is the
responsibility of the individual officer the VieVU® PVR-LE is issued to. Each officer will ensure
that the system is kept clean and in working order, that the rechargeable battery is fully charged
when reporting for duty each work day, and the video files are regularly downloaded onto the
Division-issued Panasonic Toughbook MDT computer to keep sufficient storage space available
on the VieVU® PVR-LE itself. When files are downloaded to the Veripatrol ™ software, the date
and time function will be checked for accuracy and any discrepancies reported to the District
Supervisor immediately. Any malfunctions should be reported to the District Supervisor, who

will coordinate any repairs deemed necessary with the Chief of Operations.

3. Video File Retention: It will be the responsibility of the individual officer to download video
files to the Division-issued Panasonic Toughbook MDT computer or a Division-owned computer
at one of the District Headquarters on a routine and regular basis. Veripatrol™ will be the video
file management system used to simplify the download, storage, and retrieval of video files
recorded with the VieVU® PVR-LE video camera. Veripatrol" downloads the video files, and
when completed, clears the VieVU® PVR-LE’s memory so that it is ready to record again. All
files are automatically secured by the software and no video file can be deleted within 21 days of
the recording. The IT Section in the Montgomery HQ will act as the designated system
administrator for the Division and will assign specific cameras to officers along with a User ID
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and password. The Enforcement Section Chief will also assign used IDs and passwords to the
sergeants, lieutenants and captains from each district, as well as the HQ Command Staff,
designating them with system administrator status. System administrator status will allow them
to review and copy any video file filmed by the Division. Officers can securely retrieve their own
video files for retention indefinitely, saving the files for on-going investigations or court use. All
other videos are automatically deleted after 21 days to save storage space and to improve the ease
and usability of the program.

ACTIONS REQUIRING MANDATORY RECORDING

1.

Pursuits: All pursuits or chases involving persons attempting to elude an officer will be recorded.
As soon as possible after the pursuit is ended, the District Supervisor will be notified and the
video will be downloaded to