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1. INTRODUCTION

There has been a dramatic increase in the criminal justice use of body worn cameras (BWCs) in
the last few years. As a result of governmental and news media scrutiny of law enforcement
interactions with the public, many think that BWCs have the potential benefit of increased
legitimacy and accountability for both citizens and the law enforcement community. Since then,
commercially available BWCs have flooded the market. There are now over 60 different body
worn cameras produced specifically for law enforcement use.

The National Institutes of Justice (NIJ) is interested in learning about existing BWC technologies
and other considerations for integrating BWC into current systems. The purpose of this
document is to report the results of a BWC market survey. Commercial BWC information is
aggregated and summarized to aid law enforcement officers and public safety practitioners in the
planning, acquisition, and implementation of this technology. This paper provides methodology
for developing the market survey and results from the market survey. For more background
context for this BWC survey, including policy and legal considerations for implementing BWCs,
please refer to the accompanying NIJ BWC Market Survey Primer document.

To collect market survey data on BWC products, a Request For Information (RFI) was created
and posted as a Notice in the Federal Register. In addition, data was solicited directly from
BWC product vendors. Most vendors responded to the RFI and our direct contact. Some vendors
provided incomplete information or provided general information from which product details
had to be extracted. When vendors did not respond to our attempts to contact them, we obtained
as much information as we could from their websites.

This market survey presents an overview of the technologies available and information
accessible at the time of data collection. This survey is not intended to evaluate or rank these
products. No judgments are made concerning the quality of these products. Instead, this
document is designed to provide the law enforcement and public safety community with an
overview snapshot of current BWC technology for their uses. When considering an acquisition
of BWC equipment, additional information should be sought from the specific vendors of
interest.

2. METHODOLOGY

2.1 Background Research

To develop the market survey, it was necessary to develop a thorough understanding of BWC
technology including its purpose, currently deployed concepts of operation, technical
capabilities, features that were important to users, and previous research. To accomplish this, a
three-pronged approach was taken: 1) conducted an extensive literature review; 2) gathered
information from subject matter experts at BWC conferences; and 3) conducted a legal review.
These efforts ensure this market survey is well balanced and delivers information that is pertinent
to prospective BWC purchasers.
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2.1.1 Literature Review

Many open-source materials, such as academic and professional journal articles, previous
evaluations, a small sample of agency RFIs, vendor web sites, news articles, and NIJ-funded
research were reviewed and contributed to an enhanced understanding of the BWC technology.
For agencies interested in purchasing or leasing BWCs, the following resources provide useful
background material.?

» Police Officer Body-Worn Cameras (White, 2014). This publication is intended to be a
general guide for those agencies seeking to understand the costs and benefits to the law
enforcement community to use body worn camera technology.

* Implementing a Body-Worn Camera Program (Miller, 2014). This document includes
extensive research and analysis by PERF and is intended to serve as a guide to the
thoughtful, careful considerations that police departments should undertake when
adopting body worn cameras.

* A Handbook for Public Safety Officials: Developing the Policy, Technology and
Operational Strategies Needed for a Future-Proof Body Camera Program (Insight,
2015). This guide highlights key planning questions as well as insights from agencies
initiating their own programs. It also includes checklists and resources to help further an
agency’s exploration in each planning area.

2.1.2 Information Gathering from BWC-Related Symposiums

To gain a basic understanding of current need and uses of BWCs in law enforcement, the project
team attended BWC-related conferences to gain insight from end-users.

Center for Evidence-Based Crime Policy (CEBCP) Symposium, George Mason University,
August 2015

Key observations included:

e Results from pilot evaluations of body worn cameras found a rise in acceptance;
advantages outweigh the disadvantages.

e Design features critical to the law enforcement community include durability (despite a
heavier weight), resilience of the docking station, strong mounting clip (for fear of BWCs
falling off), and video retrieval.

e Primary concerns with BWCs include citizen’s privacy, officer’s privacy, training/policy
requirements, and logistical/resource requirements (e.g., data storage and retrieval).

e Additional critical insight from end users of the law enforcement community.

The Law and Policy of Cybersecurity Symposium, University of Maryland, February 2016

Key observations included:

1 This list represents a sample of the existing material and should not be considered complete. For in-depth
information about individual products, the vendor should be engaged.
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e Civil liberties
o 1% Amendment — freedom of expression becomes particularly important when
talking about controversial topics. One way to protect people’s political conduct
and religious activity is to protect their ability to speak anonymously.
= Do recorded audio and video BWC footage undermine the freedom of
expression of those who want to speak anonymously? There are no case
studies yet, but it is a definite possibility. If recording of audio and video
BWC footage reveal too much about the individual, then that may also
reveal their Internet identity (e.g., medical websites info, sexual
preference, etc.)
= There are no easy answers; courts are still grappling with these issues.
e Encryption
o Encryption is one of the best protections against harm from hacking and cyber
attacks, particularly when applied to storing video footage for BWCs.
0 Many federal agencies recommend the use of encryption: NIST, FTC, FCC, etc.

2.1.3 Legal Review

Lastly, to identify relevant statutes and case law that might impact the implementation of a
BWC, basic legal research was conducted. Authors conducted legal case search and law review
scholarly journal search by topic on Lexis-Nexis using the following search terms: body worn
cameras, body cameras, BWC, Fourth Amendment, Freedom of Information Act, FOIA, and
privacy. Results of this work can be found in the accompanying NIJ BWC Market Survey
Primer document.

2.2 Request for Information

Based upon the information gathered via the process described above, an RFI was developed.
The purpose of the RFI was to seek input on 66 items from BWC vendors with the types of
information clustered into five broad categories:

1. Vendor Information

Product Information — BWC

Product Information — Software for Video Data Storage and Management
Usability/Training

ISAREE S

Installation

The RFI was sent to BWC vendors and posted as a Notice of Request for Information in the
Federal Register that was published on 28 April 2016 with a response expiration date of 31 May
2016 (see Appendix B for the full text). In addition, attempts were made to contact each
company identified in previous market surveys.
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The vendor responses were received and compiled. The outcome of the survey is presented in
Section 3. First, the data are presented in an overall cross-comparison table that provides an
overview of BWCs and BWC-related software across the vendor responses. Then the data are
presented on a vendor-by-vendor basis in Sections 4 and 5.

In all, 31 vendors for BWC and BWC-related software responded to the RFI. In some cases,
vendors expressed concern that the compilation of data in one location could provide competitors
with access to their proprietary information. Another vendor noted that their technology was in
prototype development and therefore they were not ready to participate in the market survey.
One vendor responded that their product was no longer in production or for sale, so this
information was not used in the survey. Finally, price is a sensitive item to the vendor due to
competition, so the reported price should be considered relative and could vary.

Ten vendors were found through a web search to supplement the RFI. Attempts were made to
contact them based upon the information in their websites. When there was no response from the
vendor, we used information available from their websites. From those vendor websites with
current information about BWCs, data were collected and included in the survey. Data collected
via this web research rather than through vendor response to the RFI is noted.

Data are provided for 66 BWC products manufactured by 38 vendors. Additional data are

provided for 4 data management/storage products manufactured by 4 vendors. See Table 1
below.

Table 1. Summary of Number of Vendor Responses

BWC Cameras 66
Total Vendors 38
- Responded to RFI 28
- Information via Internet Search 10

BWC Stand-alone Software

Total Vendors 4
- Responded to RFI 3
- Information via Internet Search 1

|

3. MARKET SURVEY DATA COMPILATION

This section will provide a snapshot of the BWC industry and the respective capabilities this
technology possesses at the time of data collection. The purpose is to assist public safety and
criminal justice practitioners who may be considering the acquisition, integration, and
implementation of this type of technology in their community. Therefore, cross-industry
information as well as vendor-by-vendor information is presented.

Readers looking to get a sense of the capabilities and features across the BWC industry can refer
to Subsection 3.1 below. Data such as the physical characteristics are aggregated and presented.
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In addition, the total number of vendor-offerings with specific desirable features will be
presented. Readers who are looking for information about a specific vendor’s offering should
refer to Subsections 4.1 through 4.66 for cameras and Subsections 5.1 through 5.4 for stand-
alone BWC video data management systems. For each question posed in the RFI, a response is
noted for a vendor’s offering.

Note that the amount of information varies, based upon survey response — some vendors did not
respond to the RFI or did so with incomplete information. Some vendors did not answer each
survey question or provided answers that did not address the question. Sometimes, vendors
provided a general package of information from which specific product information had to be
extracted if it could be located within that information. For those vendors that did not respond to
our attempts at direct contact or the RFI, we used the information we found on their websites.
The data collected from online marketing materials are significantly sparser than that collected as
a result of the RFI. Therefore some of the information in Tables 2 and 3 may be the result of
incomplete or out of date information.

No judgments should be made on the quality of a vendor’s product based on this information.
Anyone interested in one of these products should contact the vendor directly. The purpose of
this document is not to provide an evaluation of these products, but simply to give the law
enforcement and public safety community a broad overview of the technology that is currently
available on the market. By examining the data in these subsections, a prospective purchaser
may compare features across the industry and seek out the vendors who provide the features of
most interest.

3.1 BWC Cross Comparison

Table 2 in the next section lists all 66 of the BWC products from the 38 vendors identified in this
survey. Vendors who provided a response to the RFI are marked with an asterisk by the vendor
name. More detailed information on each camera is provided in Section 4. Of these 38 vendors,
28 replied to the RFI, while information from the remaining 10 vendors was derived from their
websites. In addition to these 38 vendors, there were four vendors that only made BWC video
management software systems and not cameras (See Table 3). These four BWC video
management software vendors are listed in Section 5 in further detail. Of these four vendors,
three had replied to the RFI, while the information from the fourth was derived from their
website.

Tables 2 and 3 are intended to provide a single overview of the BWC marketplace. These tables
should be considered representative of the marketplace but not comprehensive. Please keep in
mind that this is a survey and not an evaluation of vendor products; there is no intent to evaluate
or judge the quality of the BWC products. The reader is encouraged to contact the vendors for
the most complete and up-to-date information.

Based on the DHS SAVER recommendations (ManTech, 2012) and critical insight obtained
from end users of the law enforcement community, the following subset of information is listed
as columns of Tables 2 and 3:
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Vendor name

Product name and model

Manufacturer’s suggested retail price (MSRP)

Product dimensions — height (inches) x weight (inches) x depth (inches)

Product weight — weight of the camera including batteries (ounces)

Camera mount options — locations available for mounting the BWC

LCD display — whether there is an LCD display on the BWC to view footage
Recording capacity — amount of data storage available on the BWC

Video resolution — amount of detail the BWC can capture (pixels)

Field of view (FOV) — surrounding area that the BWC can monitor (degrees)

Lux rating — measurement of the amount of light falling on an area weighted for human
eye sensitivity

Night mode — capability of the BWC to record footage in low light conditions
Recording speed — number of frames or images the camera takes per second (fps)
Capture photos — capability of the BWC to take still photos

Date/time stamp — capability of the BWC to provide a date/time stamp on the footage
Pre-event recording — capability of the BWC to capture footage for a pre-determined
amount of time before an event

Event marking — capability of the BWC to bookmark the footage for easier retrieval
later

Microphone — capability of the BWC to record audio

Battery life at standby — length of time the BWC is fully charged, turned on, and ready
for operation

Battery life recording — length of time the BWC can run without needing to recharge the
battery

Global positioning system (GPS) data — whether the BWC has GPS coordinate feature
Warranty — written guarantee for the BWC (months)

Data management — data management features of the back end software that may
include searching, categorizing, and tagging capabilities

Data export — capability of the back end software to export data

Data redact/edit — capability of the back end software to redact or edit the audio/video
footage

Chain of custody support — capability of the back end software to chronologically
document the trail of the recorded audio/video footage, including custody, control,
transfer, analysis, and disposition of the electronic evidence

Report generation capability — capability of the back end software to generate any type
of report (daily, historical, etc.)
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